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Abstract:

This document summarizes and discusses the proposed support for MIPv4 FA CoA for S2a in TS 23.402.
Discussion:
To complete the procedures when the UE uses MIPv4 FA CoA based S2a interface for connecting with EPC require:

· Procedure for UE initiated additional PDN connectivity.

· Introduction of parameter level IEs for MIPv4 messages.
· Introduction of parameter level IEs for critical parameters for messages during PCRF interactions.

· Addition of support for multiple PDN during handover where the UE uses MIPv4 FA CoA in target system.

Please note that the following is needed for WiMAX compatibility:

· Changes in procedures already added to TS 23.402, as Keys may be downloaded before validating MN-HA Authentication Extension. Issues 
· Addition of support for optional MN-FA Authentication Extension and FA-HA Authentication extension.

· Changes in procedure as MN-NAI need not be based on the IMSI.  Issues concerning support for non-3GPP identities will be discussed in a future contribution and are not shown in the companion CR [S2-080356].
Conclusion:

In the companion CR (S2-080356) we propose the following changes:

1. Add reference to IETF draft on “Service Selection for Mobile IPv4”. This draft defines a mechanism for carrying APN in MIPv4 messages.

2. We also add reference to WiMAX specification. 
3. For WiMAX compatibility, UE may include MN-HA auth extension in the Registration Request (RRQ). UE derives the keys during authentication procedure. PDN GW can obtain the keys using the AAA infrastructure. This procedure is added to all MIPv4 procedures (Attach, Handover procedures etc).
4. The MIPv4 Messages and PCRF interaction messages are extended to include important parameters. The parameters are also expanded and their significance described in the detail. For e.g. the MIPv4 RRQ message is expanded as “Registration Request (RRQ) (MN-NAI, MN-HA Auth Ext, MN-FA Auth Extension) message”. Each of the parameters within the brackets are explained.
5. For compatibility with WiMAX specification, optional Authentication extensions are defined. For eg. The MN-FA Authentication extension which are validated by the FA when it receives the MIPv4 RRQ message.
6. We also propose to modify certain section titles to include MIPv4 FACoA mode. These sections are independent of the protocol used over S2a interface. The modified sections are:
a. Network-initiated Dynamic PCC on S2a

b. UE-initiated Resource Request and Release on S2a

c. Handovers between non-3GPP IP access and E-UTRAN on S2a or S2b.

7. Section C.1.3 was moved into normative section. The section was modified to include above mentioned changes.
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