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This P-CR introduces details of the architecture for the three scenarios that are in TR 23.894. For each architecture, it also provides a high-level information flow during registration and session set up.
Introduction

TR 23.894 includes three IMS/LBO scenarios for the study.  This P-CR provides a high-level view of the architecture for supporting each scenario. It also identifies the impacts on PCC.

Proposal

6.2
Alternative 1

6.2.1
Description
The architecture for scenario 1 is depicted in the following figure.
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The information flows for this scenario is illustrated in the following figure.
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1.
The UE obtains an IP address from the IP-GW in the home network.

2.
The home IP-GW obtains default PCC rules and associates it with this IP-CAN.

3.
Using the IP address obtained in step 1, the UE performs IMS registration. This SIP message is routed by the IP-GW in the home network to the P-CSCF in the home network.

4.
The UE obtains a second IP address from the IP-GW in the serving network. Steps 4 and 5 can also occur prior to steps 1 through 3.
5.
The serving IP-GW obtains default PCC rules and associates it with this IP-CAN.

6.
Using the IP address obtained in step 4 in the SDP, the UE initiates a SIP session. The INVITE request is routed by the IP-GW in the home network to the P-CSCF in the home network.

7.
The 200 OK received from the far-end is sent by the P-CSCF through the IP-GW in the home network towards the UE.

8.
The P-CSCF also provides the session information to the hPCRF in the home network.

9.
The hPCRF in the home network provides the session information to the vPCRF in the serving network. The vPCRF in the serving network provisions PCC rules in the IP-GW in the serving network.
10.
Media exchanged between the UE and the far end is now routed between the IP-GW in the visited network and the far end, achieving local breakout.
6.2.2
Impact on IMS
There are no IMS impacts in this scenario.
6.2.3
Impact on EPS
There are no EPS impacts in this scenario.
6.2.4
Impact on UE
Mechanism for the UE to determine whether a particular session uses Local Breakout needs to be available  (provisioned or downloaded) to the UE.
6.2.5
Impact on PCC

The hPCRF determines the PCC rules to be applicable and contacts the appropriate IP-GW based on the IP-address included in the session information received from the P-CSCF.
6.3
Alternative 2

6.3.1
Description

The architecture for scenario 2 is shown in the following figure.
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The information flows for this scenario is illustrated in the following figure.
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1.
The UE obtains an IP address from the IP-GW in the serving network.

2.
The serving IP-GW obtains default PCC rules and associates it with this IP-CAN.

3.
Using the IP address obtained in step 1, the UE performs IMS registration. This SIP message is routed by the IP-GW in the serving network to the P-CSCF in the home network.

4.
Using the IP address obtained in step 1 in the SDP, the UE initiates a SIP session. The INVITE request is routed by the IP-GW in the serving network to the P-CSCF in the home network.

5.
The 200 OK received from the far-end is sent by the P-CSCF through the IP-GW in the serving network towards the UE.

6.
The P-CSCF also provides the session information to the hPCRF in the home network.

7.
Based on the IP address included in the session information, the hPCRF in the home network provides the PCC rules to the vPCRF in the serving network. The vPCRF in the serving network provisions PCC rules in the IP-GW in the serving network

8.
Media exchanged between the UE and the far end is now routed between the IP-GW in the visited network and the far end, achieving local breakout.

6.3.2
Impact on IMS

-
Mechanism for the UE to discover a P-CSCF in the home network through an IP-GW in the serving network needs to be specified.
-
It must be possible for the IP-GW and the P-CSCF to be in different operators’ networks.

6.3.3
Impact on EPS

There are no EPS impacts in this scenario.
6.3.4
Impact on UE
The UE needs to determine whether a particular session should use local breakout or home-routed media traffic. When the decision is to use the local breakout, the UE must be able to obtain an IP address from IP-GW in the serving network.
6.3.5
Impact on PCC
There are no PCC impacts in this scenario.
6.4
Alternative 3

6.4.1
Description

The architecture for scenario 3 is shown in the following figure.
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The information flows for this scenario is illustrated in the following figure.
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1.
The UE obtains an IP address from the IP-GW in the serving network.

2.
The serving IP-GW obtains default PCC rules and associates it with this IP-CAN.

3.
Using the IP address obtained in step 1, the UE performs IMS registration. This SIP message is routed by the IP-GW in the serving network through the P-CSCF in the serving network to the S-CSCF in the home network.

4.
Using the IP address obtained in step 1 in the SDP, the UE initiates a SIP session. The INVITE request is routed by the IP-GW in the serving network through the P-CSCF to the S-CSCF in the home network.

5.
The 200 OK received from the far-end is sent by the S-CSCF through the P-CSCF and the IP-GW in the serving network towards the UE.

6.
The P-CSCF in the serving network also provides the session information to the hPCRF in the home network. 
Editor’s Note:
The reference point between P-CSCF and the hPCRF is not specified in EPC when the P-CSCF is in the serving network and the PCRF is in the home network. It is FFS whether the P-CSCF utilizes a “gateway PCRF” in the serving network to discover and contact the hPCRF in the home network or is able to perform both the discovery of hPCRF and the routing of session information by itself.

Editor’s Note:
Interface between vPCRF and P-CSCF is FFS.

7.
The hPCRF in the home network provides PCC rules to the vPCRF in the serving network. The vPCRF in the serving network provisions PCC rules in the IP-GW in the serving network

8.
Media exchanged between the UE and the far end is now routed between the IP-GW in the visited network and the far end, achieving local breakout.
6.4.2
Impact on IMS

There are no impacts on IMS.
6.4.3
Impact on EPS

See Section 6.4.5.
6.4.4
Impact on UE

There is no UE impact.

6.4.5
Impact on PCC

-
Since home operator needs to be involved in the PCC rules provisioning, the P-CSCF in the serving network performs PCRF discovery in the home network. How this is done is FFS.
-
The Rx+ reference point between the P-CSCF and hPCRF is inter-operator interface. Should S9 support Rx+ as well as Gx?

6.5
Comparison of the scenarios
The following table summarizes the differences between the three scenarios and identifies areas where additional work is needed.
	
	Scenario 1
	Scenario 2
	Scenario 3

	Architecture impacts
	None
	None
	New reference point between P-CSCF in the serving network and the hPCRF

	Number of IP addresses obtained by the UE
	2
	1
	1

	Co-existence of home-routed sessions and local breakout
	Possible
	Not possible
	Not possible

	Relationship between IMS registration and local breakout
	Existing IMS registration can be used to set up local breakout session or home routed session
	IMS registration needs to match the desired session routing
	IMS registration needs to match the desired session routing

	Ability to request an IP address from the serving network
	Needed
	Needed
	Needed

	Serving network support of IMS
	Not needed
	P-CSCF discovery procedures need to be supported
	IMS needs to be supported in serving network

	Provisioning of PCC rules to the IP-GW in the serving network
	hPCRF uses IP address in the session info to determine where to send the PCC rules
	hPCRF sends the PCC rules to the only vPCRF associated with this UE
	hPCRF sends the PCC rules to the only vPCRF associated with this UE

	P-CSCF discovering hPCRF
	Not an issue. Both P-CSCF and hPCRF are within the same operator’s network
	Not an issue. Both P-CSCF and hPCRF are within the same operator’s network
	Mechanism needs to be defined.
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