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Abstract of the contribution:

Discusses IP address allocation and DHCP functionality.
General Information

Three different techniques for IP address allocation should be supported as listed in section 5.3.1 of TS 23.401:

One of the following ways shall be used to allocate IP addresses for the UE:

a) The HPLMN allocates the IP address to the UE when the default bearer is activated (dynamic or static HPLMN address);

b) The VPLMN allocates the IP address to the UE when the default bearer is activated (dynamic VPLMN address); or

c) The PDN operator or administrator allocates an (dynamic or static) IP address to the UE when the default bearer is activated (External PDN Address Allocation).

Additional sections in 5.3 go on to explain that the PDN Gateway, that supports a GTP based S5/S8, needs to support a DHCP Server functionality (to cover case ‘b’ above) and a DHCP Relay function (to cover case ‘c’ above).  Certainly if a DHCP Relay or DHCP Server is in the PDN-GW, the Serving Gateway must have DHCP Relay functionality.
DHCP is not just used to obtain an IP address.  It is used to obtain IP configuration variables for the UE.  This will normally include items in addition to the IP address, for example DNS server information.  The UE will request IP configuration items via the DHCP request and the DHCP response will include the requested information.   Common IP configuration items that are configured via DHCP include:
· DNS server address

· Domain Name

· IP network Prefix and Length

· Network Time Protocol servers
The latest PMIP drafts specify several different DHCP modes for normal operation.  

· For IPv6 the draft specifies “The DHCPv6 relay agent [RFC-3315] service needs to be enabled on each of the access links in the Proxy Mobile IPv6 domain”

· For IPv4, the current draft permits either a DHCP Server in the MAG (Serving Gateway in 23.402), or a DHCP Relay Agent in the MAG. In the case when a DHCP Server is used, the draft states:

“Any information carried in DHCP options such as addresses of domain name server, time server, lpr server, etc.  MUST be configured in all the mobile access gateways (i.e. DHCP servers) if necessary.”

It is not practical to configure a serving gateway to contain all the necessary IP configuration items and act as a DHCP server.  
· For a roaming case, the needed configuration information is only available in the home network and can not be configured in every visited Serving Gateway. 
· Even in a non-roaming case, if External PDN Address Allocation is supported, the information resides in an external DHCP server (which may even be in an external network) and it would be difficult or impossible to configure the Serving Gateway as a DHCP server.
While DHCP server functionality can be implemented in the Serving Gateway in some non-roaming cases, it is not possible to provision all the necessary information into the Serving Gateway in the roaming case.  Since DHCP rela functionality can obtain the necessary IP configuration information in the home network, non-IETF extensions to PMIP are not necessary.

Thus while it might be possible to use DHCP server functionality in the home network in some cases, the Serving Gateway must support DHCP Relay functionality and DHCP Relay functionality is sufficient to support all the address assignment scenarios listed in 23.401.  Since DHCP Relay functionality can be used to obtain the IP configuration from a DHCP Server or Relay in the PDN Gateway, no special PMIP extensions are necessary.
Recommendation

The following changes to TS 23.402 are recommended:
1) Remove the FFS “It is FFS if the Serving GW acts as a DHCPv4 relay agent…” in section 4.7.1

2) Remove the FFS “It is FFS if the Serving GW acts as a DHCPv6 relay agent…” in section 4.7.1
3) Remove the FFS “It is FFS how to handle deferred IP Address Allocation when PMIP-based S5/S8 is employed” in section 5.2

4) Modify Annex E.3.1 to show only DHCP Relay Functionality

5) Remove Annex E.3.2 which showed use of DHCP Server functionality in the home network.
Text Changes in TS 23.402

Begin First Change: 3GPP TS 23.402
4.3.3.2
Serving GW

The functionality of the Serving GW is described in TS 23.401 [4]. In addition to the functions described in TS 23.401 [4] the Serving GW includes the following functionality:

-
A local non-3GPP anchor for the case of roaming when the non-3GPP IP accesses connected to the VPLMN.

-
Event reporting (change of RAT, etc.) to the PCRF.

-
Uplink and downlink bearer binding towards 3GPP access as defined in TS 23.203 [19].

-
Uplink bearer binding verification with packet dropping of "misbehaving UL traffic".

NOTE:
The term 'Uplink bearer binding verification' is defined in TS 23.401[4].

-
Mobile Access Gateway (MAG) according to [8] if PMIP-based S5 or S8 is used.

-
DHCPv4 and DHCPv6 functions.  DHCP Relay functionality shall be supported in the Serving GW.  

-
Handling of Router Solicitation and Router Advertisement messages as defined in RFC 4861 [38], if PMIP based S5 and S8 is used

End First Change: 3GPP TS 23.402
Begin Second Change: 3GPP TS 23.402
 4.7.1
IP Address Allocation with PMIP-based S5/S8
The IP address allocation mechanisms described in clause 5.3.1.1 of 3GPP TS 23.401 [] are also valid for the PMIP based S5/S8. This section is complementary to section 5.3.1 of 3GPP TS 23.401 and describes the differences in the IP Address when PMIP-S5 is used.

For IP address allocation with PMIP-based S5/S8, the following clarifications apply:

-
IPv4 address allocation via default bearer activation. This case does not present any architecture differences from the GTP based S5/S8 described in clause 5.3.1.2.1 of 3GPP TS 23.401 [4].

-
If External PDN Address Allocation is used then the PDN-GW follows the same procedures defined in TS 23.401.

-
IPv4 address allocation and IPv4 parameter configuration via DHCPv4 according to [19] and [17]: In this case the Serving GW shall have DHCPv4 relay functionality. In this case DHCPv4 messages are relayed to the PDN-Gateway and the PDN-Gateway has DHCPv4 Server or Relay functionality as specified in TS 23.401 section 5.3.1.2.4

-
IPv6 prefix allocation via IPv6 Stateless Address auto-configuration: In this case the difference from the GTP based S5/S8 is that the Serving GW acts as the access router instead of the PDN GW. Note that the Serving GW shall advertise the same information as the PDN GW would advertise with GTP based S5/S8. In the case of PMIP-S5/S8 because any prefix that the Serving GW will advertise to the UE is unique, there is no need for the UE to perform Duplicate Address Detection for global uniqueness for any IPv6 address configured from the allocated IPv6 prefix. However, the Serving GW shall respond with Neighbor Advertisement upon receiving Neighbor Solicitation messages from a given UE. For example, as the UE may perform Neighbor Unreachability Detection towards the Serving GW, similar to the DAD related functionality supported by PDN GW in the case of GTP-S5/S8 described in section 5.3.1.2.2. Otherwise the PDN GW has the same functions as it is defined in clause 5.3.1.2.2 in 3GPP TS 23.401.

-
IPv6 parameter configuration via Stateless DHCPv6 according to [20] and [8]: In this case the Serving GW shall have DHCPv6 Relay functionality which will relay DHCPv6 messages to the DHCPv6 server in the PDN-gateway as specified in TS 23.401 section 5.3.1.2.3.

NOTE: 
Allocation of IP address from an external PDN using Radius or Diameter requires the “Proxy Binding Update” of PMIP to carry the relevant PCO that is transported by GTP.

End Second Change: 3GPP TS 23.402
Begin Third Change: 3GPP TS 23.402
E.3 
IPv4 Address Allocation using DHCP

When the UE needs to use DHCPv4 to obtain the IPv4 address

-
DHCP Relay Agent functionality exists in the S-GW and the S-GW relays the DHCP requests from the UE to the PDN GW where the DHCP Server resides

End Third Change: 3GPP TS 23.402
Begin Fourth Change: 3GPP TS 23.402 – Remove Annex E.3.1





End Fourth Change: 3GPP TS 23.402
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