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This paper proposes to include the APN into the Attach Request message.
1. Introduction
This contribution discusses provisioning of the APN by the UE during the E-UTRAN initial Attach procedure. 
2. Discussion
In GPRS, the UE can provide APN to the network during the PDP context activation procedure in order to indicate the desired PDN and/or service it wants to access.
This is required in EPS too. For example, the UE can provide an emergency APN during the initial attach. The network shall check the APN provided by the UE if the UE is allowed to use that APN. When the UE does not provide any APN during the Attach procedure or the APN provided by the UE is not allowed to be used, then the default APN shall be used to create the default bearer.

The APN needs to be protected by encryption. When the UE and MME keep a NAS security association during the EMM-DETACHED state so that the Attach Request message can be integrity protected and encrypted, then the UE includes the ciphered APN into the Attach Request message. 

When the UE and MME do not hold a valid NAS security association (e.g. when a new subscriber powers on a new UE for the first time), the Attach Request message cannot be protected. In this case, the APN can be securely provided to the network in the NAS security mode setup procedure.
4. Proposal

We propose a corresponding text update for TS 23.401 in S2-080242. 
Note that the implementation of the required changes are rather simple and straightforward when the clarification of the Attach procedure as proposed in S2-080240 “NAS security setup during the Attach procedure” is accepted too. 
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