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Abstract of the contribution: This contribution aims to discuss some issues in the Chained S2/S8 scenario.
1. Discussion
In current TS23.402, some common issues exist in both of the chained S2+S8 scenario:
· Issue 1: How does the S-GW obtain the P-GW address?
· Issue 2: How does the S-GW obtain the QoS profile in case S2+S8a chained scenario?

· Issue 3: Whether the S-GW needs to know the right protocol should be used over S8 interface or not?
· Issue 4: Whether the MAG in the non-3GPP access network knows to the right protocol should be used over S8 interface or not?

1.1 Discussion on issue 1

There are 3 alternatives for the S-GW to retrieve the P-GW address in S-GW Chained case.

1) When the AAA proxy retrieves the P-GW selection information, the AAA proxy performs DNS resolving based on this P-GW selection information, then it selects a S-GW and pushes the P-GW address to the S-GW. With this mechanism the S-GW shall have Diameter server function for the session initiated by the AAA proxy.
2) After receiving the PBU message from the MAG in the non-3GPP access network or the ePDG, the S-GW pulls the P-GW selection information( maybe address if the AAA proxy performs DNS resolving basd on the P-GW selection information) from the HSS/AAA via the AAA proxy. Actually,the P-GW selection information has been sent to the AAA proxy during the initial authentication procedure, which is abandoned by this AAA proxy if the chained cased is used. 
This mechanism not only brings more delay to the attach but also adds burden to S6d and Wd* interfaces.
3) The AAA proxy sends both S-GW address and P-GW selection information to the non-3GPP access AGW/ePDG during the initial authentication procedure. Then, the non-3GPP AGW/ePDG performs DNS resolving based on the P-GW selection information, and sends the P-GW address and the correspondent APN to the S-GW in the PBU message.

This mechanism needs to extend the PMIP message. Comparaed with other two mechanisms, the advantages of this one is obvious, such as more efficience, less interfaces involved and no delay. Moreover, no Diameter server function is not needed in the S-GW by using this mechanism.

According to the above comparing, it is proposed to use solution 3 for P-GW address retrieval in S-GW.
1.2 Discussion on issue 2

In chained S2/S8a case, a static QoS profile for the subscriber may be sent to the MAG of the non-3GPP access network during the access authentication and authorization procedure. The S-GW may need the static QoS profile for the subscriber to creat default bearer towards the P-GW. 
In the current TS23.402, the S-GW may pull the QoS profile from the HSS/AAA via the AAA proxy, which has the same disadvantages as the mechanism 2 mentioned above.

Therefore, it is suggested to use the similar mechanism as mechinism 3 above to solve this problem. The MAG of the non-3GPP access network transfers the QoS profile to the S-GW together with the pair of APN and P-GW address, which could be more efficient. If the S-GW has pre-configured QoS profile for all the subscribers. The S-GW just ignore the QoS profile sent by the AGW and use the preconfigured to creat S8a GTP tunnel for the UE.
1.3 Discussion on issue 3
For 3GPP accessing, since the S-GW selected for the UE might be used for both LBO case and home routed case, this S-GW shall support both GTP and PMIP if the VPLMN and HPLMN are based on the different protocol. So after MME/SGSN selects such an S-GW, the MME/SGSN should indicate such a S-GW which protocol should be used for connection with a certain P-GW. 
However, since the S-GW is not involved in LBO case for non-3GPP accessing, the S-GW selected serves only for home routed scenario. That means the S-GW might not be required to support both GTP and PMIP for one UE. Actually, the S-GWs are used in common both for 3GPP access and non 3GPP access, so it is quite possible that the S-GW selected for the non 3GPP accessing happens to support both GTP and PMIP. 

When the 3GPP AAA Proxy selecting the S-GW, the protocol supporting capability of the S-GW should also be taken into consideration. Therefore, the 3GPP AAA proxy should also know the right protocol should be used over S8 interface, which may be based on the roaming agreement or something else. However, if the S-GW selected for non 3GPP access happens to support PMIP and GTP, then an indication is also needed to help S-GW selected to use the right protocol over S8 interface.
1.4 Discussion on issue 4
In S2/S8b chained scenario, the MAG in the non-3GPP access network should interact with PCRF to obtain the dynamic PCC rules; while In chainedS2/S8a scenario, the MAG in the non-3GPP access network should not interact with the PCRF, instead, the static QoS policy retrieved from HSS/AAA will be used. 

So, the MAG in the non-3GPP access network should also know whether S8 is GTP-based or PMIP-based in chained case. 

Both issue3 and issue 4 can be resolved by the following mechanism:

In Chained S2/S8 case, the AAA proxy transfers the indication of the protocol used over S8 to the MAG in the non-3GPP access network during initial authentication and authorization procedure, then non 3GPP AGW transfers it to the S-GW in the PBU message. Thus, both the non-3GPP AGW and the S-GW know how to do in the next step.
2. Conclusion
It is proposed to discuss the following principles and CR S2-080171.

· In chained S2/S8 case, the P-GW selection information should be sent to the MAG of the non 3GPP access network to resolve the P-GW address in the initial authentication and authorization procedure; the P-GW address should be sent to the selected S-GW in the PBU message with the correspondent APN.

· In chained S2/S8a case, the MAG in the non-3GPP access network should send the static QoS profile obtained in the initial authentication and authorization procedure to the selected S-GW in the PBU message;
· In chained S2/S8 scenario, the indication of the roaming protocol type should be sent from the 3GPP AAA proxy to the MAG of the non 3GPP access network, and should be sent from the MAG to the S-GW in the PBU message later.
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