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1st Change
5
Architecture model and reference points

5.1

Reference architecture

The PCC functionality is comprised by the functions of the Policy and Charging Enforcement Function, the Bearer Binding and Event Reporting Function (BBERF), the Policy and Charging Rules Function, the Application Function, the Online Charging System, the Offline Charging System and the Subscription Profile Repository.
The PCC architecture extends the architecture of an IP-CAN, where the Policy and Charging Enforcement Function is a functional entity in the Gateway node implementing the IP access to the PDN. The allocation of the Bearer Binding and Event Reporting Function is specific to each IP-CAN type and specified in the corresponding Annex.

Editor's note:
Each IP-CAN type specific Annex shall indicate whether the BBERF is applicable and its potential allocation

Editor's note:
Whether any CAMEL SCP need to be included in the architecture is FFS.

Editor's note:
Whether the roaming case for Gy requires an OCS proxy is FFS.

Editor's note:
Whether the roles of AF in HPLMN and VPLMN in Figure 5.1.3 need any clarifications in this clause or any difference can be accommodated in the AF and/or PCRF clauses is FFS.
The non-3GPP network relation to the PLMN is the same as defined in TS 23.402 [18].
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Figure 5.1.1: Overall PCC logical architecture (non-roaming)
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Figure 5.1.2: Overall PCC architecture (roaming with home routed access)
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Figure 5.1.3:
Overall PCC architecture for roaming with PCEF in visited network (local breakout).

5.2
Reference points

5.2.1

Rx reference point

The Rx reference point resides between the AF and the PCRF.

This reference point enables transport of application level session information from AF to PCRF. Such information includes, but is not limited to:

-
IP filter information to identify the service data flow for policy control and/or differentiated charging;

-
Media/application bandwidth requirements for QoS control.

The Rx reference point enables the AF subscription to notifications on signalling path status of AF session in the IP-CAN.
5.2.2

Gx reference point

Editor’s note:
The Gx reference point coincides with S7 reference point of TS 23.401 and TS 23.402. Whether the same designation can be used for Gx and S7 in all the specifications is FFS.
The Gx reference point resides between the PCEF and the PCRF.

The Gx reference point enables a PCRF to have dynamic control over the PCC behaviour at a PCEF.

The Gx reference point enables the signalling of PCC decision, which governs the PCC behaviour, and it supports the following functions:

-
Initialisation and maintenance of connection (IP-CAN session);

-
Request for PCC decision from PCEF to PCRF;

-
Provision of PCC decision from PCRF to PCEF;

-
Negotiation of IP-CAN bearer establishment mode (UE-only, UE/NW or NW-only);

-
Termination of connection (IP-CAN session).

A PCC decision consists of one or more PCC rule(s) and IP-CAN attributes. The information contained in a PCC rule is defined in clause 6.3.

5.2.3

Sp reference point

The Sp reference point lies between the SPR and the PCRF.

The Sp reference point allows the PCRF to request subscription information related to the IP-CAN transport level policies from the SPR based on a subscriber ID, a PDN identifier and possible further IP-CAN session attributes, see Annex A and Annex D. For example, the subscriber ID can be IMSI. The reference point allows the SPR to notify the PCRF when the subscription information has been changed if the PCRF has requested such notifications. The SPR shall stop sending the updated subscription information when a cancellation notification request has been received from the PCRF.
NOTE:
The details associated with the Sp reference point are not specified in this Release.

5.2.4

Gy reference point

The Gy reference point resides between the OCS and the PCEF.

The Gy reference point allows online credit control for service data flow based charging. The functionalities required across the Gy reference point use existing functionalities and mechanisms, based on RFC 4006 [4].

5.2.5
Gz reference point

The Gz reference point resides between the PCEF and the OFCS.

The Gz reference point enables transport of service data flow based offline charging information.

The Gz interface is specified in TS 32.240 [3].

5.2.x
S7x reference point

Editor's note:
This reference point corresponds to the S7a and S7c, as defined in TS 23.402. The definition of this reference point remains to be completed.

The S7x reference point resides between the PCRF and the BBERF.
Specific flavours of S7x are defined in the Annexes.
5.2.y
S9 reference point

The S9 reference point resides between a PCRF in the HPLMN (H-PCRF) and a PCRF in the VPLMN (V-PCRF).
For roaming with PCEF in visited network, the S9 reference point enables the Home PCRF to have dynamic control, via the V-PCRF, over the PCC behaviour at a PCEF in the VPLMN. 
In all roaming scenarios, S9 has functionality to provide dynamic QoS control policies from the HPLMN, via a V-PCRF, to a BBERF in the VPLMN.
Editor’s note:
The designation of this reference points shall be aligned with the final choice in the TS 23.402. The definition of this reference point remains to be completed.
2nd Change
6.2
Functional entities

6.2.1
Policy Control and Charging Rules Function (PCRF)

The PCRF encompasses policy control decision and flow based charging control functionalities.

Editor's note:
The definition of the H-PCRF and V-PCRF is FFS.

The PCRF provides network control regarding the service data flow detection, gating, QoS and flow based charging (except credit management) towards the PCEF.
The PCRF shall apply the security procedures, as required by the operator, before accepting service information from the AF.

The PCRF shall decide how a certain service data flow shall be treated in the PCEF, and ensure that the PCEF user plane traffic mapping and treatment is in accordance with the user's subscription profile.

The PCRF should for an IP-CAN session derive, from IP-CAN specific restrictions, operator policy and SPR data, the list of permitted QoS class identifiers and associated GBR and MBR limits for the IP-CAN session.

The PCRF may check that the service information provided by the AF is consistent with both the operator defined policy rules and the related subscription information as received from the SPR during IP-CAN session establishment before storing the service information. The service information shall be used to derive the QoS for the service. The PCRF may reject the request received from the AF when the service information is not consistent with either the related subscription information or the operator defined policy rules and as a result the PCRF shall indicate that this service information is not covered by the subscription information or by operator defined policy rules and may indicate, in the response to the AF, the service information that can be accepted by the PCRF (e.g. the acceptable bandwidth). In the absence of other policy control mechanisms outside the scope of PCC, it is recommended that the PCRF include this information in the response.

In this Release, the PCRF supports only a single Rx reference point, i.e. there is one AF for each AF session.

The PCRF authorizes QoS resources. The PCRF uses the service information received from the AF (e.g. SDP information or other available application information) and/or the subscription information received from the SPR to calculate the proper QoS authorization (QoS class identifier, bitrates). The PCRF may also take into account the requested QoS received from the PCEF via Gx interface.

NOTE:
The PCRF provides always the maximum values for the authorized QoS even if the requested QoS is lower than what can be authorized.

The PCRF may use the subscription information as basis for the policy and charging control decisions. The subscription information may apply for both session based and non-session based services.

If an AF requests the PCRF to report on the signalling path status, for the AF session, the PCRF shall, upon indication of loss of resources from the PCEF, for PCC rules corresponding to the signalling traffic notify the AF on changes to the signalling path status. The PCRF needs to have the knowledge of which PCC rules identify signalling traffic.

To support the different IP‑CAN bearer establishment modes (UE-only, UE/NW or NW-only) the PCRF shall:

-
set the IP‑CAN bearer establishment mode for the IP‑CAN session based on operator configuration, network capabilities and UE preferred bearer establishment mode;

-
if the bearer establishment mode is UE/NW, decide what mode (UE or NW) shall apply for a PCC rule;

-
guarantee the precedence of dynamic PCC rules for network controlled services in the service data flow detection process at the PCEF by setting the PCC rule precedence information to appropriate values.

3rd Change
6.2.x
Bearer Binding and Event Reporting Function (BBERF)

The BBERF includes the following functionalities:

-
Bearer binding 

-
Uplink bearer binding verification.

Editor’s Note:
The detailed definition of 'Uplink bearer binding verification' is FFS. The purpose is to discard traffic that does not comply with the present bearer binding.

-
Event reporting to the PCRF.
Editor's note:
This functional entity is, when S7c applies, located at the Serving Gateway and, when S7a applies, located in a trusted non-3GPP access.

Editor's note:
The remaining part of this clause remains to be completed.

End of Changes
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