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1. Overall Description:

SA1 had a discussion on the requirement for unauthenticated access in VoIP emergency services in the PS domain. While in the CS domain a corresponding requirement – capability for (U)SIM less emergency calls – had been in place for a long time and is not in question it was felt that in the PS case the situation is less clear.

The reasons that led to the requirements in the CS case in the 1980-ies  may or may not be valid today. On the other hand there seem to exist issues (technical, operational and security related) that suggest that the requirement for unauthenticated access in VoIP emergency services in the PS domain may be outdated.

SA1 acknowledges, that SA1 (and maybe even 3GPP) is not in the position to validate the requirement for unauthenticated access in VoIP emergency services in the PS domain. This decision is up to regulators and legislative bodies. However SA1 feels that it might be useful to collect issues from the 3GPP perspective in a new TR such that regulators, legislative bodies and other SDOs may take account of.

Such issues may include items as e.g. attacks on PSAP from unauthenticated devices, requirements to "call back" a device that previously successfully made an emergency call (not possible for an unauthenticated device). These issues clearly involve several 3GPP TSGs and SWGs (SA1, SA2, SA3, CTx….). 
It was felt that TSG SA would be in a much better position to be the focus for this task.

In addition SA1 believes that such a TR could have effect at earliest in Rel-9. Service requirements for Rel-8 are not expected to be impacted by this activity.

2. Proposal:

It is suggested that a work item is created in SA to collect issues from 3GPP TSGs on the requirement for unauthenticated access in VoIP emergency services in the PS domain (pros and cons) from the 3GPP perspective in a new TR. The purpose of this TR should be to support e.g. regulators and legislative bodies in their decision on the validity of related requirements.
3. Actions:

To SA group.

ACTION: 
SA1 asks SA to consider the creation of a work item as described in the proposal above.

3. Date of Next TSG-SA WG1 Meetings:
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