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6.6.1

Network-initiated Dynamic PCC with PMIPv6 on S2a

If dynamic PCC is deployed, the procedure given in Figure 6.6.1-1 is used by the PCRF to provision rules to the Trusted non-3GPP IP access and for the Trusted non-3GPP IP access to enforce the policy by controlling the resources and configuration in the trusted non-3GPP access. The access specific procedure executed in the trusted non-3GPP access is not within the scope of this specification.
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Figure 6.6.1-1: Network-initiated dynamic policy control procedure in Trusted Non-3GPP IP Access for S2a

This procedure concerns both the non-roaming (as Figure 4.2.2-1) and roaming case (as Figure 4.2.3-1). In the roaming case, the vPCRF in the VPLMN forwards messages between the Trusted Non-3GPP IP Access and the hPCRF in the HPLMN. In the case of Local Breakout (as Figure 4.2.3-5), the vPCRF forwards messages sent between the PDN GW and the hPCRF. In the non-roaming case, the vPCRF is not involved at all.
1.
The hPCRF sends a Policy and Charging Rules Provision (PCC Rules, Event Triggers) message to the PDN GW.

2.
The PDN GW responds in a Policy and Charging Rules Ack(Results) message to the PCRF with the result of the rules provisioning received in step 1; this indicates whether the PDN GW will be able to enforce the rules provisioned.

3.
The hPCRF sends a Gateway Control and QoS Policy Rules Provision (QoS Rules, Event Triggers) message to the Trusted Non-3GPP IP Access.  The Trusted Non-3GPP IP Access performs access-specific actions on the basis of the QoS Rules – for example, it might allocate additional radio resources or adjust existing bearer bindings to associate additional service data flows with established radio resources.  The Event Triggers indicate under what conditions the Trusted Non-3GPP IP Access will report events to the PCRF.
4.
The Trusted Non-3GPP IP Access enforces the rules provisioned to it, and establish all necessary resources and configuration in the non-3GPP access system, ,for eg. initiate a dedicated bearer activation, modification or deactivation, if supported. The details of this step are out of the scope of this specification.

5.
The Trusted Non-3GPP IP Access responds to the PCRF with a Gateway Control and QoS Policy Provision Acknowledgement (Results) message indicating its ability to enforce the rules provisioned to it in Step 3.
******* Next Change *******
6.6.3
Network-initiated Dynamic PCC for S2c over Trusted Non-3GPP IP Access
This section is related to the case when network-initiated dynamic resource allocation is supported, and it is utilized for the S2c SDFs.

The procedure described in this section may also be used subsequent to the S2c Attach procedure described in Section 6.3

In this case, the PCRF may push specific PCC rules to the PDNGW and QoS Policy rules to the Trusted Non-3GPP Access system, in case the Access System supports PCC.
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Figure 6.6.3-1: Network-initiated dynamic policy control for S2c over Trusted Non-3GPP IP Access
This procedure concerns both the non-roaming (as Figure 4.2.2-2) and roaming case (as Figure 4.2.3-4). In the roaming case, the vPCRF in the VPLMN forwards messages between the Trusted Non-3GPP IP Access and the hPCRF in the HPLMN. In the case of Local Breakout (as Figure 4.2.3-5), the vPCRF forwards messages sent between the PDN GW and the hPCRF. In the non-roaming case, the vPCRF is not involved at all.
1)
The PCRF receives an internal or external trigger to re-evaluate PCC and QoS Policy Rules. A possible external trigger is a message from the AF over Rx reference point. The PCRF needs to link the Trusted Non-3GPP Access session and the DSMIPv6 session in the PDN GW. This can be done based on CoA-HoA mapping communicated to the PCRF by the PDNGW (see Section 6.3.1, step 6a).

NOTE:
One possible trigger is the allocation of a Home Address by the PDN GW as described in step 6 of Section 6.3.1. In this case the PCRF may send a PCC Provision message only to the Trusted Non-3GPP Access in order to update the QoS Policy rules with the assigned Home Address (i.e. only steps 2a and 2b may be performed).




2a)
PCRF sends a Policy and Charging Rule Provision (PCC Rules, Event Triggers) message to the PDN GW. .  The PCC rules provide the PDN GW with information required to enforce the dedicated bearer policy.  The event triggers indicate to the PDN GW when to report an event back to the PCRF related to the dedicated bearer.

2b) The PDN GW sends an Ack(Result) message to the PCRF indicating whether the provisioned PCC Rules could be enforced.


3a)
 The PCRF sends a Gateway Control and QoS Policy Rules Provision (QoS Rules, Event Triggers) message to the Trusted Non-3GPP Access. The Trusted Non-3GPP IP Access performs access-specific actions on the basis of the QoS Rules – for example, it might allocate additional radio resources or adjust existing bearer bindings to associate additional service data flows with established radio resources.  The Event Triggers indicate under what conditions the Trusted Non-3GPP IP Access will report events to the PCRF.

3b) The Trusted Non-3GPP IP Access sends a Gateway Control and QoS Policy Rules Provision Ack (Result) in message 2b.  In this Ack, the Trusted Non-3GPP IP Access indicates whether successfully deployed the provisioned QoS Rules.
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