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1. Overall Description:
SA2 is working on a DSMIPv6 based mobility solution for I-WLAN architecture. During the I-WLAN mobility procedures IPSec SAs are established between the UE and the HA. Moreover the AAA Server, through the HA, and the UE shall be able to authenticate each other before the IPSec SA establishment. 
According to the MIPv6 revised IPSec architecture [RFC 4877] IKEv2 can be used to establish SAs between the mobile terminal and the MIP HA and IKEv2 is the working assumption when DSMIPv6 is used over S2c in EPS. In 3GPP I-WLAN specifications IKEv2 is used to establish IPSec SAs between the UE and the PDG [TS 33.234]. Therefore SA2 believes that the best way forward is to align the mechanisms in reusing IKEv2 for the establishment of IPSec SAs between the UE and the HA in I-WLAN mobility architecture.
The AAA server, through the HA, shall authenticate the UE and IKEv2 requires mutual authentication. The natural choice for authentication of the UE is to use SIM or USIM as they are already available in the UE, and the corresponding security parameters are already stored in the network. The use of SIM or USIM for authentication is possible through the use of EAP-SIM [RFC 4186] or EAP-AKA [RFC 4187] as allowed by the EAP-based IKEv2 initiator authentication specified in RFC 4306.

2. Actions:

SA2 kindly asks SA3 to provide feedback on the above conclusions of SA2.
3. Dates of Next SA2 Meetings:

SA2#63
18th February – 22nd February 2008
Athens, Greece

SA2#64
7th April – 11th April 2008


Jeju Island, South Korea

SA2#65
12th May – 16th May 2008 


Prague, Czech Republic

