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Abstract of the contribution: Companion paper S2-080496 describes updates to Architectural Alternative 1 in TR 23.826 for the re-direction of emergency calls established in the CS domain to IMS (and also domain transfers from PS to CS) without modifications to the GMLC and VMSC. Based upon this architecture, this contribution proposes call flows that describe the signalling procedures for the domain transfer of emergency calls from PS to CS access.
Discussion
This paper brings the current domain transfer flows in 23.826 (from IMS to CS) in-line with the CS origination flows in paper S2-080497. Additionally, it solves the following editors’ notes by explaining the mechanism that is used to ensure the continuity of location following domain transfer (as outlined in the architecture paper S2-080496):
Editor’s Note: The mechanism for continuity of location following domain transfer is FFS. For example, continuity of location could be provided passing an indicator to the LRF to update it with the positioning method and location server available for the current access network.
Editor’s Note: The procedure for obtaining the location reference for the UE is FFS.
Additionally, this paper consolidates the existing domain transfer flows from IMS to CS that show separate call flows when the PSAP is in the PSTN and when the PSAP in located in the IP-network.
Proposal

Agree on the following call flow for inclusion in TR 23.826. 

**** Begin Change ****
6.1.4.2
Domain Transfer from IMS to CS

Editor’s Note: It is FFS whether it is required to obtain and push the actual UE location all the way to an IP-capable PSAP during domain transfer, as part of the VCC for IMS Emergency solution.

The figure 6.1.4.2-1 provides an example flow for domain transfer of an emergency session from IMS towards the CS domain. 
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Figure 6.1.4.2-1: VCC UE performing domain transfer from IMS to CS domain 
1. The UE detects the necessary conditions and determines the need for domain transfer

2. The UE establishes the transfer leg of the emergency session towards the E-RUA by setting up a call in the CS domain towards the Session Transfer Number (STN) downloaded as part of the original PS emergency establishment or by using the PSI DN that was obtained on CS attach. 

3. The VMSC may initiate a procedure in the RAN to obtain an interim location estimate for the UE as defined and allowed in 3GPP TS 23.271.

4. 
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15. The serving network (i.e. VMSC) recognises the STN as a request to make a CS emergency call and carries out standard CS emergency procedures. This involves the VMSC sending a MAP  Subscriber Location Report (SLR) request to the GMLC allocated to the geographical region that the UE is roaming within. The MAP Subscriber Location Report carries the IMSI, MSIDN, IMEI, VMSC address and serving cell identity or SAI for the UE. It also includes any interim location estimate obtained in step 3.
16. Based on the received information, the GMLC creates a call context, allocates an ESRK/ESRD and returns the ESRK/ESRD to the VMSC.
NOTE X: The ESRK/ESRD is a 10-digit number used for the purpose of routing an E911 call to the appropriate Public Service Answering Point (PSAP) when that call is originating from circuit switched wireless equipment.  The ESRK/ESRD allows the GMLC to later refer to the call context it created when it stored the location when the PSAP requests location retrieval. The LRF will use the ESRK/ESRD as the location reference in later procedures to assist it in allocating the correct PSAP address.

17. When the VMSC receives the ESRK/ESRD, it is still running the call context for the CS Emergency call. As the call was initially set up using the PSI DN, the VMSC sets the PSI DN to the Called-Party-DN in the ISUP Initial Address Message (IAM) (as it would normally do) and passes the request to Translations to select a route out to an MGCF rather than a PSAP. As part of the CS Emergency call procedures, the ESRK/ESRD is also included in the IAM message in the Generic-Digits parameter (GDP).
18. The MGCF initiates an INVITE towards an I-CSCF in the visited network by inter-working the PSI DN to a PSI Tel-URI and setting it as the Request-URI. The INVITE contains the identity of the UE (e.g. MSISDN Tel-URI as P-Asserted-Identity). The MGCF also inter-works the ESRK/ESRD from the Generic Digits parameter in the IAM into the INVITE.

NOTE X: Interworking of the GDP is currently not specified in 29.163 and will need to be standardised in Release 8 to allow the ESRK/ESRD to be transported into IMS.

19. The I-CSCF may contact the HSS (not shown) to retrieve the E-RUA address associated with the PSI Tel-URI. Once the I-CSCF has obtained the address, it sends the INVITE to the E-RUA/DTF.

20. The DTF identifies the anchored call/session from the user identity and then completes the establishment of the Access Leg via the CS domain. Note that a new emergency session request received at the E-RUA/DTF while there’s already an active emergency session is considered a Domain Transfer request as there can only be one emergency session for a user at any given time.
21. The E-RUA/DTF then performs the domain transfer by updating the remote leg with the connection information (SDP) of the newly established Access Leg by sending a Re-INVITE to the E-CSCF with the updated location reference. The location reference is populated in the PIDF-LO (with a reference to the PIDF-LO contained in the geolocation header) or the geolocation header may contain the location reference.
22. The E-CSCF sends a Location Update request to the LRF that is associated with the geographical region to update the LRF with the new location reference for the UE due to the domain transfer. This request minimally includes the UE identification (contents of the P-Asserted-Identity), the location-reference (e.g. contents of PIDF-LO) and the P-Access-Network-Info, etc.
23. The LRF finds the emergency call instance using the information supplied in the Re-INVITE and updates the location reference (ESRK/ESRD) stored against the emergency call instance.
24. Optionally, the LRF may query the location server (GMLC) using the location-reference (ESRK/ESRD) to obtain up-to-date location information for the user which could be delivered to the PSAP (i.e. if IP-capable).
NOTE X: It is a recognized limitation in some emergency specifications where updated location cannot be sent to the PSAP, for example during standard CS-CS radio handovers
25. The LRF sends an acknowledgment back to the E-CSCF to allow the E-CSCF to forward the Re-INVITE to the currently allocated PSAP.
26. The E-CSCF forwards the Re-INVITE to the MGCF associated with the PSAP (if the PSAP is located in the PSTN) or the Re-INVITE is sent directly to an IP-capable PSAP (i.e. the u-plane path between the UE and the PSAP is switched end-to-end)
27. When session modification procedures complete, the source access leg (i.e. the access leg previously established over IMS) is released.

NOTE X: Releasing the source access leg does not result in releasing the resources (e.g. ESQK) allocated to the emergency call.









**** End Change ****
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