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Abstract of the contribution:

This contribution describes routing of Attach and TAU Request in the eNodeB based on RRC information provided by the UE to avoid eNodeB access to NAS content.

Introduction

TS 23.401 allows the eNodeB to route a Service Request message to the right MME based on S-TMSI information available at RRC layer: the S-TMSI provides the MME code and the eNodeB uses the MME code to route the NAS message to the right MME if it is available or to decide to select a new MME via load sharing mechanism if the UE has moved out of previous MME coverage.

It is still open how routing of Attach Request and TAU Request message should be done. 

The current document argues in favour of a solution for Attach Request and TAU Request routing that would avoid the eNodeB to look into NAS message.

Discussion

When sending the Service Request, the UE provides the S-TMSI (containing MME code + MTMSI). 
MME code is used by the eNodeB to determine the appropriate MME: 
The MME code is sufficient to select the appropriate MME for a Service Request procedure as the UE is in the same Pool as before moving to Idle mode (else a TAU would have been done). It is expected that for the majority of PLMNs the 8bit MME Code should allow for a unique MME code for all MMEs of the PLMN.
This may be different for an Attach or a TAU procedure in certain situations. More than the S-TMSI information may be needed to allow the eNB to identify that the MME code does not belong to one of its connected MMEs and to perform an MME selection to route an Attach Request message or a TAU Request message to an appropriate MME following load balancing criteria. The specific situations are:
· the UE may have moved out of the old MME’s pool: the MME Group id is different but MME Code is identical; 
· the UE may have moved out of the old MME’s PLMN: MCC and MNC are different but MME Code is identical
Is there a strong risk that eNodeB could not detect that new MME selection is needed?

The two above cases can be avoided with appropriate configuration of MME codes:

· Collision between MME groups is unlikely for networks with less than 256 MMEs and can be avoided by appropriate Network configuration if the PLMN has more than 256 MMEs to ensure that MMEs of two adjacent pools of the same PLMN do not have the same MME code. This looks reasonable inside a PLMN.
· Collision of MME code between different PLMNs can be avoided by appropriate Network configuration to ensure that adjacent MMEs of two different PLMNs do not have the same MME code. This requires some coordination between the PLMN Operators but looks reasonable.
· In airport areas it seems not possible to coordinate MME codes of UEs for landing passengers from other PLMNs. All users arriving and having an MME code that is configured in the airport eNodeBs will be routed to that MME without an MME selection. This may unbalance the load of the airport MMEs. Nevertheless, this risk depends on the statistics of the MME code used by other PLMN’s airport MMEs. Furthermore, a eNodeB can allocate other UEs (arriving by other means than fying to the airport area) to the less loaded MME(s) to balance the load between MMEs.
From the above, it can be considered that risk of unbalanced MME load can be avoided inside a PLMN with appropriate MME Code configuration of adjacent Pools and collision risk between PLMNs should not bring a real problem. 

As a conclusion, we suggest that eNodeB routing based on MME code for any NAS message can be sufficient, as for the Service Request message.

This offers the advantage that the RRC message already specified to carry the S-TMSI to handle routing of the Service Request procedure can be re-used for the Attach and TAU procedure, so that the same eNodeB routing mechanism based on use of MME code received from the S-TMSI can be used in the eNodeB for any NAS message type.

If the risk of unbalanced MME load is judged to be avoided by another solution
If the SA2 group identifies a strong need that inter-PLMN collision risk has to be avoided, the two following solutions are possible:

1) the  eNB looks into the NAS message Attach/TAU Request to retrieve more detailed MME routing information 
2) the UE provides more detailed MME routing information at RRC layer to the eNodeB
The first approach is in contradiction with the principle of the layer separation. 
The second approach is more interesting for the following reasons:

· The needed information is provided at RRC layer, so it avoids that the eNodeB looks into NAS message
· Extra information to determine whether the received MME code is from the current PLMN or from another one is needed:
· either UE sends the old MME’s MCC/MNC at RRC layer
· or UE sends an indication at RRC layer whether the STMSI (including MME Code) provided is from the current PLMN or not (the UE should be able to check whether the MCC/MNC of the old MME is the same as the local eNodeB one)
Both solutions are possible but may have different impact on RRC message length. 

Conclusion

It is proposed to adopt the following conclusions:

· The eNodeB routing of Attach Request and TAU Request messages is done by use of the S-TMSI information available at RRC layer and providing the MME code. 
· Appropriate PLMN internal Network Configuration is done to avoid collision risk of MME code between adjacent pools. It might be done also between adjacent PLMNs.

If the SA2 group identifies a strong need to solve the airport case in a different way, it is proposed to agree on:

· The eNodeB routing of Attach Request and TAU Request messages is done by use of the S-TMSI information and an indication whether the STMSI has been allocated in the current PLMN at RRC layer. Appropriate Network Configuration is done to avoid collision risk of MME code between adjacent pools.

Two CRs are provided in separate contributions for TS 23.401, depending on SA2 decision between the two above conclusions.
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