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Discussion

The differences in messages on the S5/S8 interface due to the two different protocols on the S5/S8 interface has been well documented in TS 23.401 and TS 23.402, i.e by the use of “shaded boxes” in TS 23.401 and corresponding message flows in TS 23.402.

Another impact of the different protocols on the S5/S8 interface are the parameters related to the S5/S8 bearers (GTP) or S5/S8 IP-Connectivity (PMIP), that are exchanged on the S10 and S11 interface during relocation of MME and/or S-GW. Every message on the S10/S11 interface in which bearer/IP-Connectivity context information about S5/S8 information is exchanged is impacted. 
There are two options on the documentation aspects of capturing the different parameters exchanged in messages on the S10/S11 interface:

1. In TS 23.401, use shaded boxes around each message that has different parameters based on GTP/PMIP S5/S8: In some cases this may result in extending the already existing “shaded boxes” to cover additional messages, eg. “create bearer req” and “create bearer response” (mme<->s-gw)  at the edges of the shaded boxes. However, several new shaded boxes will end up being created, since there are several messages on the S10 interface eg context request/response/ack, forward relocation request/response, etc. 

2. In TS 23.401, also capture the PMIP-based context parameters: In all the appropriate messages, capture both the GTP S5/S8 related parameters and the PMIP S5/S8 related parameters. Have a generic message description portion which is the same for PMIP-based and GTP-based S5/S8. If needed, have two separate notes, one for GTP-based S5/S8 and another for PMIP-based S5/S8, or parameters tagged for GTP or PMIP based S5/S8 included in the description 
3. In TS 23.401, keep the description of parameters related to S5/S8 “generic”: In this case only state in message, eg “PDN-GW tunnel identifiers” is forwarded and not protocol specific details such as TEID or GRE keys. The details of what the context entails are documented in Stage-3 documents. While this approach may work where a generic parameter can describe GTP and PMIP-variants, there will be messages which may require additional parameters for one variant and not another. For example, for PMIP-based S5/S8, DL-TFTs for bearers may be needed to be stored in MME as part of bearer context and forwarded since bearer-binding occurs in the S-GW. Equivalent GTP parameter is not needed in this case. Hence, there will be cases which would require protocol specific parameters to be stated in Stage-2 text. 
Proposal
Use option-2 to capture the difference in parameters send on messages on S10/S11. This will limit the amount of “shaded boxes” in 23.401 and increase the readability of both TS 23.401 and TS 23.402. A formal CR to incorporate these changes is enclosed in S2-08xxxx.
*******  Example Proposed Change **********************************
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Figure 5.5.1.2-1: Inter-eNodeB Handover with CN Node re-location
NOTE:
For a PMIP-based S5/S8, procedure steps (A) and (B) are defined in 3GPP TS 23.402 [2]. Steps 16 and 16a concern GTP based S5/S8. 
NOTE:
If the Serving GW is not relocated, the box "Source Serving GW" in figure 5.5.1.2-1 is acting as the target Serving GW.

1.
The source eNodeB decides to initiate an inter-eNodeB handover with CN node relocation to the target eNodeB. This can be triggered e.g. by no X2 connectivity to the target eNodeB, or by an error indication from the target eNodeB after an unsuccessful X2-based handover, or by dynamic information learnt by the source eNodeB. 

2.
The source eNodeB sends Handover Required to the source MME. The source eNodeB indicates which bearers are subject to data forwarding. This message contains an indication whether direct forwarding is available from the source eNodeB to the target eNodeB. This indication from source eNodeB can be based on e.g. the presence of X2.

3.
The source MME selects the target MME as described in clause 4.3.8.3 on "MME Selection Function" and sends a Forward Relocation Request (MME UE context that includes the PDN GW addresses in addition to TEIDs (GTP-S5/S8) or GRE keys (PMIP-S5/S8) at the PDN GW(s) for uplink traffic and Serving GW addresses and TEIDs for uplink traffic) message to the target MME. This message also includes an indication if direct forwarding is applied, or if indirect forwarding is going to be set up by the source side.
4.
The target MME verifies whether the source Serving GW can continue to serve the UE. If not, it selects a new Serving GW as described in clause 4.3.8.2 on "Serving GW Selection Function".  

If the source Serving GW continues to serve the UE, no message is sent in this step. In this case, the target Serving GW is identical to the source Serving GW.

If a new Serving GW is selected, the target MME sends a Create Bearer Request (bearer context(s) with PDN GW addresses and TEIDs (GTP-S5/S8) or GRE key (PMIP-S5/S8) at the PDN GW(s) for uplink traffic) message to the target Serving GW. The target Serving GW allocates the S-GW addresses and TEIDs for the uplink traffic on S1_U reference point (one TEID per bearer). The target Serving GW sends a Create Bearer Response (Serving GW addresses and uplink TEID(s) for user plane) message back to the target MME. 
5.
The Target MME sends Handover Request (Serving GW addresses and uplink TEID(s) for user plane) message to the target eNodeB. This message creates the UE context in the target eNodeB, including information about the bearers, and the security context. The target eNodeB sends a Handover Request Acknowledge message to the target MME. This includes the addresses and TEIDs allocated at the target eNodeB for downlink traffic on S1_U reference point (one TEID per bearer). It is FFS if the TEIDs used for forwarding are different from the TEIDs used for downlink packets.
Editor's note: TEID used for forwarding and TEID used for downlink packets is FFS in RAN

6.
If indirect forwarding is used, the target MME sets up forwarding parameters in the target Serving GW. 

7.
The target MME sends a Forward Relocation Response message to the source MME. In case of indirect forwarding is used this message includes Serving GW Address and TEIDs for indirect forwarding (source or target).

8.
If indirect forwarding is used, the source MME updates the source Serving GW about the tunnels used for indirect forwarding. In case the Serving GW is relocated it includes the tunnel identifier to the target serving GW. 

9.
The source MME sends a Handover Command (target addresses and TEID(s) for data forwarding) message to the source eNodeB. 

10.
The Handover Command is sent to the UE. 

11.
The source eNodeB should start forwarding of downlink data from the source eNodeB towards the target eNodeB for bearers subject to data forwarding. This may be either direct (step 11a) or indirect forwarding (step 11b). 

12.
After the UE has successfully synchronized to the target cell, it sends a Handover Confirm message to the target eNodeB. Downlink packets forwarded from the source eNodeB can be sent to the UE. Also, uplink packets can be sent from the UE, which are forwarded to the target Serving GW and on to the PDN GW. 

13.
The target eNodeB sends a Handover Notify message to the target MME. 

14.
The target MME sends a Forward Relocation Complete to the source MME. The source MME in response sends a Forward Relocation Complete Acknowledge to the target MME. A timer in source MME is started to supervise when resources in Source eNodeB and Source Serving GW shall be released.
15.
The target MME sends an Update Bearer Request (eNodeB addresses and TEIDs allocated at the target eNodeB for downlink traffic on S1_U) message to the target Serving GW. 

16.
If the Serving GW is relocated, the target Serving GW assigns addresses and TEIDs (one per bearer) for downlink traffic from the PDN GW. It sends an Update Bearer Request (Serving GW addresses for user plane and TEID(s)) message to the PDN GW(s). The PDN GW starts sending downlink packets to the target GW using the newly received address and TEIDs. These downlink packets will use the new downlink path via the target Serving GW to the target eNodeB. An Update Bearer Response message is sent back to the target serving GW. 

If the Serving GW is not relocated, no message is sent in this step and downlink packets from the Serving-GW are immediately sent on to the target eNodeB.

It is FFS if the target eNodeB needs to take any action to avoid sending DL PDUs received from the Serving-GW to the UE before data received from the old eNodeB have been sent to the UE.
17.
The target Serving GW sends an Update Bearer Response message to the target MME. 

18.
The UE sends a Tracking Area Update Request message to the target MME informing it that the UE is located in a new tracking area.


The target MME knows that it is a Handover procedure that has been performed for this UE and can therefore exclude the context procedures between source MME and target MME which normally are used within the TA Update procedure.

19.
At this point the target MME may optionally invoke security function. The security function can be deferred and performed at any later time as well. Procedures are defined in the clause "Security Function".
20.The target MME informs the HSS of the change of CN node by sending Update Location (MME Address, IMSI) message to the HSS.

21.
The HSS sends a Cancel Location (IMSI, Cancellation Type) message to the source MME with Cancellation Type set to Update Procedure. The source MME acknowledges with a Cancel Location Acknowledge (IMSI) message. This message allows the source MME to release the bearer(s) in the source eNodeB (step 22) and the Serving GW (step 23).

22.
After the timer started at step 14 expires the source MME sends a Release Resources message to the source eNodeB. The source eNodeB releases its resources related to the UE.

23.
The source MME removes the MM context and it deletes the EPS bearer resources by sending Delete Bearer Request (Cause, TEID) messages to the Source Serving GW. If the Serving GW is not relocated, only the signalling relationship is released between the Serving GW and the source MME, but the UE context continues to exist in the Serving GW. The Source Serving GW acknowledges with Delete Bearer Response (TEID) messages. If resources for indirect forwarding have been allocated then they are released.

24.
The HSS sends Insert Subscriber Data (IMSI, Subscription data) message to the target MME. The target MME validates the UE presence in the new TA. If all checks are successful for the UE the target MME returns an Insert Subscriber Data Acknowledge (IMSI) message to the HSS.

25.
The HSS acknowledges the Update Location by returning an Update Location Ack (IMSI) message to the target MME.

26.
The target MME validates the UE presence in the new TA. If the UE is allowed to be attached in this TA, the target MME updates the MM context and sends a Tracking Area Update Accept (GUTI, TAI-List) message to the UE. The GUTI and TAI-list are allocated by the target MME.

27.
The UE confirms the re-allocation of the new GUTI by responding to the target MME with a Tracking Area Update Complete message.
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