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Foreword

This Technical Specification (TS) has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

This document presents the possible architectures of the Universal Mobile Telecommunication System (UMTS).

covering both UTRAN and GERAN radio access technologies.

Clause 3 of the document contains the definition of the IMS entities.

Clause 4 of the document contains the description of the basic entities of the IMS, and clause 4a contains the description of the specific entities of the PLMN.

Clause 5 of the document contains the configuration of the IMS.

Clauses 6, 6a and 7 of the document contain the IMS’ basic and specific interfaces and reference points and the IMS’ interfaces towards other networks.

1
Scope

This document offers an overview of the IP Multimedia Subsystem (IMS) subsystem and its architecture and configuration. The configuration and the functional entities of the IMS and the interfaces between them are described on a general level in order to cope with possible implementations. These descriptions include interfaces between and within the IMS core network, the access networks, the user equipment, different service platforms, different domains and subsystems, and functional entities within domains and subsystems.

This document covers different architectural aspects with varying level of detail. In general, other specifications shall be referred to for further details; these specifications enable the reader to acquire the full understanding of a system or service feature.

Note that this document does not cover, or even list, all features of IMS.

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]
3GPP TS 22.127: "Open Service Access (OSA)".

[2]
3GPP TS 23.002: "PLMN Architecture". 

[3]
3GPP TS 22.228: "Service requirements for the IP Multimedia Core Network Subsystem".

[4]
3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".

[5]
3GPP TS 23.226: "Global Text Telephony (GTT); Stage 2".

[6]
3GPP TS 26.226: "Cellular Text Telephone Modem; General Description".

[7]
ITU‑T Recommendation H.248: "Gateway Control Protocol".
[8]
ITU‑T Recommendation H.323: "Packet-based multimedia communications systems".

[9]
IETF RFC 3261: "SIP: Session Initiation Protocol".

[10]
3GPP TS 33.210: "3G Security; Network Domain Security; IP network layer security".

[11]
3GPP TS 33.222: "Generic Authentication Architecture (GAA); Access to network application functions using Hypertext Transfer Protocol over Transport Layer Security (HTTPS)".
[12]
3GPP TS 23.203: "Policy Control and Charging Architecture (Stage 2)".

[13]
3GPP TS 23.167: "IP Multimedia Subsystem (IMS) emergency sessions"
[14]
3GPP TS 21.905: "Vocabulary for 3GPP Specifications "

[A1]
TBD
3
Definitions and abbreviations

In addition to the abbreviations given in the remainder of this clause others are listed in TR 21.905 [14].

The definitions of the entities of the mobile system are given in the next subclause.

4
IP Multimedia subsystem (IMS)

The IM subsystem comprises all CN elements for provision of IP multimedia services comprising audio, video, text, chat, etc. and a combination of them delivered over the PS domain. The entities related to IMS are CSCF, MGCF, MRF, etc. as defined in the stage 2 of the IM subsystem TS 23.228 [4]. See TS 22.228 [3] for some service examples of IMS. Non-IMS architecture and associated entities are described in the PLMN Architecture document TS 23.002 [2].
4.1
The specific entities of the IP Multimedia (IM) Core Network (CN) Subsystem entities
4.1.1
Call Session Control Function (CSCF)

The CSCF can act as Proxy CSCF (P-CSCF), Serving CSCF (S-CSCF), Emergency CSCF (E-CSCF), or Interrogating CSCF (I-CSCF). The P-CSCF is the first contact point for the UE within the IM subsystem (IMS); the S-CSCF actually handles the session states in the network; the E-CSCF handles certain aspects of emergency sessions such as routing an emergency request to the correct emergency centre or PSAP; the I-CSCF is mainly the contact point within an operator's network for all IMS connections destined to a subscriber of that network operator, or a roaming subscriber currently located within that network operator's service area. Further definitions of the P-, S- and I-CSCF are provided in TS 23.228 [4]. Further definitions of the E-CSCF are provided in TS 23.167 [13].
4.1.2
Media Gateway Control Function (MGCF)

The MGCF:

-
Controls the parts of the call state that pertain to connection control for media channels in an IMS-MGW.

-
Communicates with CSCF, BGCF, and circuit switched network entities.

-
Determines the next hop depending on the routing number for incoming calls from legacy networks.

-
Performs protocol conversion between ISUP/TCAP and the IM subsystem call control protocols.

-
Out of band information received in MGCF may be forwarded to CSCF/IMS-MGW.

4.1.3
IP Multimedia Subsystem - Media Gateway Function (IMS-MGW)

Note: In this document the term Media Gateway Function (MGW) is used when there is no need to differentiate between the CS domain entity and the IP Multimedia CN Subsystem entity. When referring specifically to the CS domain entity, the term CS-MGW is used. When referring specifically to the IP Multimedia CN Subsystem entity, the term IMS-MGW is used.
An IMS-MGW may terminate bearer channels from a switched circuit network and media streams from a packet network (e.g., RTP streams in an IP network). The IMS-MGW may support media conversion, bearer control and payload processing (e.g. codec, echo canceller, conference bridge), it:

-
Interacts with the MGCF for resource control.

-
Owns and handles resources such as echo cancellers etc.

-
May need to have codecs.

The IMS-MGW will be provisioned with the necessary resources for supporting UMTS/GSM transport media. Further tailoring (i.e. packages) of the H.248 [7] may be required to support additional codecs and framing protocols, etc.

4.1.4
Multimedia Resource Function Controller (MRFC)

The MRFC:

-
Controls the media stream resources in the MRFP.

-
Interprets information coming from an AS and S-CSCF (e.g. session identifier) and control MRFP accordingly.

-
Generates CDRs .

4.1.5
Multimedia Resource Function Processor (MRFP)

The MRFP:

-
Controls bearers on the Mb reference point.

-
Provides resources to be controlled by the MRFC.

-
Mixes incoming media streams (e.g. for multiple parties).

-
Sources media streams (for multimedia announcements).

-
Processes media streams (e.g. audio transcoding, media analysis).

-
Floor Control (i.e. manage access rights to shared resources in a conferencing environment).
4.1.6
Breakout Gateway Control Function (BGCF)

The Breakout Gateway control function (BGCF) determines the next hop for routing the SIP message. This determination may be based on information received in the signalling protocol, administrative information, and/or database access. For PSTN /CS Domain terminations, the BGCF determines the network in which PSTN/CS Domain breakout is to occur and - within the network where the breakout is to occur - selects the MGCF.

Details are described in TS 23.228 [4].

4.1.7
Application Server (AS)

An Application Server (AS) i.e., SIP Application Server, OSA Application Server, or CAMEL IM-SSF, offers value added IM services and resides either in the user's home network or in a third party location. The third party could be a network or simply a stand-alone AS.

NOTE:
The OSA Application Server does not directly interact with the IMS network entities but through the OSA Service Capability Servers (OSA SCS-s). Further information on OSA is provided in TS 22.127 [1].

The AS (SIP Application Server and/or the OSA Service Capability Server and/or IM-SSF), can communicate with the HSS. The Sh and Si interfaces are used for this purpose.

The Serving-CSCF to AS interface is used to provide services residing in an AS. Two cases were identified:

-
Serving-CSCF to an AS in Home Network.

-
Serving-CSCF to an AS in a trusted External Network (e.g., Third Party or Visited). The S-CSCF does not provide authentication and security functionality for secure direct third party access to the IM Subsystem. The OSA framework provides a standardized way for third party access to the IM Subsystem.

The Interrogating-CSCF to AS interface is used to forward SIP requests destined to a Public Service Identity hosted by the AS directly to that AS.

An Application Server may influence and impact the SIP session on behalf of the services supported by the operator's network. An AS may host and execute services.
4.1.8
Interconnection Border Control Function (IBCF)

An IBCF provides application specific functions at the SIP/SDP protocol layer in order to perform interconnection between two operator domains. It enables communication between IPv6 and IPv4 SIP applications. network topology hiding, controlling transport plane functions, screening of SIP signalling information, selecting the appropriate signalling interconnect and generation of charging data records. Details are described in TS 23.228 [4].

4.1.9
Transition Gateway (TrGW)

A TrGW is located within the media path and controlled by an IBCF. It provides functions like network address/port translation and IPv4/IPv6 protocol translation. Details are described in TS 23.228 [4].

4.1.10
Location Retrieval Function (LRF)

The LRF retrieves location information for the UE including, where required, interim location information, initial location and updated location information. The LRF may interact with a Routing Determination Function (RDF) in order to obtain routing information. The LRF may interact with a GMLC or other types of location server functions in order to obtain location information. Further definitions of the LRF are provided in TS 23.167 [13].

4.1.11
Signalling Gateway Function (SGW)

The SGW performs the signalling conversion (both ways) at transport level between the SS7 based transport of signalling used in pre-Rel 4 networks, and the IP based transport of signalling possibly used in post-R99 networks (i.e. between Sigtran SCTP/IP and SS7 MTP). The SGW does not interpret the application layer (e.g. MAP, CAP, BICC, ISUP) messages but may have to interpret the underlying SCCP or SCTP layer to ensure proper routing of the signalling.

4.1.12
Global Text Telephony Specific entities

Interworking between cellular text modem (CTM) and text telephony standards (e.g. V.18) used in external networks can be supported by three methods:

-
Routing calls through a CTM Special resource function (CTM-SRF) in the core network. The CTM-SRF is linked in to the call path via CAMEL procedures. Depending on operator configuration the CTM-SRF may also be linked in to the call path for Emergency calls.

-
A CTM / Text telephone converting function included along the speech call path selected by the network after an indication from the terminal that CTM is required.

-
A CTM / Text telephone converting function included in all speech call paths.

Further information of the support for text telephony is found in TS 23.226 [5].

For further details of CTM, see TS 26.226 [6].

4.1.13
Security Gateway (SEG)

The UMTS network domain shall be logically and physically divided into security domains in order to protect IP based control plane signalling. These security domains typically coincide with operator borders.

The interface between different security domains is protected by Security Gateways (SEGs). The SEGs are responsible for enforcing the security policy of a IP security domain towards other SEGs in the destination IP security domain. All NDS/IP traffic shall pass through a SEG before entering or leaving a security domain. For further details of SEG, see TS 33.210 [10].
4.1.14
Application Function (AF)

The Application Function (AF) is an element offering applications that require the control of IP bearer resources or the control of flow based bearer charging. The AF is capable of communicating with the PCRF to transfer dynamic QoS-related service information and/or dynamic charging-related service information.

One example of an AF is the P-CSCF of the IM CN subsystem.
4.1.18
Policy and Charging Rules Function (PCRF)

The Policy and Charging Rules Function (PCRF) acts as a policy decision point for policy and charging control of service data flows and IP bearer resources. The PCRF selects and provides the applicable policy and charging control decision to the PCEF.

4.1.19
Policy and Charging Enforcement Function (PCEF)

The Policy and Charging Enforcement Function (PCEF) acts as a policy enforcement point for policy and charging control of IP bearer resources.

This functional entity is located at the Gateway (e.g. GGSN in the GPRS case).

5
Configuration of IM CN Subsystem entities

5.1
IM CN Subsystem functional entities

The configuration of IM CN Subsystem entities is presented in figure 6. In the figure, all the functions are considered implemented in different logical nodes. If two logical nodes are implemented in the same physical equipment, the relevant interfaces may become internal to that equipment.

Only the interfaces specifically linked to the IM subsystem are shown, i.e. all the SGSN, GGSN and HSS interfaces depicted in figure 1 are still supported by these entities even if not shown.


[image: image3.emf] 

E - CSCF  

P - CSCF  

S - CSCF  

MGCF  

HSS  

Cx  

IP Multimedia Networks  

IMS - MGW  

CS Network  

Mn  

Mb  

Mg  

Mm      

MRFP  

Mb    

Mr      

Mb  

Legacy mobile  signalling Networks  

I - CSCF  

Mw  

Mw  

Gm  

BGCF  

Mj  

Mi  

BGCF  

Mk  

Mk  

C, D,  Gc, Gr  

UE  

Mb  

Mb  

Mb  

MRFC  

SLF  

Dx  

M p  

CS  

CS  

Rx  

Mm      

LRF  

Ml      

Le      

BGCF  

Mi  

LCS   Client  

Cx  

Dx  

AS  

Sh      

Ut  

Mw  

ISC      

IBCF  

Mx  

Mx  

Mx  

Ma  

Dh  

TrGW  

Izi  

Ici  

Ix  

Mg  


Legend:

Bold lines:
interfaces supporting user traffic;
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NOTE:
The reference point CS (Circuit Switched) is not specified in this specification.

Figure 1: Configuration of IM Subsystem entities

5.1.1
IM CN Subsystem Service layer

The figure below depicts an overall view of the functional architecture for services.
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Figure 2: Functional architecture for the provision of service in the IMS

The purpose of the IM SSF is to host the CAMEL network features (i.e. trigger detection points, CAMEL Service Switching Finite State Machine, etc) and to interwork with CAP.

The IM SSF and the CAP interface support legacy services only.

The application server may contain "service capability interaction manager" (SCIM) functionality and other application servers. The SCIM functionality is an application which performs the role of interaction management. The internal components are represented by the "dotted boxes" inside the SIP application server. The internal structure of the application server is outside the standards. The Sh interface shall have sufficient functionality to enable this scenario.

The figure below depicts an overall view of the functional architecture for enabling the management of the user's service related information via the Ut interface.
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Figure 3: Functional architecture for the management of the user's service related information

The figure below depicts an overall view of the functional architecture for routing SIP requests between I-CSCF and Application Server.


[image: image6.wmf] 

I

-

CSCF

 

 

Application

 

Server

 

Ma

 


Figure 4: Functional architecture for the routing of SIP requests between I-CSCF and AS

5.1.2
Configuration of Signalling Gateway Function

The Signalling gateway function is used to interconnect different signalling networks i.e. SCTP/IP based signalling networks and SS7 signalling networks. The application layer (e.g. ISUP, BICC, MAP or CAP) is not affected. The signalling gateway function may be implemented as a stand alone entity or inside another entity.
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Figure 5: Configuration of a signaling gateway function

NOTE:
SS7 application transport and SCTP/IP adaption protocols are not shown.
6
IM Subsystem Reference Points

6.1
Reference Point HSS – CSCF (Cx Reference Point)

The Cx reference point supports information transfer between CSCF and HSS.

The main procedures that require information transfer between CSCF and HSS are

1)
Procedures related to Serving CSCF assignment

2)
Procedures related to routing information retrieval from HSS to CSCF

3)
Procedures related to authorisation (e.g., checking of roaming agreement)

4)
Procedures related to authentication: transfer of security parameters of the subscriber between HSS and CSCF

5)
Procedures related to filter control: transfer of filter parameters of the subscriber from HSS to CSCF

Further information on the Cx reference point is provided in TS 23.228 [4].

6.2
Reference Point CSCF – UE (Gm Reference Point)

The Gm reference point supports the communication between UE and IM CN subsystem, e.g. related to registration and session control.

The protocol used for the Gm reference point is SIP (as defined by RFC 3261 [9], other relevant RFC's, and additional enhancements introduced to support 3GPP´s needs).

6.3
Reference Point MGCF – IMS-MGW (Mn Reference Point)

The Mn reference point describes the interfaces between the MGCF and IMS-MGW in the IMS. It has the following properties:

-
full compliance with the H.248 standard functions for IMS – PSTN/PLMN interworking.-
flexible connection handling which allows support of different call models and different media processing purposes not restricted to H.323 [8] usage.

-
open architecture where extensions/Packages definition work on the interface may be carried out.

-
dynamic sharing of IMS-MGW physical node resources. A physical IMS-MGW can be partitioned into logically separate virtual MGWs/domains consisting of a set of statically allocated Terminations.

-
dynamic sharing of transmission resources between the domains as the IMS- MGW controls bearers and manage resources according to the H.248 [7] protocols and functions for IMS.

6.4
Reference Point MGCF – CSCF (Mg Reference Point)

The Mg reference point allows the MGCF to forward incoming session signalling (from the circuit switched network) to the CSCF for the purpose of interworking with circuit switched networks.

The protocol used for the Mg reference point is SIP (as defined by RFC 3261 [9], other relevant RFC's, and additional enhancements introduced to support 3GPP´s needs).

6.5
Reference Point CSCF - MRFC (Mr Reference Point)

The Mr reference point allows interaction between an S-CSCF and an MRFC.

The protocol used for the Mr reference point is SIP (as defined by RFC 3261 [9], other relevant RFC's, and additional enhancements introduced to support 3GPP´s needs).

6.6
Reference Point MRFC – MRFP (Mp Reference Point)

The Mp reference point allows an MRFC to control media stream resources provided by an MRF.

The Mp reference point has the following properties:

-
Full compliance with the H.248 [7] standard.

-
Open architecture where extensions (packages) definition work on the interface may be carried out.

6.7
Reference Point CSCF – CSCF (Mw Reference Point)

The Mw reference point allows the communication and forwarding of signalling messaging between CSCFs, e.g. during registration and session control.

6.8
Reference Point CSCF – BGCF (Mi reference point)

This reference point allows the Serving CSCF to forward the session signalling to the Breakout Gateway Control Function for the purpose of interworking to the circuit switched networks.

The Mi reference point is based on external specifications i.e. SIP [9].

6.9
Reference Point BGCF – MGCF (Mj reference point)

This reference point allows the Breakout Gateway Control Function to exchange session signalling message with the Media Gateway Control Function for the purpose of interworking to the circuit switched networks, or for transit scenarios.

The Mj reference point is based on external specifications i.e. SIP [9].

6.10
Reference Point BGCF/IBCF – BGCF (Mk reference point)

This reference point allows the Breakout Gateway Control Function/IBCF to forward the session signalling to another Breakout Gateway Control Function.

The Mk reference point is based on external specifications i.e. SIP [9].

6.11
Reference Point CSCF- SLF (Dx Reference Point)

This interface between CSCF and SLF is used to retrieve the address of the HSS which holds the subscription for a given user or information related to a service.

This interface is not required in a single HSS environment. An example for a single HSS environment is a server farm architecture.

Details are described in TS 23.228 [4], subclause 5.8.1.

6.12
Reference Point to IPv6 network services (Mb reference point)

Via the Mb reference point IPv6 network services are accessed. These IPv6 network services are used for user data transport. Note, that GPRS provides IPv6 network services to the UE, i.e. the GPRS Gi reference point and the IMS Mb reference point may be the same.

6.13
Reference Point S-CSCF – AS (ISC Reference Point)

This interface between Serving CSCF and the Application Servers (i.e., SIP Application Server, OSA Service Capability Server, or CAMEL IM-SSF) is used to provide services for the IMS.

Details are described in TS 23.228 [4], subclause 4.1.4.

6.14
Reference Point HSS – SIP AS or OSA SCS (Sh Reference Point)

The Application Server (SIP Application Server and/or the OSA Service Capability Server) may communicate to the HSS. The Sh interface is used for this purpose. Details are described in TS 23.228 [4], subclause 4.1.4.

6.15
Reference Point HSS – CAMEL IM-SSF (Si Reference Point)

The CAMEL Application Server (IM-SSF) may communicate to the HSS. The Si interface is used for this purpose. Details are described in TS 23.228 [4], subclause 4.1.4.
6.16
Reference Point UE – AS (Ut Reference Point)

The Ut interface resides between the UE and the SIP Application Server.
The Ut interface enables the user to manage information related to his services. Such as creation and assignment of Public Service Identities, management of authorization policies that are used e.g. by Presence service, conference policy management, etc.

The AS may need to exhibit security related functions for the Ut interface, the details of these security functions are described in TS 33.222 [11].

For the protocol at the Ut reference point HTTP shall be supported.

6.17
Reference Point AS- SLF (Dh Reference Point)

This interface between AS and SLF is used to retrieve the address of the HSS which holds the subscription for a given user.

This interface is not required in a single HSS environment. An example for a single HSS environment is a server farm architecture.

Details are described in TS 23.228 [4], subclause 5.8.1.
6.18
Reference Point CSCF/BGCF - IBCF (Mx Reference Point)

The Mx reference point allows the communication and forwarding of signalling messages between a CSCF/BGCF and an IBCF, e.g. during session establishment.

6.19
Reference Point IBCF - TrGW (Ix Reference Point)

This interface is used by the IBCF to control the TrGW, e.g. to request network address translation binding.

6.20
Reference Point I-CSCF – AS (Ma Reference Point)

This interface between Interrogating-CSCF and the Application Servers (i.e. SIP Application Server, OSA Service Capability Server, or CAMEL IM-SSF) is used to forward SIP requests destined to a Public Service Identity hosted by an Application Server directly to the Application Server.

Details are described in TS 23.228 [4], subclause 5.4.12.

6.21
Reference Point P-CSCF – IMS Access Gateway (Iq Reference Point)

The Iq reference point is between the Proxy-CSCF and the IMS Access Gateway. It conveys the necessary information that is needed to allocate and release transport addresses.

Details are described in TS 23.228 [4], Annex G.

6.22
Reference Point E-CSCF - LRF (Ml Reference Point)

The Ml reference point allows the E-CSCF to request the LRF to validate the location information received from the UE, to determine or query the LRF for routing information to emergency centres. Location information may be received from LRF and/or reference key to allow the PSAP to retrieve location at a later stage.

6.23
Reference Point IBCF - IBCF (Ici Reference Point)

The Ici reference point allows two IBCFs to communicate with each other in order to provide the communication and forwarding of signalling messaging between IM CN subsystem networks.

6.24
Reference Point TrGW - TrGW (Izi Reference Point)

The Izi reference point allows two TrGWs to forward media streams between IM CN subsystem networks.

6.25
Reference Points for Policy and Charging Control

6.25.1
Reference Point PCEF - PCRF (Gx Reference Point)

This interface allows the Policy and Charging Rules Function (PCRF) to control the Policy and Charging Control functionality for service data flow and IP bearer resources in the PCEF. For more information see TS 23.203 [12].

6.25.2
Reference Point PCRF - Application Function (Rx Reference Point)

This interface allows for dynamic QoS and charging-related service information to be exchanged between the Policy and Charging Rules Function (PCRF) and the Application Function (AF). This information is used by the PCRF for the control of service data flows and IP bearer resources. For more information see TS 23.203 [12].

7
Reference Point between external PLMN and IM through CSCF/IBCF – Multimedia IP networks (Mm Reference Point)

This is an IP interface between CSCF/IBCF and IP networks. This interface is used, for example, to receive a session request from another SIP server or terminal. Detailed specifications of the Mm reference point are not provided in this release of specifications.
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