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1
Introduction

The existing GSM/GPRS/UMTS temporary identity structure is used for multiple purposes and is not easy to understand (and might even not be documented in any specification).

The introduction of “pooling” (“Iu-flex”) has added further complexity to the topic.

In order to help stage 3 committees in their design work, the author hopes that the attached draft change to 23.401 will help to clarify the situation.

2
Background

In GSM, GPRS and UMTS, when performing a location/routeing area update, the mobile sends its “Globally Unique Temporary Identity” to the “new” Core Network node. 
<Globably Unique Temporary ID> = <old MCC><old MNC><old LAC>[<old RAC>]<old [P]TMSI>

The “new” Core Network Node uses part of this ID to identify the “old” Core Network node, and then, requests the “old”CN node to provide the IMSI corresponding to the <old  [P]TMSI>.
Before Iu-flex was introduced, the address of the “old” CN node was determined by entering the old LAI/RAI into a look up table/DNS.

After the introduction of Iu-flex, an IDNSS capable CN node used the NRI bits from the [P]TMSI in addition to the LAI/RAI to determine the address of the old CN node.

To enable the new CN node to “accept” the mobile into the correct new LAI/RAI, the BSC/RNC added the LAC/RAC of the current cell into the first A/Iu interface message sent to the new CN node.
In the LU/RA update accept message, the mobile is allocated a (new) [P]TMSI and LAI/RAI.
The allocated LAI/RAI serves TWO purposes:

a) it defines the paging area within which the mobile can move freely without needing to inform the CN, and
b) in combination with the [P]TMSI it provides the Globally Unique Temporary Identity

3
New things in SAE/LTE
In SAE/LTE many well proven mobility concepts are retained, however we introduce the concept of “TA lists”, and, have the “S1-flex” concept as a basic part of the architecture. 
Given that we have the opportunity to specify new NAS signalling between the MME and the UE, it seems sensible to more systematically decouple the allocation of “paging area” and “globally unique temporary ID”.

This could result in the following structure:

<Globally Unique Temporary ID> = <MCC><MNC><MME ID><M-TMSI>


Where <MME ID> =<MME group ID><MME colour code>

And <S-TMSI> = < MME colour code><M-TMSI>
and

<paging area> = list of TAIs

Where TAI = <MCC><MNC><TAC>

M-TMSI is meant to identify the mobile uniquely within an MME. 

The mobile is paged with the S-TMSI. 

In the Service Request procedure, the mobile identifies itself with the S-TMSI.
The concepts of “home eNodeB’s” are being discussed by several WGs. It is likely that many “home eNodeB’s” need to be allocated a unique TAI. This means that permitting TACs longer than 16 bits is likely. (The TAC could, for example,  be specified to have two different lengths, 16 bits (eg for macro+micro cell use) and 128 bits (for home cell use – where the TAC is configured at the point of manufacturing in, say, a similar manner to the IMEI).)
With this clear separation of “paging area” from “Globally Unique Temporary ID”, we only need to investigate how the “Globally Unique Temporary ID” can be inserted into legacy Routeing Area Update messages.

4
Legacy interworking

By using the following field sizes and mapping, this appears to be possible.
<MCC> 3 BCD digits  (maps to legacy MCC)

<MNC> 2 or 3 BCD digits (maps to legacy MNC)

<MME group ID> 16 bits (possibly only 15 bits if 1 bit is used to differentiate it from a LAC) (Maps to legacy LAC)

<MME colour code> 8 bits (maps to legacy RAC)
<M-TMSI> 32 bits (maps to legacy P-TMSI)

If “abuse” of the legacy P-TMSI signature field is permitted by SA 3, then extra flexibility can be achieved by the following mapping:

<MME colour code> copied into RAC AND into 8 bits of the NRI field within the PTMSI

<M-TMSI> 24 bits are copied into the PTMSI and the remaining 8 bits are copied into part of the P-TMSI signature field.

5
Proposals

a)
it is proposed that the “identities” section of 23.401 is updated as below.

b)
if (a) is agreed, that corresponding updates are made to the rest of 23.401

c)
if (a) is agreed, that RAN 2, [RAN 3], CT 1, CT 4 [and SA 3] are informed.
******************* start of change ******************************************

5.2
Identities

< This section gives a high level overview of the identities used in EPC/E-UTRAN and their usage. The exact definitions will be in 23.003.>

5.2.1
EPS bearer identity

An EPS bearer identity uniquely identifies an EPS bearer for one UE accessing via E-UTRAN. The EPS Bearer Identity is allocated by the MME. There is one to one mapping between EPS RB and EPS Bearer, and the mapping between EPS RB Identity and EPS Bearer Identity is made by E-UTRAN.
Editor's Note:
One of use cases of this EPS bearer identity is in the dedicated bearer modification without Qos update procedure. In this procedure the MME needs to transfer the EPS bearer identity in NAS signalling to the UE to bind the updated TFT with related EPS bearer.

Editor's Note:
The relationship between the NSAPI/RAB ID used in UMTS and EPS bearer identity is FFS.

5.2.2
Globally Unique Temporary UE Identity

The MME shall allocate a Globally Unique Temporary Identity (GUTI) to the UE.

The GUTI has two main components:

· one that uniquely identifies the MME which allocated the GUTI, and 

· one that uniquely identifies the UE within the MME that allocated the GUTI.
Within the MME, the mobile is identified by the M-TMSI.

The Globally Unique MME Identifier (GUMMEI) is constructed from MCC, MNC and MME Identifier (MMEI).

In turn the MMEI is constructed from an MME Group ID (MMEGI) and an MME Code (MMEC).

The GUTI is constructed from the GUMMEI and the M-TMSI.
For paging, the mobile is paged with the S-TMSI. The S-TMSI is constructed from the MMEC and the M-TMSI.

The operator needs to ensure that the MMEC is unique within the MME pool area and, if overlapping pool areas are in use, unique within the area of overlapping MME pools.
The GUTI is used to support subscriber identity confidentiality, and, in the shortened S-TMSI form, to enable more efficient radio signalling procedures (e.g. paging and Service Request).







5.2.3
Tracking Area Identity (TAI)

This is the identity used to identify tracking areas. The Tracking Area Identity is constructed from the MCC (Mobile Country Code), MNC (Mobile Network Code) and TAC (Tracking Area Code).
NOTE:
Changes in the TAI of a cell can occur but are normally infrequent and linked with O+M activity.

5.2.4
eNodeB S1-AP UE Identity (eNB S1-AP UE ID)

This is the temporary identity used to identify a UE on the S1-MME reference point within the eNodeB. It is unique within the eNodeB per S1-MME reference point instance.

5.2.5
MME S1-AP UE Identity (MME S1-AP UE ID)

This is the temporary identity used to identify a UE on the S1-MME reference point within the MME. It is unique within the MME per S1-MME reference point instance.
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