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Abstract of the contribution: This contribution discusses how to perform CS registration over evolved PS network for UE and proposes the corresponding update to alternative 1 in TR 23.879.
1. Introduction

This paper intends to discuss how the UE registers to the CS Domain and propose a refined procedure for alternative 1.
2. Discussion
It is a common agreement in the TR23.879 that the UE shall register to the CS Domain to become available for CS Domain services after having attached to the EPS network. In Alternative 1, the UE needs to register to the eMSC similar to the CS location update procedure. 
The EPS Attach procedure and the CS registration procedure are performed separately in Alternative 1. Obviously, this method also will need some interactive indication between the UE and CN during EPS attach procedure. For example, the network needs to inform to the UE the CSoPS feature is supported by the network or enabled. And the UE may need to provide the capability to the network. That means this registration procedure will bring a little impact to EPS.

After UE has attached to the EPS network, the UE initiates the CS registration procedure. All the L3 signalling are packed into IP package and delivered over EPS bearer. To protect the CS L3 signalling, some additional security association should be needed in this solution. For example, how does the eMSC make sure that the uplink signalling is from the right UE? And which security mechanism will be applied needs to further study.
The detailed procedure of how the UE registers to the CS Domain is depicted as followed. 

3. Proposal
Therefore the following changes are proposed in TR 23.879.
**** Start of changes ****
5.1.2.1 Registration

After having attached to the EPS network, the UE shall register to the CS Domain to become available for CS Domain services.
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Figure 5.1.2.1-1: Registration procedure

1) The UE registers to the network according to the Attach procedure as specified in TS 23.401 [3].
2) The UE discovers to which eMSC it has to register.
Editor's note: It is expected that the UE discovers the eMSC to which to register with similar mechanisms as a P-CSCF. A simple way is using static IP address configuration in PDN GW and deliver this IP address to the UE via Attach Accept message. And another way as shown in the above figure is using DHCP and DNS query. The UE can use the current TAI information to get an appropriate eMSC IP address.
3) UE initiates the registration procedure by sending Location Updating Request (IMSI or TMSI, old LAI, the UE IP address, etc) message to the eMSC. And this message packed into IP packets is transferred from UE to the eMSC directly.
4) 
5) The eMSC/VLR obtains the IMSI and authentication data about the UE from the old VLR if the UE identifies itself with TMSI and VLR changes since last deregistration. If the UE identifies itself with TMSI and the TMSI is unknown in both the old and new VLR, the new VLR get the IMSI from the UE.
6) The eMSC may perform the security procedure and establish a security association between the eMSC and the UE.
Editor's note: How to execute security procedures and establish a security association are FFS.
7) The eMSC/VLR registers itself to the HSS by sending a Location Update request (IMSI, MSC Address, VLR number etc) message.

8) HSS initiates the cancel location procedure to the old VLR.

9) The eMSC/VLR obtains the subscription data from HSS. The MME address is included in the Subscription Data.
10) HSS responds with Location Update Acknowledge to the eMSC/VLR. 
11) The eMSC/VLR sends the Location Update Accept (new LAI, new TMSI) to the UE. The UE is now “CS over PS” attached, and its IP address, allocated by the EPC, is known to the eMSC.
Editor's note: How to get the new LAI is FFS.
12) The UE sends the TMSI Reallocation Complete message to indicate the network that the reallocation of TMSI is accepted.
Editor’s note: The eMSC will, according to operator policy, allow an emergency registration with an IMEI as UE identification, and subsequently not perform authentication procedure.
Editor’s Note: It is FFS whether the IP address needs to be registered elsewhere (e.g. dynDNS).

**** End of changes ****
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