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Within TR 23.892 it is possible to use PS domain from the UE to the IMS core to control a MO call, this is currently documented in section 6.5.2.1.  However it is not totally clear how the ICCF correlates the original SIP INVITE from the UE to the 2nd INVITE that comes from the UE as a result of making the MO call.  By inspecting the current diagrams one might deduce that the Calling Line Identity in item 4 is used.  However it is well known that CLI can be lost in the ISUP network as this is an optional information element so there is no guarantee that this will be transported to the MGW.  Another answer might be that CAMEL is involved in the call and that the calling line identity is transferred in the IntialDP and then transferred from the gsmSCF to the ICCF via some unknown interface.  However in VCC it was well promoted that it should be possible to use legacy gsmSCF and thus this argument might still exist, meaning that no information is passed from the gsmSCF to the ICCF.  In addition it is unclear how the system would work when there are 2 UE's using the same public user ID.   
Discussion
General
The ISUP network transports E.164 numbers up to a maximum of 15 digits with certain reliability; therefore it's proposed that an E.164 number is used to perform the correlation between the original SIP INVITE and the secondary one.  The number should be allocated by the ICCF by which when it is received again the ICCF can deduce certain information e.g. From, To and Contact Address etc and then use these information elements to construct the outgoing SIP INVITE to the B-Party.  

It has been stressed on many occasions that the SIP information flow should be done in parallel to the CS call control signalling as not to degrade the call set-up time.  Its therefore proposed to insert a 2 step process to allocate a changing E.164 number.  The process consists of allocating an E.164 at registration which would be used for the first Mobile Originated call and then when this MO call is made, allocating a new E.164 number for the next MO call.

The basic principle here is that the UE is required to obtain the E.164 number from a configuration function within the ICCF.

Registration

When UE registers with the IMS network part of the procedure is that the HSS will download a profile of data into the S-CSCF, one of these parameters shall be a URL that identifies the location of where the configuration data for the subscriber shall be stored.   This URL shall be provided to the UE  or ICCF node per RFC 4483 procedures.  Once registration has completed 3rd party registration is performed towards the ICCF.  The ICCF network node then needs to subscribe to the Reg Event package to obtain all the Public User IDs and their corresponding GRUUs for that subscriber. As part of this it shall also receive a Content type per RFC 4483 describing the location of where the configuration data is to be stored.  Once the ICCF has this the ICS network node creates the E,164 number  and uploads it to the configuration node database per the URL received from the content type in the Notify.. As an example the following information could be stored against the E.164 number:

E.164 number

· Private User Identity received in the REGISTRATION

· Public User Identity Registered IMPU, MSISDN etc

· Implicit Public User IDs registered

· Contact address

The UE shall subscribe to the Reg Event package which delivers information back to the information wireless device. As part of this message that comes back, it can contain information per RFC 4483 which contains the location of the E.164 number.  This information shall be retried from the URL as specified in the content type and shall be stored in the UE for the initial session establishments.
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1st Session Establishment after registration

When the UE wants to establish a session, in this instant a MO voice call it shall use the E.164 number obtained in the registration procedure.  Thus the UE will originate a SIP INVITE that will be routed to the ICCF.  At the same time the UE will set-up a CS call using the E.164 number.  When the 2nd SIP INVITE arrives at the ICCF, the ICCF can look up in its internal database the E.164 number and correlate it to the SIP INVITE from the UE. 

Example

	E.164
	INVITE from UE
	INVITE from MGCF 

	· Private User Identity received in the REGISTRATION

· Public User Identity Registered GRUU "Fred Bloggs"

· Implicit Public User IDs registered "Fred Home, Fred Work"

· Contact address


	GRUU – Fred Home
	PSI = E.164


The 2 INVITEs can be correlated together.  If a 200OK is to be sent back to the UE, the ICCF shall then release the E.164 number and replace it with another one.  The new E.164 number shall be sent back in the 200OK

Subsequent Session Establishments

The UE shall use the new E.164 number allocated in the 200OK from the last successful session.  If the session was not successful the old E.164 number shall be used.

1st change
6.6.2a
Registration

6.6.2a.1
IMS Registration via CS access

6.6.2a.1.1
Introduction

The following clauses provide alternative approaches for IMS registration, or analogous procedures.
6.6.2a.1.2
IMS Registration via CS access using ISC

6.6.2a.1.2.1
Assumptions

-
ICCF is a home IMS node, hence considered a trusted node. 

-
General assumptions related to roaming relationships apply for SS7 connectivity between the home IMS network and the visited CS network.

-
The CS subscription is issued by an operator trusted by the IMS operator.
-
The ICS user is authenticated with the home CS network via the visited CS network.

-
The user is authenticated in CS prior to when the UE establishes the ICCC-cs with the ICCF for registration in IMS. The user does not need to be re-authenticated as part of IMS Registration because it has been authenticated by the CS network.

-
It is assumed that the identities that the UE and network uses for CS domain access using ICS are based on IMSI or derived from IMSI (for IMS). Note that the IMSI is required for CS service.
-
It is assumed that the ISC interface is used for the IMS Registration procedure with the ADS executed as part of the ICCF.
6.6.2a.1.2.2
Example Information flow

An example information flow for a user registering in IMS via the CS access is provided in the figure below.

NOTE: This procedure only applies to the Trusted Registration performed by the ICCF; as a pre-condition CS authentication is assumed.
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Figure: ICS UE IMS Registration via CS Access 
NOTE TO EDITOR – RED IN DIAGRAM IS A NEW ADDITION
1.
After the UE has performed Location Update in the CS network, it may request the RUA of the ICCF to perform the IMS registration as trusted registration for the UE. To do so, the UE sends the content of SIP Register encoded in ICCP, in a USSD message to the ICCF using IMSI as the identity. Alternatively CAMEL mobility triggers may be used to inform the ICCF about the CS attach of the ICS user.

2.
Upon receipt of the register information flow, the ICCF initiates a Trusted Registration for the user by sending the Register to the I‑CSCF with required information (e.g. Public User Identity derived from IMSI, ICCF IP address as “Contact” address, etc). The Register message from the ICCF does not include an Authorization header field or the header fields or header field values as required by RFC3329. This is same as the registration procedures used with early IMS security [TR 33.978]. 

3.
The I‑CSCF performs User Authorization Request /User Authorization Answer with the HSS to authorise the Register request and locate the S-CSCF if already assigned to the user or allocate an S-CSCF otherwise. Note that the private identity is obtained from the IMSI (which is contained in the T-IMPU).

4.
The I‑CSCF forwards the Register to the S-CSCF.

5.
The S-CSCF identifies the Register as a Trusted Registration from the ICCF which is a trusted Application Server (either based on a dedicated network interface for the ICCF or based on a  Security Association with the ICCF, such as IPSec SA as in NDS/IP TS 33.210 ). The S-CSCF then checks the contact address against a configured list of transport address/range associated with the ICCF Application Servers. If there is a match, then, the S-CSCF skips any further authentication procedures as it is assumed that the user has already been authenticated in the CS domain prior to contacting the ICCF. 

The S-CSCF performs the Server Assignment Request/Server Assignment Answer with the HSS resulting in the user status as “registered” and the S-CSCF name stored in the HSS, if initial registration, and download of the user profile data (e.g. the registered and unregistered iFCs). The S-CSCF also obtains the Implicitly Registered IMPUs from the HSS as part of the SAR/SAA. The S-CSCF stores the user information as downloaded from the HSS. The S‑CSCF stores the RUA’s address/name, as supplied by the RUA for each of the implicitly registered IMPUs. This represents the address/name that the home network forwards the subsequent terminating session signalling to the ICS UE. If the user is already in “registered” state for the same IMPU, but with a different contact address (e.g., due to IMS registration using IP-CAN), then the S-CSCF creates another record for the IMPU with the contact address with the RUA’s address for that IMPU.

If a Register request is received with an Authorization header anytime during/afterwards, then, the S-CSCF behaves according to clause 5.4.1.2 of TS 24.229. 
6.
Service control execution at the S-CSCF is performed according to the standard procedures.

7.
The S‑CSCF returns the 200 OK to the I‑CSCF.

8.
The I‑CSCF sends the 200 OK to the ICCF.

9.
The ICCF processes this information and relays via the CAAF, the result back to the UE in a USSD message.  The ICCF allocates a unique RUA DN that has the properties that when received in a SIP INVITE from a MGCF in a future session set-up is ,the ICCF can retrieve the necessary call information .  This RUA DN is included in the USSD back to the UE
1st change
2nd change
6.6.3.1.1.2 Use of USSD over I1 reference point for Call Origination – alternative procedure1
The figure  6.6.3.1.1.2-1 provides an example flow for a call made by an ICS UE A to the other end B with USSD transport of ICCC, the AS approach for RUA implementation when I1 reference point is used for call setup.
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Figure 6.6.3.1.1.2-1: ICS UE origination: USSD transport–AS Approach–I1 reference point for call control alternative procedure
1
The ICS UE initiates a call by sending an ICS Call Initiation Request inside a USSD dialog to the HSS containing B party address (SIP or Tel URI).

2
The USSD application within the HSS forwards the USSD Request to the ICCF instance addressed in the HSS. The ICCF shall store the received B Party Address's against an IMRN.
3
The ICCF allocates a roaming number if a media connection is not already established to the ICS UE. The ICCF returns the IMRN in an ICS Response within the USSD dialog. The USSD response is returned all the way to the ICS UE.

4
The ICS UE uses the IMRN to establish a normal CS call set up to the ICCF via MGCF. PSI routing is used to route the call from MGCF to ICCF.

5
Following that, ICCF initiates the call towards UE B by sending a SIP INVITE to the S-CSCF.

6
ICCF receives SIP 180 ringing.

7
ICCF receives SIP 200 OK.

8
ICCF send an ICS Call initiation response to the ICS UE that includes the connected status.

9
ICCF sends an ACK to the UE B and the media is now established end to end.

6.6.3.1.1.3 Use of USSD over I1 reference point for Call Origination – alternative procedure2

Figure 6.6.3.1.1.1-1 provides an example flow for a call made by an ICS UE A to the other end B with USSD transport of ICCC, the AS approach for RUA implementation when I1 reference point is used for call setup.
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Figure 6.6.3.1.1.1-1: ICS UE origination: USSD transport–AS Approach–I1 reference point for call control – alternative procedure 2
1
ICS UE A sends a SETUP message to VMSC to establish the bearer leg. The SETUP message includes the RUA DNa that was received in a previous USSD (step 8c – RUA DNb) as the called party number. This will establish the CS domain bearer path with the ICCF.

2
The VMSC responds with a call proceeding message and begins to setup the bearer path.

3
The VMSC processes the SETUP message and sends an IAM to the MGCF.  The SETUP message contains the RUA PSI DN.  [NOTE: Standard VMSC procedure for CS origination.]

4
The MGCF performs a setup of the MGW and creates an INVITE that is sent to the S-CSCF that serves the ICCF. This may involve sending the INVITE to the I-CSCF first to located the S-CSCF and to translate the RUA PSI DN to a SIP-URI. [NOTE: Standard MGCF procedure for PSTN origination.]

5
The S-CSCF forwards the INVITE to RUA of ICCF. When the RUA has received both the USSD message (step 6-8) and the INVITE, it has sufficient information to setup a session with party B.

6
ICS UE A encodes in ICCP sufficient information (e.g. containing B party address (SIP or Tel URI), RUA DNa for the RUA of the ICCF to generate a SIP INVITE initiating a session toward the other end B, to be sent in a USSD message, and sends it toward the CAAF of the ICCF via the VMSC. The USSD message has sufficient information needed at the ICCF to correlate the session request with the bearer path established with the RUA in steps 1 thru 5.

Editor’s note:
Whether SIP Invite is compressed as such to fit to USSD, or similar information is otherwise carried on top of USSD is for further study.

7
Standard VMSC procedure to communicate the USSD message to the Home network.

8
Standard HSS procedure to communicate the USSD message to the associated service node.
8a-8c
Upon receipt of the USSD from UE A, the ICCF allocates a unique RUA DNb that has the properties that when received in a future session set-up (step 5) the ICCF can retrieve the necessary call information from the initial SIP INVITE received to initiate a session (step 2).   The RUA DNb is sent back to ICS UE A in USSD.

Step 6 - 8 occurs in parallel to Steps 2 thru 5. The UE may also invoke some supplementary service from home IMS like temporary OIR.

NOTE 1:
Signalling Optimizations may be achieved by combining the two step procedure for setting up of Session Control Signalling Path and the Bearer Control Signalling session in one step or by omitting the Session Control Signalling set-up for basic calls when no service needs to be invoked.

9
CAAF of ICCF performs necessary adaptation and relays information needed for generation of the SIP INVITE at the RUA of ICCF. The RUA of ICCF acting as a B2BUA creates a SIP INVITE with appropriate SDP information and sends it to the S-CSCF (i.e., terminating the UE Leg and originating the RUA Leg for presentation of IMS session toward other end B on behalf of UE A).

10
The S-CSCF routes the INVITE to the correct termination for the party B based on standard IMS originated session processing at the S-CSCF.

NOTE 2:
VCC and Originating Supplementary services (e.g. OCB, OIR), if any, are executed on the RUA Leg in the Application Servers in home IMS. These are not shown in the figure.

End 2nd change
3rd change
6.5.2
Information flows
6.5.2.1

Registration

Provides an example flow for Registration made by an ICS UE where by a dynamic RUA DN is allocated to be used for session originations where CS domain is used for bearer plane.
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1)
IMS registration procedure per TS 23.228 [4] is performed.  As part of the IMS registration procedure subscriber data shall be loaded into S-CSCF.  This data shall include a URL that identifies the location of where the configuration data (RUA DN) for the subscriber shall be stored.

2)
3rd party registration shall be performed to the ICCF as per TS 23.228 [4]

3)
ICCF shall subscriber to the REG Event package per TS 23.228 [4]

4)
ICCF shall receive a SIP NOTIFY per TS 23.228 in response to the REG EVENT subscription.  The SIP NOTIFY shall include a URL that identifies the location of where the configuration data (RUA DN) for the subscriber shall be stored per RFC 4483.  
5)
The ICCF allocates a unique RUA DN that has the properties that when received in a SIP INVITE from a MGCF in a future session set-up is ,the ICCF can retrieve the necessary call information from the initial SIP INVITE that indicated that the voice media is not conveyed via the IP-CAN.  The RUA DN shall be stored at the location as identified by the URL received in the SIP NOTIFY.

6)
The ICS UE shall subscribe to the Reg Event Package per TS 23.228 [4]

7)
The ICS UE shall receive a SIP NOTIFY that includes a URL that identifies the location of where the configuration data (RUA DN) for the subscriber shall be stored per RFC 4483.

8)
The ICS UE shall retrieve the configuration data from the URL as identified in 7)
6.5.2.2
Origination

6.5.2.2.1
Calls established using CS bearers with use of I1-ps (Static RUA DN allocation)
Figure 6.5.2.1.1-1 provides an example flow for a call made by an ICS UE A to the other end B with I1-ps.
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Figure 6.5.2.1.1-1: ICS UE origination: PS transport

1,2
 ICS UE A generates a SIP INVITE initiating a session toward the other end B, and sends it toward the home IMS. The SIP INVITE message has sufficient information needed at the RUA of the ICCF to correlate the session request with the Bearer Control Session established with the RUA of the ICCF in steps 3 through 6. It also contains information that the voice media is not converyed via the IP-CAN. The PCRF or P-CSCF needs to recognise that the PS media is not used for the voice component in order to avoid the PCC authorizing or provisioning PS bearer resources for them.
NOTE 1:
The SIP Session Control Signalling is used to carry information that would be otherwise (i.e. in regular IMS procedures) carried in the same SIP dialog than voice media (examples: voice media is inactivated, location of the UE is carried in PIDF-LO element and SIP Call-Info header carries e.g. business card). In other words, the SIP Session Control Signalling is not used for SIP messages that are sent out of the SIP dialog of voice media (examples: REFER, SUBCSCRIBE, NOTIFY, PUBLISH, MESSAGE as these messages are typically sent out of the existing voice SIP dialog).
NOTE 2: How the UE selects when to use the voice SIP dialog also for other media will follow the requirements defined in the communication service framework in 3GPP TS 23.228 [4], clause 4.13.
3
The ICS UE initiates standard CS procedures for establishing a CS originated call with the RUA of ICCF to establish the Bearer Control Signalling session with the RUA of ICCF. The UE A sends a CS SETUP message to DN associated with the RUA of ICCF. The DN used by the UE to establish the Bearer Control Signalling session is either statically configured on the UE or assigned to the UE by the ICCF upon IMS Registration. The Bearer Control Signalling session is identified at the ICCF by the caller’s identity for correlation with the Session Control Signalling session as there can be only one Bearer Control Signalling session for an ICS UE at any given time.  If the ICS UE has multiple IMS sessions for voice, a single circuit bearer is alternated between the multiple sessions.
NOTE 3: The ISUP link might (especially in roaming situations) not be able to transfer enough information to correlate the SIP INVITE. Under such circumstances the ICCF may need to interact with a CAMEL Service.
NOTE 4:
Steps 3-5 may occur in parallel to steps 1-2.

4
Standard VMSC procedure for CS origination.

5
Standard MGCF procedure for PSTN origination. The I-CSCF routes the INVITE based on the standard procedures “PSI based Application Server Termination (direct or –indirect) procedures in TS 23.228 [4]. S-CSCF selected may not be the same one as in step 1. The PSI routing points to the same RUA of the ICCF as in step 1 (e.g., with the use of dedicated PSI per user).

6
Standard IMS procedure to route the SIP INVITE message to the RUA of the ICCF is invoked as part of standard iFC processing at the S-CSCF.

7
The RUA of the ICCF the invokes a B2BUA, terminating the UE Leg and originating the RUA Leg for presentation of an IMS session toward Other end B on behalf of ICS UE A. The RUA of the ICCF combines the SDP offers received for the Session Control Signalling and Bearer Control Signalling as one offer towards the other end B. The SDP offer used to establish the voice media send towards other end B follows the regular IMS procedures for a VoIP offer for voice media.

8
Standard IMS originated session processing at the CSCF.

NOTE 5:
VCC and Originating Supplementary services (e.g. OCB, OIR), if any, are executed in the Application Servers in home IMS. These are not shown in the figure.

NOTE 6:
VCC Application may anchor the SIP session before it leaves the originating IMS (as per regular Rel-07 VCC procedures), these are not shown in the figure.

NOTE 7:
Once the B party answers to the SDP offer, the RUA of the ICCF needs to modify also the leg towards the MGCF. The RUA of the ICCF sends a Re-INVITE to MGCF, MGCF modifies the remote MGW resource reservation accordingly. The Re-INVITE modifies the remote IP address and codec of MGW in order to send and receive RTP stream from/to B party. This is not shown in the figure.
NOTE 8:
E.164 resources are considered scarce. Assigning multiple E.164 numbers to each ICS UE may not be possible for some operators.
 6.5.2.2.2
Calls established using CS bearers with use of I1-ps (Dynamic RUA DN allocation)

When an ICS UE establishes a call using CS bearers with use of I1-ps, it will setup a call using an RUA DN that has the properties that when received, the ICCF can retrieve the necessary call information stored upon receipt of a first INVITE. This RUA DN is either provisioned on demand (i.e. during a call setup) or at another time (e.g. during registration). In order to conserve E.164 numbers, such an RUA DN is likely to be released after a (configurable) period. In such a case, another RUA DN would have to be used. 

Figure 6.5.2.1.1-1 provides an example flow for a call made by an ICS UE A to the other end B with I1-ps, where the ICS UE A uses a dynamic RUA DN).
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Figure 6.5.2.1.2-1: ICS UE origination: PS transport

1,2
 ICS UE A generates a SIP INVITE initiating a session toward the other end B, and sends it toward the home IMS. The SIP INVITE message has sufficient information needed at the RUA to set up the outgoing SIP INVITE in step 6. The SIP INVITE  also contains information that the voice media is not conveyed via the IP-CAN. The PCRF or P-CSCF needs to recognise that the PS media is not used for the voice component in order to avoid the PCC authorizing or provisioning PS bearer resources for them.
Editor’s Note 1:
The details on correlating the session request with the Bearer Control Session established with the RUA are FFS.

NOTE 1:
The SIP Session Control Signalling is used to carry information that would be otherwise (i.e. in regular IMS procedures) carried in the same SIP dialog than voice media (examples: voice media is inactivated, location of the UE is carried in PIDF-LO element and SIP Call-Info header carries e.g. business card). In other words, the SIP Session Control Signalling is not used for SIP messages that are sent out of the SIP dialog of voice media (examples: REFER, SUBCSCRIBE, NOTIFY, PUBLISH, MESSAGE as these messages are typically sent out of the existing voice SIP dialog).
NOTE 2: How the UE selects when to use the voice SIP dialog also for other media will follow the requirements defined in the communication service framework in 3GPP TS 23.228 [4], clause 4.13.
3
The ICS UE initiates standard CS procedures for establishing a CS originated call with the RUA of ICCF to establish the Bearer Control Signalling session with the RUA of ICCF. The UE A sends a CS SETUP message to the RUA DN that was received in a previous 200Ok (see step 10) for session establishment or as a result of registration 4
Standard VMSC procedure for CS origination.

5
Standard MGCF procedure for PSTN origination. The I-CSCF routes the INVITE based on the standard procedures “PSI based Application Server Termination (direct or –indirect) procedures in TS 23.228 [4]. S-CSCF selected may not be the same one as in step 1. The PSI routing points to the same RUA of the ICCF as in step 1.

6
Standard IMS procedure to route the SIP INVITE message to the RUA of the ICCF is invoked as part of standard iFC processing at the S-CSCF.

7
Upon receipt of the SIP INVITE, the RUA will use the received RUA DN to correlate the original SIP INVITE in step 1 with the received SIP INVITE. B2BUA will be invoked, terminating the UE Leg and originating the RUA Leg for presentation of an IMS session toward Other end B on behalf of ICS UE A. The RUA of the ICCF combines the SDP offers received for the Session Control Signalling and Bearer Control Signalling as one offer towards the other end B. The SDP offer used to establish the voice media send towards other end B follows regular IMS procedures.
Editor’s Note 3:
the behaviour of the ICCF upon receipt of a released RUA DN is FFS.

8-9 Standard IMS originated session processing at the CSCF.
10-11
Upon receipt of the SIP 200Ok from UE B, the ICCF allocates a unique RUA DN that has the properties that when received in a 2nd SIP INVITE in a future session set-up (step 6) the ICCF can retrieve the necessary call information from the initial SIP INVITE received to initiate a session (step 2).   The RUA DN is sent back to ICS UE A in SIP 200OK per RFC 4483.
NOTE 4:
VCC and Originating Supplementary services (e.g. OCB, OIR), if any, are executed in the Application Servers in home IMS. These are not shown in the figure.

NOTE 5:
VCC Application may anchor the SIP session before it leaves the originating IMS (as per TS 23.206 [x] ), these are not shown in the figure.

NOTE 6:
Once the B party answers to the SDP offer, the RUA of the ICCF needs to modify also the leg towards the MGCF. The RUA of the ICCF sends a Re-INVITE to MGCF, MGCF modifies the remote MGW resource reservation accordingly. The Re-INVITE modifies the remote IP address and codec of MGW in order to send and receive RTP stream from/to B party. This is not shown in the figure.

End of changes
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