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Discussion

The following diagram illustrates the network scenarios discussed in this paper.
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Scenario 1: Ut from a dual-mode non ICS UE

In this scenario, an IMS client in the UE is used to configure telephony services via the standard Ut interface.
It should be noted that the IMS data model used on the Ut interface is more complex than the data model used in CS signalling.  Therefore telephony service configuration set via the Ut interface might not translate to the CS data model used in Connection Independent Supplementary Services (CISS) signalling.  Refer to scenario 2 for more information on this limitation.

Scenario 2: CISS – Ut interworking at an enhanced MSC Server

In this scenario, either there is no IMS client in the UE or use of the Ut interface is not possible.  The CS client in the UE uses CISS signalling (TS 24.080) to configure supplementary service settings.  The enhanced MSC Server translates between CISS signalling and the Ut interface.  This translation is mostly straightforward for querying, activation and deactivation.  However a few limitations are worth noting:
· The IMS data model for communication barring does not seem to provide equivalency for BOIC, BOIC-exHC and BIC when roaming.

· A minor difference in the CS and XML data models appears to prevent the successful query of the temporary TIR status.

· Querying existing service settings via CISS might not be possible when the services were set using the Ut interface due to differences between the data models used in CS and IMS.  This is particularly true for Communication Barring and Call Diversion settings, where rulesets allowed in the IMS data model do not easily map to the CS data model and CISS signalling.
In these scenarios, the enhanced MSC Server would be forced to reject the CISS query / change attempt.
This scenario does not support synchronization of a distributed data model as the HLR component of the HSS is not updated.
Scenario 3: CISS pass-through at an Enhanced MSC Server with HSS-based SIGAF
In this scenario, either there is no IMS client in the UE or use of the Ut interface is not possible.  The CS client in the UE uses CISS signalling (TS 24.080) to configure supplementary service settings.  Unlike scenario 2, the enhanced MSC Server does translate between CISS signalling and the Ut interface.  Instead, it processes CISS signaling as a legacy VMSC does, replying to SS interrogations and passing other CISS signaling to the HLR component of the HSS.
Responsibility for synchronization of service configuration data is the responsibility of the HSS in this scenario.  The CS service data would be mapped to the IMS data model and a new CISS Signaling Adaptation Function (SIGAF) in the HSS would use the Ut interface to update service settings at the TAS on behalf of the UE. This scenario would therefore share a common solution as scenario 4.
Scenario 4: Roaming at a legacy VMSC

In this scenario, either there is no IMS client in the UE or use of the Ut interface is not possible, and the UE is being served by a legacy VMSC that has not been enhanced with ICS capabilities.  The GSM/UMTS client in the UE uses CISS signalling (TS 24.080) to configure supplementary service settings and these settings are sent to the HLR component of the HSS via MAP signalling.
Note that Call Forwarding should not be provisioned in the CS subscriber data. Hence request to change these settings via CISS would give a faulty result.
Since this is a fallback situation, the user experience might be limited. It is currently unclear whether a requirement exists to allow modification of IMS service settings also in this scenario for ICS users. A solution might evolve from the CT4 work item which is looking at standardizing supplementary service data although it is unclear if it will be addressing this particular issue, which may require data synchronisation between CS and IMS data at the IMS. Note that this use case equally applies to both ICS UE and enhanced MSC server solutions, however, for the ICS UE is has already been discussed that service synchronisation is not needed.
If there is such a requirement to support this scenario, it would share a common solution as scenario 3 by the addition of the SIGAF mentioned previously.
TR Documentation

Section 6.12 of the TR already contains an editor’s note on the data synchronization issue mentioned above and discusses a few potential solutions.  Therefore, scenarios 1 and 3 do not require further documentation.  Scenario 2 is added to a new sub-section of section 6.12.
Proposal
It is proposed to make the following changes to TR 23.892.

*** begin change 1 ***
6.12.4
Enhanced MSC Server Option
When a UE is attached to a MSC that has been enhanced with ICS functionality and the Ut interface is not available, the CS client in the UE uses CISS signalling (TS 24.080) to configure supplementary service settings.  Two alternatives for synchronizing service configuration data in IMS are described as follows.

Alternative 1:
The enhanced MSC Server can translate between CISS signalling and the Ut interface.  This translation is mostly straightforward for querying, activation and deactivation.  However a few limitations are worth noting:

· The IMS data model for communication barring does not seem to provide equivalency for BOIC, BOIC-exHC and BIC when roaming.

· A minor difference in the CS and XML data models appears to prevent the successful query of the temporary TIR status.

· Querying existing service settings via CISS might not be possible when the services were set using the Ut interface due to differences between the data models used in CS and IMS.  This is particularly true for Communication Barring and Call Diversion settings, where rule sets allowed in the IMS data model do not easily map to the CS data model and CISS signalling.

In these scenarios, the enhanced MSC Server would be forced to reject the CISS query / change attempt.
Alternative 2:

The enhanced MSC Server processes CISS signaling as a legacy VMSC would, replying to SS interrogations and passing other SS messages to the HLR component of the HSS.  Responsibility for synchronization of service configuration data is the responsibility of the HSS in this scenario.  A new CISS Signaling Adaptation Function (SIGAF) at the HSS could present a Ut interface to the TAS to update service configuration settings on behalf of the UE.
*** end change 1 ***
























* Applicable to scenarios 3 and 4 only
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