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TISPAN WG2 thanks 3GPP SA2 for the work done as requested by WG2.

WG2 acknowledges that the Wildcard IMPU solution and the handling of Request URI  for terminating sessions are separate issues and can be discussed in isolation.

WG2 also acknowledges that TISPAN has the requirement to be able to distinguish private and public network traffic, but sees also this is an independent issue.

Terminating Request URI handling

WG2 thanks SA2 for the analyzing potential solutions for the issue with Request URI handling on the terminating side. However WG2 feels that these solutions do not entirely meet their requirements:

Solution 1: Changing the behaviour in the S-CSCF, and for the scenarios where the wildcarded public user identity is used, generates a new R-URI, formed with the user part of the original Request URI and the host part of the contact address.

We understand that this way of building a R-URI will apply unconditionally when the communication session target identity matches a wild carded IMPU, irrespective of whether this target belongs to a corporate network or not. It needs to be verified that this behaviour does not have undesired side-effects in cases where the destination does not belong to a corporate network. TISPAN has not identified any such case so far.

Furthermore we understand that this does not retain the original Request URI (end user identity) but replaces it with a URI that does not contain the original host part. TISPAN has identified a requirement that the same corporate network hosts more then one corporate domain, it needs to be verified that this solution can support that.

Solution 2: Keep existing S-CSCF behaviour and assume that the IP PBX contact address will be added in the R-URI (for the UNI case), as could be expected. Then assume that the IP PBX instead manages the mapping to the end users' IP addresses themselves. In this case the target user identity can be obtained by the IP PBX from the P-Called-Party-ID header. 

.

This clearly does not address the requirement that WG2 expressed as this approach can not be used with SIP proxies in the corporate domain. As such proxies are routing requests by looking at the Request URI and not by looking at the P-Called-Party-ID header. Additionally this would force  IP-PBX's serving as a routing element to route based on P-Called-Party-ID header field, which requires a significant modification of the behaviour of existing SIP-based PBX.

Unfortunately WG2 did not have time to address alternative solutions in this area. WG2 is eager to hear if 3GPP SA2 thinks there are other potential solutions that meet WG2's needs on this issue.

Detailed requirements on the UNI for business trunking arrangements

Discussions in WG2 have revealed some more detailed requirements that need to be addresses for UNI to be used in business trunking arrangements.

1. wildcard IMPU shall be able to handle alphanumeric as well as number addresses

2. wildcard IMPU shall be able to handle multiple number length within the same range of numbers

3. business trunks based on wildcard IMPU solution should allow Requests to be forwarded to SIP proxies in the corporate network. Retainment of the target identity on the terminating side is an important aspect of that. Refer to the discussion on "Terminating Request URI handling" solutions 1 and 2, for issues on where this target identity should appear.

4. handling of a set of alias identities provided by the corporate network in a request or response. This requirement is further specified in sub clause 4.1.5 of the attached stage 1 specification. 

5. extension of the trust domain to corporate networks: Trust domain boundaries can be expected to be different for private network calls and public network calls. For private network calls the trust domain boundaries are determined by  the enterprise, but would be expected to encompass the private network, including any hosted functionality. For public network calls the trust domain boundaries are determined by the NGN operator, but can be extended to include the NGCN to allow public user identities in the enterprise to be flexibly transferred to the NGN users. This requirement is further specified in sub clause 4.1.5 of the attached stage 1 specification.

6. ability for a corporate network to host multiple domains

7. ability to distinguish private network calls from public network calls, and private network calls from different enterprises.

8. different treatment of emergency calls in the enterprise. This requirement is further specified in sub clause 4.1.7.2 of the attached stage 1 specification. This means that the current release 7 behaviour of the P-CSCF is not always appropriate for private network calls. Note that this issue also applies to enterprise UEs accessing hosted enterprise services provided by the NGN.

TISPAN approved the stage 1 requirements draft for business communication (WI01047 14tTD125r3). These requirements form the basis for TISPAN stage 2 work on business communication and contains requirements that impact IMS and that need to be covered by the stage 2 solution. 

To provide some advance information to SA2 on what can be expected in the near future as requests from WG2 for solution support in Core IMS architecture and stage 2 specifications, these stage 1 requirements for business communication are attached.

Action/Decision Requested:

To 3GPP SA2:

ACTION:  WG2 would like to request 3GPP SA2:

1. Please continue the specification of the  wildcarded public user identity and the capability to include it in an implicit registration set. 
2. To pursue work on "Terminating Request URI handling" taking into account the discussion in this liaison. 
3. To consider the more detailed requirements listed above.
4. To be aware that additional requirements can be expected on this issue when the discussion matures further in TISPAN WG2.
In addition we would appreciate any comments from SA2 on whether they would expect that all of the current WG1 requirements can be initiated directly from TISPAN WG2 to SA2, or if any of the requirements can be seen as general in nature, not specific to business communication, and therefore need to be introduced via SA1 and TS 22.228.
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