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Abstract of the contribution: This document proposes how to realize the I6 reference point for the enhanced MSC Server approach to ICS.

Discussion

In the enhanced MSC Server approach to providing ICS to non ICS UEs, the MSC Server (MSC-S) is responsible for originating and terminating SIP signaling on behalf of non ICS UEs which are using CS access.  These responsibilities include SIP headers which are traditionally (i.e. with IMS UEs using IP-CAN) the responsibility of the IMS UE and/or P-CSCF.
The behavior of the enhanced MSC-S might therefore be viewed as the concatenation of the behavior of an IMS UE and a P-CSCF.  However, not all of this functionality is required and certain procedures (e.g. authentication) will differ.  So whether the I6 reference point is realized by using Gm vs. Mw vs. a new reference point remains an open question.  The TR currently only mentions that 3GPP SIP shall be used.
This paper discussion options for closing this issue.

Gm vs. Mw
Before considering whether an existing reference point is acceptable, the merits of using Gm vs. Mw are analyzed.  The following table lists some differences between these two reference points.

	Difference
	Gm
	Mw

	Interface Type
	UNI interface between IMS UE and P-CSCF.  If used, the enhanced MSC-S would connect to a P-CSCF.
	NNI interface between CSCFs. If used, the MSC-S would connect to an I/S-CSCF or IBCF.  This has been the assumption in the TR.

	Trust
	An IMS trust domain does not include the UE and therefore does not include the Gm reference point.
	The Mw reference point resides within a single trust domain if the elements that it connects belong to the same operator’s network, or if they belong to different operator networks which share a trust agreement.

	Security
	Access security (TS 33.203) required, which uses IPsec (ESP in transport mode). 
	Network domain security (NDS - TS 33.210) is used if reference point crosses a trust domain boundary.  NDS uses IPsec (ESP in tunnel mode).  The TR already mentions the use of network domain security between the eMSC-S and IMS.

	Sigcomp
	Required for certain P-Access-Network-Info header types, recommended for others.  This is intended to minimize bandwidth used over air interfaces.
	Not specified.

	SIP header differences
	Minor header differences exist.  A number of headers (P-Charging-*, Path, etc.) are not sent over the Gm interface but are instead the responsibility of the P-CSCF.  Other headers are sent only over Gm and validated by the P-CSCF (P-Preferred-Identity).  These differences are considered to be relatively minor and not a major factor in this analysis.

	Identities
	Preferred identity is provided on this interface, requiring validation and identity assertion by the P-CSCF.
	Asserted identity is provided on this interface.


The major differences are due to Gm being a UNI and untrusted interface which traverses an IP-CAN network and Mw being a NNI and often trusted interface used only in the IMS core network.  From this standpoint, the Mw reference point is a more suitable candidate for the enhanced MSC Server as it is a network node that will often exist in the same trust domain as the home IMS (and network domain security can be used if this is not the case).
The enhanced MSC Server should also possess sufficient information to be able to assert the identity of the IMS-registered UE during call origination or termination.

Use of Gm by the enhanced MSC Server would require that the it connect directly with a P-CSCF, as opposed to the I/S-CSCF or IBCF which is currently assumed in the TR.  While this is possible, it is questionable whether this is desired or necessary.  It is not evident that this additional node in the signaling path provides any significant value.

It is therefore concluded that modeling the I6 reference point on Mw is a better option than Gm.
It should be noted that this is very similar to the Access Gateway Control Function (ACGF) defined in TISPAN to provide IMS services on behalf of non-IMS (i.e. PSTN) endpoints.  The AGCF behavior is defined to be the concatenation of IMS UE and P-CSCF behavior and connects to CSCFs using the Mw reference point.  Detailed call control procedures are then defined using Mw as a baseline.  Refer to ETSI TS 183 043 for further details.
Option 2: New reference point

While this option is certainly feasible, the question is whether it is entirely necessary.  Were a new reference point to be defined, its procedures towards other IMS functions would end up being very similar to the procedures defined for the network-side of the P-CSCF.  IMS specifications already define how the S-CSCF supports different behavior (e.g. authentication procedures) from different access network types based upon information received in certain SIP headers (e.g. TR 33.803).  This concept can easily be extended to an enhanced MSC Server which is defined to emulate a type of P-CSCF towards the IMS, making the definition of a new reference point unnecessary.
Proposed Solution

This paper proposes to define I6 using the Mw reference point, where detailed (i.e. stage 3) procedures for the enhanced MSC Server will define exactly how SIP headers are used on this interface, just as these procedures exist for other functional elements.

Proposal
It is proposed to make the following changes to TR 23.892.

*** begin change 1 ***
6.4.6
I6 Reference Point

The I6 reference point is established between the MSC Server and the home IMS of the ICS subscriber using a non ICS UE for presentation of the SIP UA behaviour toward IMS for control of user sessions.  The Mw reference point is used as the baseline for I6.

*** end change 1 ***
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