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Abstract of the contribution:

Section 5.5.3 and 5.5.5.3 concern S2a.  .
Discussion


The FFS in 5.5.3.1 can be removed since the procedure has already been added to the normative section (5.5.5.3.)
Only clean-up for dedicated bearer procedures for Trusted Non-3GPP IP Accesses is provided here.
Proposal

First change: section 5.5.3

5.5.3

Network initiated dynamic policy control for Trusted Non-3GPP Accesses with PMIP S2a 

If dynamic PCC is deployed, the procedure given in Figure 5.5.3.1-1 is used by the PCRF to provision rules to the  Trusted non-3GPP IP access  and for the Trusted non-3GPP IP access to enforce the policy  by controlling the resources and configuration in the trusted non-3GPP access. The access specific procedure executed in the trusted non-3GPP access is not within the scope of this specification. 



[image: image2]
Figure 5.5.3.1-1: Network intiated dynamic policy control procedure in Trusted Non-3GPP IP Access for S2a.
Both the roaming and non-roaming scenarios are depicted in the Figure 5.5.3.1-1. In the roaming case, the vPCRF acts as an intermediary, sending the QoS Policy Rules Provision made by the hPCRF. The vPCRF receives the Acknowledgment from the Serving GW and forwards it to the hPCRF. There is no vPCRF in the non-roaming case. In case that the Trusted non-3GPP access is controlled by the same operator as the home network, there is no need for a vPCRF. 






If dynamic policy provision is not deployed, the steps shown in the figure are not taken.  Instead, a configured static policy may be applied.
1.
The PCRF in the home PLMN (the hPCRF) sends a Policy and Charging Rules Provision to the PDN GW.

2.
The PDN GW responds to the PCRF with the result of the rules provisioning received in step 1. The Ack message indicates whether the PDN GW will be able to enforce the rules provisioned.

3.
The hPCRF sends a Gateway Control and QoS Policy Rules Provision message to the Trusted Non-3GPP IP Access. The Trusted Non-3GPP IP Access must have a previously established IP CAN Session established with the PCRF in the HPLMN. The message must clearly identify the session, (e.g. through the NAI).

4.
The Trusted Non-3GPP IP Access will enforce the rules provisioned to it, and establish all necessary resources and configuration in the non-3GPP access system, for eg. initiate a dedicated bearer activation, modification  or deactivation, if supported. The details of this step are out of the scope of this specification.

5.
The Trusted Non-3GPP IP Access  will respond to the PCRF  with a Gateway Control and QoS Policy Provision Acknowledgement message indicating its ability to enforce the rules provisioned to it in step 3.
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