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Abstract of the contribution: Functions of ePDG are detailed. In particular, it is stated which functions of PDG are not supported on ePDG.  
1. Introduction
The functions allocated to ePDG have not been detailed so far in [1], even though some proposals have been made [2]. It is understood that ePDG is largely similar to PDG, but a clear specification is still outstanding.

2. Proposal

The following changes to TS 23.402 are proposed:

Start of First Change 

4.4.4 ePDG

The functionality of ePDG includes the following:

· Functionality defined for the PDG in TS 23.234 for the allocation of a remote IP address: 
· An IP address local to the ePDG, which can be used as CoA for S2c.
· An IP address specific to a PDN when S2b is used
· Routing of packets from/to PDN GW (and from/to Serving GW if it is used as local anchor in VPLMN) to/from UE 

· De-capsulation/Encapsulation of packets for IPSec and PMIP tunnels (the latter only if network based mobility (S2b) is used);
· 
-
Mobile Access Gateway (MAG) according to [8] if network based mobility (S2b) is used

· Tunnel -authentication and authorization (termination of IKEv2 signaling and relay via AAA messages)

· Local mobility anchor within untrusted non-3GPP access networks using MOBIKE (if needed) 

· Lawful Interception




· 
· 
· 
· 
End of First Change 
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