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Abstract of the contribution: It is proposed to refine the 402 architecture based on the understanding that the serving GW may not need to enforce the PEP function in some cases.
Introduction

In the last Helsinki meeting, a great progress on QoS/PCC issue of the 402 architecture has been achieved. The finally approved solution is based on a concept of so-called “off-path” signalling. The architecture and the function requirement to the relevant function entities and reference points have also been updated & detailed as well.

However, the architecture in case of serving GW as a roaming anchor seems a little complicated because of the multiple S7(-like) legs which could be proved unnecessary in some cases.
Discussion

The current roaming architecture using S8a/b, S2a, S2b (Chained S8a/b + S2a/S2b) in case of home routed scenarios is shown as below:


[image: image1]
In the above figure, how the S-GW behaves in case of non-3GPP accesses is still unclear. The S-GW behaviour should be different from that in 3GPP case. This is because another S7a(or S7b) has already been there which could make some kind of function duplication.

It is proposed the following functions to be enforced by the SGW additionally in 402 (abstracted from TS23.402v1.3.0):

- A local non-3GPP anchor for the case of roaming when the non-3GPP IP accesses connected to the VPLMN. 

- Event reporting (change of RAT, etc.) to the PCRF.

- Uplink and downlink bearer binding towards 3GPP access as defined in TS 23.203 [19].

- Uplink bearer binding verification with packet dropping of “misbehaving UL traffic”.  
- QCI level accounting in case of roaming.
For the 1st bullet, there is no direct relevance to S7c leg for this function.

For the 2nd and 5th bullet, the trusted non-3GPP access (or ePDG in the un-trusted non-3GPP accesses) would also be able to enforce it because it has to implement these functions when there is a direct inter-operator S2a(or S2b) connection for the non-3GPP home routed roaming case.

For the 3rd and 4th bullets, the trusted non-3GPP access will be the node to be bearer-aware instead of S-GW if the trusted non-3GPP access has the concept of “bearer”. This is because that there is only a “bearer-less” PMIP based S2a reference point between the trusted non-3GPP access and the S-GW. If bearer binding is needed, the trusted non-3GPP access shall be the one to enforce it which is similar to S-GW for 3GPP accesses.

So for the roaming case of non-3GPP accesses, it seems that most of the functions enforced by S-GW could also be performed by the trusted non-3GPP access (or ePDG). That is, the S7c leg is not needed at all in these cases to avoid function duplication and additional delay. 

However, S-GW may still need to implement these functions when the trusted non-3GPP access is not controlled by the same operator as the visited PLMN.

Based on the above analysis, the following principles are proposed:

· S7c is not required when the S-GW acts as a roaming anchor for ePDG;

· S7c is not required when the VPLMN has a direct control towards the trusted non-3GPP access;
Proposal

If it is agreed, we would like to propose the following update on the 402 architecture based on the principles achieved.

------------------------------------------------------1st change------------------------------------------------------

4.2.3
Roaming Architectures for EPS

[image: image2]
Figure 4.2.3-2: Roaming Architecture for EPS using S8a/b, S2a, S2b (Chained S8a/b + S2a/S2b) - Home Routed

** Chained S2a/S2b and S8a/b used when VPLMN has business relationship with Non-3GPP Networks and S-GW in VPLMN includes local non-3GPP Anchor

The following are some considerations for the interfaces in this architecture:

-
S7c is used only in the case of S8b.

-
S7c is not required for Trusted Non-3GPP IP Access if the serving GW and the trusted non-3GPP access are in the control of the same operator; S7a is used instead to signal the QoS policy and event reporting.
Editor's Note: QoS policy may be required by the Serving GW for enforcing admission control to S8b as part of implementing GRX Roaming service level agreements.  It is FFS whether or how S7c to the Serving GW in the case of Trusted and Untrusted Non-3GPP IP Access could be employed for this purpose.
-
S9/S7a is used when the Trusted non-3GPP Access network is owned by the same operator.

-
S9/S9 (Chained) is used instead of S9/S7a to the Trusted non-3GPP Access network not owned by the HPLMN or VPLMN Operator.

-
S7a or S9 are terminated in the Trusted non-3GPP Accesses, if supported.
------------------------------------------------------1st change------------------------------------------------------
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