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1
Introduction
The “S1-flex” concept has been introduced into SAE/LTE. 

One of the reasons for this is to ensure that Core network resource can be used more efficiently than would be the case if, say, a given number of eNodeBs were statically allocated to just one MME.

In order for this efficiency to be achieved, it is necessary for there to be some mechanism that achieves load balancing between the MMEs.

This paper briefly describes the issue; proposes some changes to 23.401; and suggests that the details shall be further progressed by RAN 3.

2
Discussion

The existing Iu-flex concept relies on two primary mechanisms for achieving load balance:

a) allocation of “new entrants to the pool” according to some unspecified algorithm in the RNC/BSC.

b) (ab)use of the NAS signalling from an ‘overloaded’ SGSN/MSC to the UE to cause the UE to perform a new NAS procedure that cause the RAN to select a new CN node.

Owing to the likely large size of pool areas, mechanism (a) is relatively slow in re-distributing load. Currently mechanism (a) relies on manual O+M intervention on the RAN node. With a small number of RNCs (from a single vendor) this can be managed. However with a large number of eNodeBs from a (albeit smaller) number of different vendors, this is much more challenging and new mechanisms should be investigated.

One possibility is that the MMEs regularly report their load to the eNodeBs. This has various complexities, e.g. that “new entrants” who arrive during a quiet period of the day need to be accurately allocated so that the busy hour MME load is balanced. 

Other mechanisms may also exist.

Mechanism (b) generally involves disrupting the mobile’s data path (and IMS registration state) and so is currently only used in more severe operational cases (e.g. when an SGSN needs to be totally removed from service).

3
Proposals

a) it is proposed that SAE/LTE should support mechanisms for automatically distributing load accurately.

b) that the following updates are made to 23.401

c) that SA 2 request RAN 3 to investigate solutions for this issue. If RAN 3 do not wish to do this, then it is suggested that this task remains within SA2 (noting that SA2 developed TS 23.236).

************************* start of changes ***************************
4.3
High Level Functions

<This section explains the high level functions (eg charging, encryption) used in EPS>

4.3.1
General

The following list gives the logical functions performed within this system. Several functional groupings (meta functions) are defined and each encompasses a number of individual functions:

-
Network Access Control Functions.

-
Packet Routeing and Transfer Functions.

-
Mobility Management Functions.

-
Radio Resource Management Functions.

-
Network Management Functions.

4.3.2
Network access control functions

4.3.2.1
General

Network access is the means by which a user is connected to the evolved packet core system. 

4.3.2.2
Network/Access network selection

It is the means by which a UE selects a PLMN/Access network from which to gain IP connectivity. The network/access network selection procedure varies for different access technologies.  For 3GPP access networks, the network selection principles are described in 3GPP TS 23.122 [10]. For 3GPP access networks, the access network selection procedures are described in 3GPP TS 36.300 [5], 3GPP TS 43.022 [11] and 3GPP TS 25.304 [12]. 

Architectural impacts stemming from support for network/access network selection procedures for non-3GPP access and between 3GPP access and non-3GPP accesses are described in 3GPP TS 23.402 [2].

4.3.2.3
Authentication and Authorisation Function

This function performs the identification and authentication of the service requester, and the validation of the service request type to ensure that the user is authorised to use the particular network services. The authentication function is performed in association with the Mobility Management functions.

4.3.2.4
Admission Control Function

<Text needs to be provided>
4.3.2.5
Policy and Charging Enforcement Function

This includes all the functionality of PCEF as defined by 3GPP TS 23.203 [6]. The PCEF encompasses service data flow detection, policy enforcement and flow based charging functionalities as defined in 3GPP TS 23.203 [6].

4.3.2.6
Lawful Interception

<Text needs to be provided>
4.3.3
Packet routeing and transfer functions

4.3.3.1
General

A route is an ordered list of nodes used for the transfer of packets within and between the PLMN(s). Each route consists of the originating node, zero or more relay nodes and the destination node. Routeing is the process of determining and using, in accordance with a set of rules, the route for transmission of a message within and between the PLMN(s).

The EPS is an IP network and uses the standard routeing and transport mechanism of underlying IP network.

Editor's note:
The above text does not appear to be relevant to a functional description. 

4.3.3.2
IP Header Compression function

The compression function optimises use of radio capacity by IP header compression mechanisms. 

4.3.3.3
Ciphering function

The ciphering function preserves the confidentiality of user data and signalling across the radio channels.

4.3.3.4
Integrity Protection function

<Text needs to be provided>
4.3.3.5
Packet Screening Function

The packet screening function provides the network with the capability to check that the UE is using the exact IPv4-Address/IPv6-Prefix/Full-IPv6-Address that was assigned to the UE.

4.3.4
Mobility Management Functions

4.3.4.1
General

The mobility management functions are used to keep track of the current location of a UE.

4.3.4.2
Tracking and Reachability Management for UE in EMM-IDLE state
<Text needs to be provided>
4.3.4.3
Inter-eNodeB Mobility Anchor Function

<Text needs to be provided>
4.3.4.4
Inter-3GPP Mobility Anchor Function

<Text needs to be provided>
4.3.4.5
Idle mode Signalling Reduction Function

The Idle mode Signalling Reduction function provides a mechanism to limit signalling during inter-RAT cell-reselection in idle mode (EMM-IDLE, PMM-IDLE, GPRS STANDBY states).
4.3.5
Radio Resource Management functions

Radio resource management functions are concerned with the allocation and maintenance of radio communication paths, and are performed by the radio access network. Refer to 3GPP TS 36.300 [5] for further information on E-UTRAN.

4.3.6
Network management functions
4.3.6.1
General
Network management functions provide mechanisms to support O&M functions related to the Evolved System.

The Network management architecture and functions for the evolved packet core system are described in 3GPP TS ss.xyz[qq]
4.3.6.2
Load Balancing Between MMEs
The MME Load Balancing functionality permits UEs that are entering into an MME Pool Area to be directed to an appropriate MME in a manner that achieves load balancing between MMEs.

The MME Load Re-balancing functionality permits UEs that are registered on an MME (within an MME Pool Area) to be moved to another MME.

Note: 
An example use for the MME Load Re-balancing function is for the O+M related removal of one MME from an MME Pool Area.
Editors note: details of these functions need to be added.
4.3.7
Selection functions

4.3.7.1
PDN GW Selection Function (3GPP accesses)

The PDN GW selection function allocates a PDN GW that shall provide the PDN connectivity for the for 3GPP access. The selection uses subscriber information provided by the HSS and possibly additional criteria. The HSS provides: 

-
an IP address of a PDN GW and an APN, or

-
an APN and an indication whether the allocation of a PDN GW from the visited PLMN is allowed or a PDN GW from the home PLMN shall be allocated. 

Editor's note:
It is FFS what additional criteria beyond the subscriber information can be used for PDN GW selection.

Editor's note:
It is FFS whether the UE can provide additional input information (e.g. the desired APN) for the PDN GW selection function.

If the HSS provides an IP address of a PDN GW, no further PDN GW selection functionality is performed. Note that the provision of an IP address of a PDN GW as part of the subscriber information allows also for a PDN GW allocation by HSS.

If the HSS provides an APN of a PDN GW and the subscription allows for allocation of a PDN GW from the visited PLMN, the PDN GW selection function derives a PDN GW address from the visited PLMN. If a visited PDN GW address cannot be derived, or if the subscription does not allow for allocation of a PDN GW from the visited PLMN, then the APN is used to derive a PDN GW address from the HPLMN. The PDN GW address is derived from the APN and additional information by using the Domain Name Service function as specified in Annex A of 3GPP TS 23.060 [7]. If the Domain Name Service function provides a list of PDN GW addresses, one PDN GW address is selected from this list. If the selected PDN GW cannot be used, e.g. due to an error, then another PDN GW is selected from the list.

If the UE provides an APN this APN is used to derive a PDN GW address like specified for an HSS provided APN if the subscription allows for this APN.

During attach an IP address of the assigned PDN GW may be provided to the UE for use with host based mobility as defined in 3GPP TS 23.402 [2].

Editor's note:
It is FFS whether host-based mobility requires additional information and/or mechanisms.

4.3.7.2
Serving GW Selection Function

The Serving GW selection function selects an available Serving GW for serving a UE. The selection bases on network topology, i.e. the selected Serving GW serves the UE's location and in case of overlapping Serving GW service areas, the selection may prefer Serving GWs with service areas that reduce the probability of changing the Serving GW. Other criteria for Serving GW selection should include load balancing between Serving GWs.

If a subscriber of a GTP only network roams into a PMIP network, the PDN GWs selected for local breakout support the PMIP protocol, while PDN GWs for home routed traffic use GTP. This means the Serving GW selected for such subscribers may need to support both GTP and PMIP, so that it is possible to set up both Local breakout and Home routed sessions for these subscribers. 
Editor's note:  In case Serving GW supports both GTP and PMIP, it is FFS if MME indicates to Serving GW which protocol to use for establishment of the S5/S8 connection with a certain PDN GW
If a subscriber of a GTP only network roams into a PMIP network, the PDN GWs selected for local breakout may support GTP or the subscriber may not be allowed to use PDN GWs of the visited network. In both cases a GTP only based Serving GW may be selected. These cases are considered as roaming between GTP based operators.

If combined Serving and PDN GWs are configured in the network the Serving GW Selection Function preferably derives a Serving GW that is also a PDN GW for the UE.

The Domain Name Service function may be used to resolve a DNS string into a list of possible Serving GW addresses which serve the UE’s location. The details of the selection are implementation specific. 

Editor's note: In case of handover from non-3GPP accesses in roaming scenario, the serving GW selection function for local anchoring is described in 3GPP TS 23.402.

4.3.7.3
MME Selection Function

The MME selection function selects an available MME for serving a UE. The selection bases on network topology, i.e. the selected MME serves the UE’s location and in case of overlapping MME service areas, the selection may prefer MMEs with service areas that reduce the probability of changing the MME. Other criteria for MME selection should include load balancing between MMEs.

4.3.7.4
SGSN Selection Function

The SGSN selection function selects an available SGSN for serving a UE. The selection bases on network topology, i.e. the selected SGSN serves the UE's location and in case of overlapping SGSN service areas, the selection may prefer SGSNs with service areas that reduce the probability of changing the SGSN. Other criteria for SGSN selection may be load balancing between SGSNs.
4.3.7.5
Selection of PCRF

The PDN-GW and AF may be served by one or more PCRF nodes in the HPLMN and, in roaming with local breakout scenarios, one or more PCRF nodes in the VPLMN.
All PCRF nodes in a PLMN belong to one or more Diameter realms. All PCRF nodes in a Diameter realm are equivalent. Initial selection of PCRF in a PLMN to handle PCC sessions for a UE is based on standard Diameter routing RFC 3588 [31], i.e. based on UE-NAI domain part. 
Editor's Note: It is FFS if other parameters in addition to UE-NAI are required for initial selection of PCRF.

Editor's Note: It is FFS if subsequent selection of PCRF for the UE by a different network element for the same IP-CAN session is based on the same procedure as the initial selection using the same /subset of UE IP-CAN related information or if this requires the selected PCRF's host-name to be stored and forwarded to the network element.

Editor's note: It is FFS if selection of PCRF by AF can be performed as specified in 3GPP TS 23.203 [6] or if extensions are needed. 
4.3.8
Domain Name Service Function

The Domain Name Service function resolves logical PDN GW names to PDN GW addresses. This function is standard Internet functionality according to RFC 1034 [17], which allows resolution of any name to an IP address (or addresses) for PDN GWs and other nodes within the EPS.
***************** end of changes ***************** 
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