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Abstract of the contribution: It presents to discuss the issue that whether there is any impact on S11/S4 interface in case of the Serving GW supporting both PMIP and GTP.
1. Introduction 
In last SA2 meeting, the agreement has been achieved that the Serving GW selected should support both PMIP and GTP to set up both Local breakout and Home routed sessions for a subscriber of a GTP only network roams into a PMIP network.
In this contribution, it aims to discuss whether such a Serving GW needs to be indicated by MME/SGSN to use which protocol for establishment the S5/S8 connection with a certain PDN GW or not.
2 Discussion

The logical structure of a Serving GW supporting both GTP and PMIP is illustrated as Figure1:
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Figure 1 Logical structure of a Serving GW supporting both GTP and PMIP
There are two ways for the dual-protocol Serving GW to distinguish to use which protocol for establishment the connection with the PDN GW: 

· Method 1: The MME/SGSN indicating the Serving GW:
As we known, the MME/SGSN is responsible for Serving GW selection. So, when the MME/SGSN makes decision to select certain kind of a Serving GW (i.e. PMIP only, GTP only or dual-protocol.), it also knows which protocol should be used over S5/S8 interface.
Therefore, the MME/SGSN can transfer a corresponding indication to the selected Serving GW to inform the correct protocol should be used over S5/S8 interface. (Such an indication may be only necessary for a dual-protocol Serving GW.)
· Method 2: The Serving GW making decision by itself:

For a dual-protocol Serving GW to make decision on this issue, the key information the Serving GW should know is the PLMN this PDN GW belongs to is GTP-based or PMIP-based. From the information carried in the current “Create Default Bearer/PDP Context Request” message over S11/S4 interface, it seems insufficient for the Serving GW to make decision. 
So, the only way for the dual-protocol Serving GW making decision is to pre-configure the mapping relationship of the protocol supporting characteristics for each PLMN (i.e. each PLMN the PDN GW belongs to is GTP-based, PMIP-based, or both).
Actually, we will find such key information is also necessary for the MME/SGSN when MME/SGSN performing Serving GW selection. MME/SGSN can obtain it from two ways: one is pre-configured on the MME/SGSN; the other is assuming this information can be a part of the subscriber profile obtained from HSS. 
We think the Method 1 is preferred according to the reasons below:

1. The network should try to prevent pre-configuration information on the network entities. 

The pre-configuration data may be complex when the multiple roaming partners are involved and the maintenance work will be huge in case of the network updating. For example, PDN GWs in some other GTP-based only PLMNs are updated to support PMIP in the future and the corresponding configuration data should also be update on the each dual-protocol Serving GWs.
2. The network should try to prevent the repeated decision making on the same issue in different network entities.
Since it is MME/SGSN to make decision on which kind of Serving GW should be selected, it is natural for MME/SGSN to know which protocol should be used over S5/S8 interface. Thus, it seems unnecessary for the Serving GW to determine on this issue again. Moreover, in case of network updating, only MME/SGSN should adjust the Serving GW selection criteria and make corresponding indication on the protocol used over S5/S8 interface for establishment the connection with a certain PDN GW, which has no impact on the Serving GW.
3. The network should try to prevent the user plane node involving in the issues related to the control plane. 

The Serving GW is one node in user plane responsible for establishing use plane connection. Which protocol should be used over S5/S8 is a matter of control plane. Since the MME/SGSN know the Serving GW capability, it is more suitable for the MME/SGSN making decision on the protocol choosing over S5/S8 at the same time of MME/SGSN performing Serving GW selection.
3 Conclusion

Based on the analysis above, it is preferred to use MME/SGSN indicating the selected dual-protocol Serving GW to use which protocol for establishment the connection with a certain PDN GW over S5/S8 interface as a general principle. 
4 Proposal

It is proposed to adopt the following changes in section 4.3.7.2 in TS 23.401v130 and Annex G.1 in TS23.402v140.
Start of the first Change

4.3.7.2
Serving GW Selection Function

The Serving GW selection function selects an available Serving GW for serving a UE. The selection bases on network topology, i.e. the selected Serving GW serves the UE's location and in case of overlapping Serving GW service areas, the selection may prefer Serving GWs with service areas that reduce the probability of changing the Serving GW. Other criteria for Serving GW selection may be load balancing between Serving GWs.

If a subscriber of a GTP only network roams into a PMIP network, the PDN GWs selected for local breakout support the PMIP protocol, while PDN GWs for home routed traffic use GTP. This means the Serving GW selected for such subscribers may need to support both GTP and PMIP, so that it is possible to set up both Local breakout and Home routed sessions for these subscribers. In case of the Serving GW supporting GTP and PMIP, the MME/SGSN should indicate the Serving GW to use which protocol for establishment the connection with the certain PDN GW.
Editor’s Note: It is FFS to adopt explicit or implicit indication form the MME/SGSN to the Serving GW in the above case.
If a subscriber of a GTP only network roams into a PMIP network, the PDN GWs selected for local breakout may support GTP or the subscriber may not be allowed to use PDN GWs of the visited network. In both cases a GTP only based Serving GW may be selected. These cases are considered as roaming between GTP based operators.

If combined Serving and PDN GWs are configured in the network the Serving GW Selection Function preferably derives a Serving GW that is also a PDN GW for the UE.

The Domain Name Service function may be used to resolve a DNS string into a list of possible Serving GW addresses which serve the UE’s location. The details of the selection are implementation specific. 

Editor's note: In case of handover from non-3GPP accesses in roaming scenario, the serving GW selection function for local anchoring is described in 3GPP TS 23.402.
End of the first Change
Start of the second Change

G.1
Direct peering scenario

The “direct peering” scenario consists in having one of the two roaming partners provide support for both variants of roaming flavour (e.g. a PMIP operator would support GTP-based roaming interface towards a GTP-only roaming partner, or vice versa) in order to make roaming possible.

The support for such roaming flavour can be provided either on the same GW node or on different GW nodes. Upon establishment of connectivity for a specific roaming UE, the Visited network chooses a GTP-based or a PMIP-based S8 interface (on the same GW node or on different GW nodes, note that for a single user only a single Serving GW is allocated when connecting to EPC), depending on the preferences of the roaming partner that owns the subscriber.


[image: image2]
Figure G.1-1: Direct peering examples: a) PMIP-based VPLMN to GTP-based HPLMN; b) GTP-based VPLMN to PMIP-based HPLMN

Depicted in Figure G.1-1 (a) is an example of “direct peering” interworking between a GTP-based HPLMN and a PMIP-based VPLMN. When roamers whose subscription is owned by the GTP-based operator attach to the EPS network of the PMIP-based operator, they are assigned a GTP-capable GW acting in the role of SGW. The SGW selection is carried out by MME or SGSN based on the subscriber’s HPLMN. In case of the Serving GW supporting GTP and PMIP, the MME/SGSN should indicate the Serving GW to use which protocol for establishment the connection with the certain PDN GW.
Editor’s Note: It is FFS to adopt explicit or implicit indication form the MME/SGSN to the Serving GW in the above case.
Depicted in Figure G.1-1 (b) is an example of “direct peering” interworking between a PMIP-based HPLMN and a GTP-based VPLMN. When roamers whose subscription is owned by the PMIP-based operator attach to the EPS network of the GTP-based operator, they are assigned a GTP-capable SGW. The information provided by the PMIP-based HPLMN for the PGW selection function must take into account that the Visited network is GTP-only, in order to return either the IP address (or an APN that can be resolved to an IP address according to the PDN GW resolution mechanism) that points to a GTP-capable PDN GW.

Figure G.1-2 depicts the scenario in which a UE from a GTP-based network roams in a PMIP-based network, local breakout is used, and home-routed bearers are also possible. As with the home-routed case, the MME or SGSN in the PMIP-based VPLMN selects a GTP-capable Serving GW, but it selects a PMIP capable PDN GW. This allows the local breakout bearer and any associated home-routed bearer for the user (e.g. the default bearer) to be served by the same Serving GW. Support of S9 may not be required in all local breakout scenarios.


[image: image3]
Figure G.1-2: Direct peering example: Local Breakout, UE from GTP HPLMN Roaming in PMIP VPLMN

Figure G.1-3 depicts the scenario in which a UE from a PMIP-based network roams into a GTP-based network and local breakout is used. As with the home-routed case, the MME/SGSN in the GTP-based VPLMN selects a GTP-capable Serving GW and the PDN GW selection function selects a GTP-capable PDN GW.  This allows the local breakout bearer and any associated home-routed bearer for the user (e.g., the default bearer) to be served by the same Serving GW. Support of S9 may not be required in all local breakout scenarios.
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Figure G.1-3: Direct peering example: Local Breakout, UE from PMIP HPLMN Roaming in GTP VPLMN

End of the second Change
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