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Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].
<defined term>: <definition>.

example: text used to clarify abstract rules by applying them literally.

3.2
Symbols

For the purposes of the present document, the following symbols apply:

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].
<ACRONYM>
<Explanation>

4
Requirements 
4.1       Overall requirements

Editor’s Note: This section will describe the overall requirements for CS Domain Services over evolved PS access.
· The set of CS domain voice, supplementary and value-adding services and business principles (e.g. for roaming and interconnect) shall be made available over the evolved PS access.

· The user experience for voice calls when changing between evolved PS and legacy CS accesses shall be comparable to that of CS handover.
· It shall be possible to combine CS and IP Multimedia Subsystem (IMS) services as specified in TS 23.279 [2] when they are both accessed over evolved PS access.
4.2       Architectural requirements

Editor’s Note: This section will describe the architectural requirements for CS Domain Services over evolved PS access. These requirements will be used as selection criteria for the solutions.
It shall be possible to access CS domain voice service over evolved PS access, i.e. EPS.

· Impact on the CS domain shall be minimized.

· Impact on GERAN, UTRAN and E-UTRAN should be avoided.

· Cost-affecting upgrades to the legacy CS radio access (e.g. DTM, PS HO, VoIP) should be avoided.

5
Architecture Alternatives

Editor’s Note: This section will describe and evaluate detailed reference architectures, including network elements, interfaces and reference points, suitable to provide CS Domain Services over evolved PS access.
5.1
Alternative 1 – Evolved MSC
5.1.1

Reference architecture
5.1.1.1 Non-roaming architecture

In this alternative, the operator chooses to reuse the MSC Server that will control establishment of voice calls and handling of SMS under E-UTRAN coverage. This evolution of the MSC Server is referred as the eMSC (Evolved MSC). From the EPS point of view, the eMSC is perceived as an Application Server. Thus the functionality of Z1 interface can be compared to that of Gm reference point.
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Figure 5.1.1.1-1: Non-roaming architecture
5.1.1.2 Roaming architecture

If the Visited PLMN supports “CS domain services over evolved PS access”, the Local Breakout option shall apply for roaming architecture. To allow limiting local breakout in roaming to CSoPS service it shall be possible to have a separate APN for CSoPS.

[image: image2.emf]UE

BTS/ 

BSC

NodeB

/RNC

eNodeB

S-GW/

PDN-GW

eMSC/

VLR

SGi

MSC/

VLR

A

Iu

E Nc G

HSS

D

D

Z1

HPLMN

VPLMN

PCRF Rx+

S7

MME

Z2


Figure 5.1.1.2-1: Roaming architecture with Local Breakout

If the Visited PLMN does not support “CS domain services over evolved PS access”, the Home Routed option shall apply for roaming architecture.
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Figure 5.1.1.2-2: Roaming architecture with Home Routed traffic

5.1.1.3 Required functionality in network elements

eMSC

Contains full MSC-S and VLR functionality with following additions:
· CS domain registration for UE using secure and reliable IP transport

· Call and SMS control for UE using secure and reliable IP transport (replacing use of Mc for channel assignment with Rx+ using PCC for bearer establishment)

· Handover preparation and execution

· Handover signalling

Note: Connections between eMSC and EPC elements will be secured with standard IP mechanisms; the eMSC needs to allow secured connectivity with many PDN GW and MME, depending on operator configuration.

MME

Additional to Rel-8 standard behaviour:

· Handover signalling exchange with the eMSC for preparation and execution
UE


Additional to Rel-8 standard behaviour:

· CS domain registration and call and SMS control signalling over EPS using secure and reliable IP transport
5.1.1.4 Reference points

Z1

Reference point between UE and eMSC
Z2

Reference point between MME and eMSC
5.1.1.5 Protocol Stacks
A possible protocol stack for control plane over Z1 is illustrated in figure 5.1.1.5-1. The decision about use of SCTP or another protocol can be left open for stage 3 discussions and decision.

[image: image4]
Figure 5.1.1.5-1: Protocol stack for control plane over Z1
The protocol stack for user plane over Z1 is illustrated in figure 5.1.1.5-2.

[image: image5]
Figure 5.1.1.5-2: Protocol stack for user plane over Z1
5.1.2

Procedures
5.1.2.1 Registration

After having attached to the EPS network, the UE shall register to the CS Domain to become available for CS Domain services.
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Figure 5.1.2.1-1: Registration procedure

1) The UE registers to the network according to the Attach procedure as specified in TS 23.401 [3].
2) The UE discovers to which eMSC it has to register as described in §5.1.2.4.
3) The UE registers itself with the eMSC similar to the CS location update procedure (as specified in TS 23.012 [4]). How the UE determines the LAC is a stage 3 issue, possible mechanisms could be using the lower bytes of the eMSCs IP-address or sending a location update cause ‘EPS’, and using TAC instead of LAC. The eMSC obtains the user profile from the HSS (“insert subscriber data”), executes security procedures and establishes a security association regarding sender identification with the UE. The UE is now “CS over PS” attached, and its IP address, allocated by the EPC, is known to the eMSC.
Note: The eMSC will, according to operator policy, allow an emergency registration with an IMEI as UE identification, and subsequently not perform authentication procedure.


5.1.2.2 Location Update

The UE performs periodic location updates as specified in TS 23.012 [4].
Up to now no reason has been identified which would require changing eMSC when changing TA. If a change of LA at TA change is desired, the UE could in case of a TA change do an eMSC Discovery (see §5.1.2.3), and then, if a new eMSC has been assigned, do a location update to the new eMSC.
5.1.2.3 Deregistration

Before detaching from the EPS network, the UE shall deregister from the CS Domain to indicate unavailability for CS Domain services.
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Figure 5.1.2.2-1: Deregistration procedure

1) The UE deregisters itself from the eMSC similar to the Detach procedure (as specified in TS 23.012 [4]), and the security association is terminated.

2) The UE detaches from the network according to the Detach procedure as specified in TS 23.401 [3].
5.1.2.4 eMSC Discovery
The UE has a semi-static priority list saying which type of voice calls is preferred: IMS or “CS over PS”. Here, the priority list is as followed.
1st choice: “CS over PS” controlled voice call

2nd choice: IMS controlled voice call
If no list is available the UE uses IMS controlled voice call as default.
Editor’s Note: It is FFS how the semi-static priority list is controlled by the operator. Possible mechanisms are OTA as well as provisioning at EPS attachment to the UE by the MME according to the HSS profile.
After having attached to the EPS network, the UE shall discover to which eMSC it has to register.
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Figure 5.1.2.3-1: eMSC Discovery procedure
Note: The DHCP Query/Response may be omitted if the domain name is known by the UE.
1) UE sends a DHCP Query via the PDN GW to a DHCP Server, requesting the domain name of the eMSC and IP addresses of DNS Servers.
2) The DHCP Server sends the answer to the UE.
Note: It may require a multiple DHCP Query/Response message exchanges to retrieve the requested information.
3) The UE performs a DNS Query to retrieve a list of eMSC(s) IP addresses from which one is selected.
Note: If the response does not contain the IP addresses, an additional DNS Query is needed to resolve a Fully Qualified Domain Name (FQDN) to an IP address.
5.1.2.5 MO and MT Call Setup
5.1.2.6 
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Figure 5.1.2.4-1: Call Setup procedure
1) The call setup takes place as specified in TS 23.018 [6] (with the exception of CS channel allocation that is described in step 2) and is transported over reliable IP transport. Ciphering is not required. The signalling connection may use IPSec.

Note: Before an MT call setup procedure is initiated by the eMSC it will trigger a possibly needed PS paging by sending a ‘ping’-packet to the UE.

2) The eMSC initiates the EPC bearer for the voice stream according to ‘IP-CAN Session Modification; PCRF initiated’ procedure as specified in TS 23.203 [5].

3) The eMSC registers itself at the MME as ‚Handover-serving Node’ towards 2G and 3G for this bearer. The eMSC can obtain the serving MME for the UE from the HSS. A change of serving MME will be signalled from the MME to the eMSC.

5.1.2.7 MO and MT SMS
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Figure 5.1.2.5-1: SMS procedure
1) MO and MT SMS signalling takes place as specified in TS 23.040 [x]

5.1.2.8 HO from E-UTRAN to GSM/UMTS CS
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Figure 5.1.2.6-1: HO from E-UTRAN to GSM/UMTS CS procedure

A measurement report from the UE triggers the eNodeB to send a HO Required to the MME. As the eMSC is marked ‚Handover-serving Node’ for this bearer the MME forwards the HO Required to the eMSC.

Note: The handover of other established bearers besides the voice bearer for which the eMSC is ‚Handover-serving Node’ is handled by the MME according to the procedures for E-UTRAN to UMTS/GPRS Inter RAT handover as specified in TS 23.401 [3].

1) - 6) Upon receiving the HO Required from the MME the eMSC initiates a legacy inter-MSC handover to the MSC serving the received target cell.

Note: If the currently serving eMSC is also serving MSC of the target cell then no inter-MSC handover is needed and steps 2) - 4) are skipped.

7) The eMSC initiates the release of the EPC bearers, which is done according to ‘IP-CAN Session Modification; PCRF initiated’ procedure as specified in TS 23.203 [5].

5.1.2.9 HO from GSM/UMTS CS to E-UTRAN
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Figure 5.1.2.7-1: HO from GSM/UMTS CS to E-UTRAN procedure

1. A measurement report from the UE triggers the BSS or RNC to send a HO Required to the MSC-S.

As the target cell is an E-UTRAN cell, the MSC-S initiates an inter-MSC handover to the eMSC. This is shown in steps 2) - 7).
Note: If the currently serving MSC-S is also serving eMSC of the target cell then no inter-MSC handover is needed and steps 2), 4) and 5) are skipped.
2. The following preparations in the EPC are done:
· assignment of an IP address to the UE

· establishment of an EPC bearer for the voice stream
· optional establishment of default connectivity (this may happen after call release as well)
Editor’s Note: It is expected that procedures for PS handover from legacy RAT to LTE and for SR VCC PS->CS can be re-used/modified to accomplish the above. One way of solving the issues around IP address assignment and the establishment of default connectivity is to enable simultaneous PS attach in the 2G/3G access when the UE attaches to 2G/3G CS without being EPS attached.

3. - 7) Completion of the inter-MSC handover to the eMSC.

5.1.3

Co-existence with IMS based services

It is expected that there will be UEs supporting both, CS domain services over PS access as well as IMS based services.

Operators may offer voice services over CS domain as well as over IMS in their network. For one specific user voice services can be provided in the CS Domain or in IMS, or in both. This would be part of the user’s subscription information in the HSS, and operator controlled configured in the UE.

Concurrent access to CS Domain voice services and IMS non-voice services is possible. It is possible to combine CS and IP Multimedia Subsystem (IMS) services as specified in TS 23.279 [2] when they are both accessed over EPS. The UE decides based on the operator controlled configuration in the UE about the preferred domain for voice services when adding a voice call to an ongoing IMS session.

VCC (as specified in TS 23.206 [10]) and ICS (as studied in TR 23.892 [11]) architectures and the here proposed architecture for CS Domain services over evolved PS access are mutually exclusive but can co-exist in operators’ networks; it is not expected that any functionality can be shared or re-used.

SR VCC (as studied in TR 23.882 [12]) may have overlapping functionality, depending on the selected architecture. The currently identified possible overlapping functionality is identifying and marking of voice bearers in EPS so that a later radio handover triggers an inter-MSC HO.

Editor’s Note: It is FFS if this functionality will be specified in a way so that it can be shared between SR VCC and CS Domain services over evolved PS access.

5.1.4

Roaming aspects

5.1.4.1 eMSC support in the VPLMN
The Local Breakout option shall apply in this case. This is the preferred roaming architecture for “CS Domain services over evolved PS access”. It allows full re-use of CS domain roaming agreements and existing inter-operator accounting mechanisms (TAP records exchange) for CS Domain voice services over evolved PS access. In case of a handover between E-UTRAN and GSM/UMTS CS the user experience will be comparable to the one in non-roaming case as the handover is performed solely in the VPLMN, which optimizes the user plane routing.


5.1.4.2 No eMSC support in the VPLMN
The Home Routed option shall apply in this case. A roaming ‘CSoPS’ user can get access to his CS domain services by attaching to the visited E-UTRAN accessing home services, i.e. a PDN GW in the HPLMN. With this the user gets full voice service mobility within E-UTRAN coverage. A voice call handover between E-UTRAN and GSM/UMTS CS is only possible if the VPLMN supports Z2 and inter-operator CS handover.
In order to avoid complex roaming agreements and having to declare in the Home eMSC the GSM/UMTS cells (with their MSC) of the VPLMN which are neighbour across the E-UTRA coverage, the inter-PLMN handover procedure can use a DNS query to find the target (e)MSC.
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Figure 5.1.4.2-1: Inter-MSC HO with DNS Query
Note: The use of a DNS query to find the target (e)MSC implies limited impact on legacy MSC that will have to support this procedure. It has to be noted that this can also be used for generic inter-MSC handover.
Editor’s Note: Emergency calls would not be provided by the HPLMN via CS domain services over PS access, but could be made possible by using IMS emergency architecture in the VPLMN. Details are FFS.

5.1.5

Security aspects
The EPS provides IP connectivity with integrity protection and ciphering, and an authenticated sender IP address.

At time of registration most operators will require that the eMSC performs an Authentication Procedure to authenticate the (T)IMSI and create a secure binding with the sender IP address by verifying that it matches the IP address currently allocated to the user. A security association is established between UE and eMSC, to allow the UE to verify the sender identification of the eMSC.

The user-plane traffic shall be secured by standard IP security mechanisms.

5.1.6

Charging aspects

Charging shall be done in the MSC-S part of the eMSC, using the standardized CS Domain interfaces and functions as specified in TS 32.250 [7], TS 32.240 [8], TS 32.299 [9]. In case of loss of transmission on the allocated EPC bearer for the voice stream the eMSC will be triggered by the PCEF via Rx, and according to operator preference either stop charging, or terminate the call.

Charging in the EPS is done with the PCC architecture as specified in TS 23.203 [5]. It is expected that operators would zero-rate all signalling traffic to the eMSC, as well as the EPC bearers transporting the voice traffic.

A radio handover triggering a domain change has no impact on charging performed in the eMSC for an ongoing speech call, i.e. the Anchor MSC continues charging.

5.1.7

Legal requirements aspects

5.1.7.1 Emergency calls

It can be expected that the emergency call attachment procedures for EPS (including the SIM-less case) will be specified to enable IMS emergency calls, and that these procedures can be re-used for CS Domain services over PS access for attachment to the EPS. In the following it is assumed that the UE is already attached in EPS.

· For the non-roaming and roaming architecture with local break-out the UE performs an emergency call setup towards the eMSC as described in the ‘MO and MT Call Setup’ procedure, with the emergency call specifics, including the SIM-less case, as specified in TS 23.018 [6]. The eMSC will, according to operator policy, allow an emergency registration with an IMEI as UE identification, and subsequently not perform authentication procedure.

Editor’s Note: It is FSS how the eMSC gets the CellID for routing of the emergency call.

A radio handover triggering a domain change has no impact on an ongoing emergency call.
· For the roaming architecture with home-routed traffic (see Figure 5.1.1.2-2) emergency calls will not be provided by the HPLMN using CS domain services over evolved PS access architecture. Instead the UE would use IMS emergency services provided in the VPLMN.
5.1.7.2 Lawful interception

· For the non-roaming and roaming architecture with local break-out the lawful interception architecture and mechanisms specified for the CS domain are sufficient.

A radio handover triggering a domain change has no impact on lawful interception of an ongoing call.
· For the roaming architecture with home-routed traffic (see Figure 5.1.1.2-2) lawful interception needs further investigations, but would be done similar to IMS voice services with home-routed traffic.
5.1.8

Assessment


The ‘Evolved MSC’ alternative is a full solution according to the scope this study, i.e. it is fulfilling all identified overall and architectural requirements.
The main design-principles of this solution are:

· Minimization of impact on EPS entities: there is no impact on EUTRAN, and minor impact on MME, limited to an interaction needed for seamless service continuity of a voice call at radio HO between EUTRAN and legacy GERAN/UTRAN access.
· Maximal re-use of CS Domain mechanisms thus securing operators’ investments in legacy CS Domain and radio access equipment and services.
The ‘Evolved MSC’ alternative allows operators to offer legacy CS domain services fully leveraging the already deployed evolved access coverage, and should be understood as cost-efficient gap-filler until MTSI can be offered with sufficient VoIP-capable PS coverage.
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