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Abstract of the contribution:

This contributions addresses support for the MOBIKE protocol on the ePDG.  It recommends mandating the functionality on the ePDG.
1. Introduction

When the UE is attached to WLAN access networks, it sets up an IPsec tunnel to the ePDG to obtain access to 3GPP packet data network.  If the UE moves while attached to the WLAN access and its IP address changes, the IKEv2 security association and the related IPsec security associations need to be re-established.  This introduces a big delay during a handover, since IKEv2 exchange involves multiple round trips between the UE and the ePDG.  To avoid this, the MOBIKE protocol was added to the Wu interface between the UE and the ePDG.  The MOBIKE protocols allows the UE to continue using the existing IKEv2 and IPsec security associations while updating the security associations with the new local IP address of the UE.  It was left for further study if the MOBIKE functionality should be mandated on the ePDG.  It is likely that the UE does move and connect to different WLAN access networks, especially in a campus like environment.  The MOBIKE functionality would be crucial to allow for fast handovers in such scenarios.  Therefore the ePDG should be required to support the MOBIKE functionality.
2. Proposal

It is proposed to make the following changes to 23.402

Section 4.4.4
**** Start of 1st change ****

The functionality of ePDG includes the following functions:

· Mobility anchor for inter-WLAN handovers using MOBIKE
**** End of 1st change ****
Section 4.5.1
**** Start of 2nd change ****

-
Wu* interface is based on IKEv2 [9] and MOBIKE [18].


**** End of 2nd change ****
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