SA WG2 Temporary Document

Page 1
-


3GPP TSG SA WG2 Meeting #61
TD S2-074865
Ljubljana, Slovenia,

12 - 16 November 2007

Source:
Ericsson
Title:
Clarify the usefulness of the local care-of IP address when using S2C
Document for:
Approval
Agenda Item:
8.4.2
Work Item / Release:
SAE / Rel-8
Abstract of the contribution: This P-CR clarifies the usefulness of a local care-of IP address when using S2C, along with the consequence of mobility mode misalignment if the network only supports DSMIPv6.
1. Introduction

Related to the discussion about IP mobility mode selection, and IP address allocation principles, there is an unresolved question regarding the scope and usefulness of the local IP address the UE receives when S2C should be used.
2. Discussion

A non-3GPP access network may allocate a local IP address to a UE on attach (as opposed to establishing default PDN connectivity with PMIP), if it is known that the UE supports DSMIPv6 (as in 4.1.3.2 of 23.402), or the network is statically provisioned to only support DSMIPv6 (one possibility in 4.1.3.1 of 23.402).
In that case, the IP address, which is local to the access network, should be used as the care-of-address  for DSMIPv6 procedures. The local address may (or may not) also be useful for originating traffic to for example to the Internet. But the local IP address is not allocated by a PDN Gateway, and therefore does not represent the endpoint of an EPS IP connection, and thus is not useful (in itself) for access to any services in any PDN.

This limitation should be documented such that it is clear that an acces-network-local IP address cannot be used for MIP route optimization or local breakout in 3GPP Release 8.
Note one editorial change in 4.1.3.2 – two sentences are re-ordered to make the text flow more natural, and to allow the additional proposed sentence  to follow without unneccessary textual repetitions.
3. Proposal

Include the proposed changes in TS 23.402.

**** Start of 1st change ****
4.1.3.1
Static configuration of inter technology Mobility Mechanism

For networks deploying a single IP mobility management mechanism, the statically configured mobility mechanism can be access type and/or roaming agreement specific. The information about the mechanism to be used in such scenario is expected to be provisioned into the terminal (or the UICC) and the network. Session continuity between 3GPP and non-3GPP access types will not be provided in this case if there is a mismatch between what the UE expects and what the network supports. For example service continuity may not be possible if the user switches to a terminal supporting a different IP mobility management mechanism than provisioned in the network.
NOTE:
The mismatch case where the network only supports DSMIPv6 and the UE does not, leads to a situation where the UE receives a local IP address in the access network, but no PDN connectivity. This local IP address is intended for use as DSMIPv6 CoA only, and any other use is out of scope of this specification.

4.1.3.2
Networks supporting Multiple IP Mobility Mechanisms

IP Mobility management Selection (IPMS) consist of two components:

-
IP MM protocol selection between Network Based Mobility (NBM) and DSMIPv6

-
Decision on IP address preservation if NBM is selected

Upon initial attachment to a 3GPP access, no IPMS is necessary since connectivity to a PDN GW is always established with a network based mobility mechanism. 

Upon initial attachment to a non-3GPP access and upon handoff from 3GPP to non-3GPP access, IPMS is performed before an IP address is allocated and provided to the UE. 

The UE support for a specific IP Mobility Management protocol  and/or IP address preservation mechanism for inter-access mobility may be known by the network based on explicit indication from the UE.

Editor’s Note: It is FFS over which accesses and how we support the explicit indication form the UE. It is FFS if an implicit indication is also possible. 

Upon attachment to a non-3GPP access, if the access network (supporting at least PMIP6) is not aware of the UE capabilities and the home and access network’s policies allow the usage of PMIP6, then PMIP6 is used for establishing connectivity for the UE to the EPC. 

When a NBM mechanism is used for establishing connectivity in the target access upon inter-access mobility, IP address preservation for session continuity based on NBM may take place if the network is aware of the UE capability to support NBM for inter-access mobility. Such knowledge may be based on an explicit indication from the UE upon handoff that IP address preservation based on NBM management can be provided. 

IP address preservation for session continuity based on DSMIPv6 may take place if the network is aware of the UE capability to support DSMIPv6. Such knowledge may be based on an indication to the target non-3GPP access from the HSS/AAA (e.g. in case the UE performed S2c bootstrap before moving to the target non-3GPP access).
 In such a case, the access network provides the UE with a new IP address, local to the access network. From an EPS perspective, this IP address is only useful as a care-of address for DSMIPv6. 
Editor’s Note: If the UE supports IP address preservation for session continuity using both PMIP and DSMIPv6, it is FFS whether it is possible for the UE to indicate a preference to the network. 

The final decision on the mobility management mechanism is made by the HSS/AAA upon UE authentication in the non-3GPP access system (both at initial attachment and handoff), based on the information it has regarding the UE, local/home network capabilities and local/home network policies. 

NOTE:
The case of the UE initiating a new session on a second access while maintaining existing sessions on a first access is FFS and are not covered in these principles.

**** End of 1st change ****
�Switched this sentence with the next one to make a more logical text flow.
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