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Abstract of the contribution:

Changes to implement the IEs proposed in [S2-074833] are proposed here.

Proposal

Begin First Change: Modify TS 23.402, section 5.4.3.5

Figure 5.4.3.5-1: Initial E-UTRAN attach with PMIP based S5 or S8b
This procedure applies to the Non-Roaming (Figure 4.2.1-1), Roaming (Figure 4.2.1-2) and Local Breakout (Figure 4.2.3-4) cases.  For the Roaming and Local Breakout cases, the vPCRF forwards messages between the Serving GW and the hPCRF.  In the Local Breakout case, the vPCRF forwards messages between the PDN GW and the hPCRF.

The optional interaction steps between the gateways and the PCRF in the procedures in Figure 5.4.2.6-1 only occur if dynamic policy provisioning is deployed.  Otherwise policy may be statically configured with the gateway.

A.1)
The Serving GW sends a Gateway Control Session Termination (Session ID) to the PCRF to clean up after the active bearers that are no longer required.  The Session ID identifies the existing session, to be terminated.
A.2)
The PCRF sends an Acknowledge Gateway Control Session Termination(Result) message to the Serving GW indicating the result of the removal of the Gateway Control session.

A.3) 
The Serving GW sends a Proxy Binding Update(MN NAI, lifetime=0) message to the PDN GW.   The MN NAI identifies the UE.  The lifetime field indicates that the message is used to de-register the UE at the PDN-GW.

Editor's note:  How the Proxy Binding Update message is secured is FFS.

A.4)
The PDN GW deletes the IP CAN session associated with the UE and sends an Indication of IP CAN Session Termination(Session ID) message to the PCRF.  The Session ID identifies the existing session, to be terminated.
A.5)
The PCRF sends an Acknowledge IP CAN Session Termination(Result) message to the PDN GW indicating the result of the removal of the IP CAN session.

A.6)
The PDN GW responds to the Serving GW with the result of the deregistration with Proxy Binding Acknowledgement(MN NAI) message.
Steps between A.3 and B.1 are described in TS 23.401, Section 5.4.2.

Steps B.1 through B.6 are the same as Steps A.1 through A.6.

C.1)
The Serving GW sends a Proxy Binding Update(MN NAI, Lifetime, APN, IP Address Requested, PCO) to the PDN GW in order to establish the new registration.  The MN NAI identifies the UE for whom the message is being sent.  The Lifetime field must be set to a nonzero value in the case of a registration and a zero value in the case of a de-registration.  The APN may be necessary to differentiate the intended PDN from the other PDNs supported by the same PDN GW. The optional IP Addr Req is an optional parameter identifying the address previously assigned to the UE. This information may be sent by the MME to the S-GW in the Create default Bearer Request message preceding C.1, as the MME may know of a static IP address assignment from the subscriber data associated with the UE. The optional PCO parameter may contain protocol configuration options.
Editor's note:  How the Proxy Binding Update message is secured is FFS.

C.2)
The PDN GW sends an Indication of IP CAN Session Establishment (MN-NAI, APN,  IP CAN Type, IP address(es)) message to the PCRF.  The MN NAI is used to identify the subscriber.   The APN enables identification of the session along with the subscriber.  The IP CAN Type  Finally, the IP Address is used to establish policy rules.
Editor's Note: The details of this section may be more appropriately added to TS 23.203 than TS 23.402.
C.3)
The PCRF responds to the PDN GW with an Acknowledge of IP CAN Session Establishment(Result, Session ID, Rules) message.  This message includes an indication of the success of the operation or error information, a session identifier for use in further interaction between the PDN GW and the PCRF and the Policy and Charging rules provisioned to the PDN GW initially.
Editor's Note: The details of this section may be more appropriately added to TS 23.203 than TS 23.402.

C.4)
The PDN GW responds with a PMIP Binding Acknowledgement(IP Address(es), PCO) message to the Serving GW.  The IP Address included in the message results from IP address(es) allocation performed by the PDN GW, as described in section X.Y.  The optional PCO information element may contain protocol information elements, corresponding to the PCOs indicated in step C.1.
C.5)
The Serving GW sends a Gateway Control Session Establishment(MN NAI, APN, RAT Type, IP Address) message to the PCRF to obtain the rules required for the Serving GW.  The Serving GW sends information, including the UE’s NAI to identify the subscriber, the APN requested, to be used in hPCRF selection to locate the PCRF function with the corresponding IP CAN session established by the PDN GW, the RAT-type, and the IP Address of the UE.  These information elements are needed by the PCRF to determine PCC rules for the UE’s IP-CAN session established in step C.2 above.
Editor's Note: The details of this section may be more appropriately added to TS 23.203 than TS 23.402.
C.6)
The PCRF sends a PCC Decision Provision(Session ID, Rules) message to the PDN GW to update PCC rules based on information sent by the S-GW in the preceding step.

C.7)
The PDN GW responds to the PCRF with a PCC Decision Ack(Result) indicating whether it was successful deploying the PCC rules.

C.8)
The PCRF sends an Acknowledge Gateway Control Session Establishment(Result, Session ID, Rules) message to the Serving GW including QoS policy rules for the Serving GW to perform Bearer Binding and other functions described in Section 5.5.

Editor's Note:  PDN GW address and Serving GW address selection is as described in the clause "GW selection" in TS23.401

End First Change

No changes have been made below this point yet!

Begin Second Change: modify TS 23.402, section 5.5.2.1

Figure 5.5.2.1-1: Dedicated Bearer Activation Procedure, UE in Active Mode, Non-Roaming Case

If dynamic policy provision is not deployed, the steps shown in the figure are not taken. Instead, a configured static policy may be applied.

A.1.
The PCRF sends a PCC decision provision message to the PDN GW. If the PCC architecture is not present, the PDN GW may apply a local policy.

NOTE:
There is no EPS Bearer ID in the PDN GW.

A.2.
The PDN GW indicates to the PCRF whether the requested PCC could be enforced or not by sending a Provision Ack message.

A.3.
The hPCRF sends a QoS Policy Rules Provision message to the Serving GW. The Serving GW uses this QoS policy to assign the bearer QoS, i.e., it assigns the values to the bearer level QoS parameters (excluding AMBR); see clause 4.6.2 in 3GPP TS 23.401.

Steps between A.3 and B.1 are described in TS 23.401, Section 5.4.1.

B.1.
The Serving GW indicates to the PCRF whether the requested QoS Policy Rules Provision could be enforced or not by sending a QoS Policy Rules Acknowledgment message.

The procedure steps described above apply to both PMIP based S5 and S8, but there is one variation between the two. In Figure 5.5.2.1-2, dedicated bearer activation over PMIP based S8 is depicted.

End Second Change

Begin Third Change: modify TS 23.402, section 5.5.5.2

Figure 5.5.5.2-1: UE-initiated resource request with PMIP-based S5/S8

1. The Serving GW sends a “Gateway Control and QoS Policy Rules Request” message to the PCRF. In this message, the requested SDF QoS and the relevant TFT filters are provided to the PCRF. In the roaming case, PCC signalling is sent via a vPCRF in the vPLMN.

2. The PCRF makes a PCC decision as per the QoS policy request.

3. The PCRF sends a “Policy and Charging Rules Provision” message to the PDN GW.. 

4. The PDN GW indicates to the PCRF whether the requested PCC decision can be enforced or not by sending a Provision Ack message. 

5. The PCRF sends a “Gateway Control and QoS Policy Rules Reply” message to the Serving GW. The Serving GW enforces the received QoS policy with the relevant access specific procedure (e.g. Dedicated bearer activation or modification procedure). 

Steps after 5 are described in TS 23.401, Section 5.4.{1,2,3}.

End Third Change

Begin Fourth Change: modify TS 23.402, section 5.6.1.2.1.2

Figure 5.6.1.2.1.2-1: Trusted Non-3GPP IP Access to 3GPP Access Handover over PMIPv6 based S2a and using PMIPv6 based S5/S8

A.1)
The Serving GW sends an "Gateway Control and QoS Policy Rules Request" message to the PCRF(IP Address, other information contained is FFS) to obtain the rules required for the Serving GW to perform the bearer binding for all the active sessions the UE may establish as a result of the handover procedure. The figure applies to all supported scenarios:

-
In case of non-roaming this message is sent to the hPCRF in the HPLMN.  

-
In case of roaming this message is relayed through the vPCRF in the VPLMN to the hPCRF in the HPLMN.
Editor’s Note: The IP Address that the UE has had in the the trusted non-3GPP IP Access system should be known to the Serving GW at this stage. The mechanism that the IP Address will be known to the Serving GW is FFS.

Editor’s Note: Whether a mechanism for the discovery of the address of the PCRF in the VPLMN or the HPLMN from the entity in the Trusted non-3GPP IP Access performing the bearer binding is needed and what the mechanism is applied is FFS. The same mechanisms like the ones used to discover the PDN GW address might be applicable.

A.2)
The PCRF sends to the Serving GW an " Gateway Control and QoS Policy Rules Reply" message including QoS policy rules enabling the Serving GW to perform the bearer binding. The figure applies to all supported scenarios:

-
In case of non-roaming this message is sent to the hPCRF in the HPLMN.  

-
In case of roaming this message is relayed through the vPCRF in the VPLMN to the hPCRF in the HPLMN. 

 
If the updated PCC rules require establishment of dedicated bearer for the UE, the establishement of those bearers take place before step B1 It is FFS how the establishment of the default and dedicated bearers is synchronized.
NOTE:
PDN GW address a selection is as described in TS 23.401

Steps between A.2 and B.1 are described in Section 5.6.1.2.1.1.
B.1)The Serving GW sends a PMIPv6 Proxy Binding Update to the PDN GW.

Editor's Note:
How the Proxy Binding Update message is secured is FFS.

B.2)The PDN GW sends an “Modification of IP-CAN session” message to the PCRF (Information contained is FFS) to obtain the rules required for the PDN GW to function as the PCEF for all the active IP sessions the UE has established with new IP-CAN type. The figure applies to all supported scenarios:

-
In case of non-roaming this message is sent to the PCRF in the HPLMN. 

-
In case of roaming this message is relayed through the vPCRF in the VPLMN to the hPCRF in the HPLMN.

B.3)The PCRF sends to the PDN GW an “Acknowledge IP-CAN Session Modification” message including QoS policy and charging rules for the new IP-CAN type.  . The figure applies to all supported scenarios:

-
In case of non-roaming this message is sent to the hPCRF in the HPLMN.  

-
In case of roaming this message is relayed through the vPCRF in the VPLMN to the hPCRF in the HPLMN.

B.4)The PDN GW responds with a PMIPv6 Binding Ack to the Serving GW. The Serving GW acts as the MAG (in terms of PMIPv6).

Editor's Note:
The IP Address that the UE has had in the the trusted non-3GPP IP Access system should be known to the Serving GW at this stage. The mechanism that the IP Address will be known to the Serving GW is FFS.

Editor's Note:
Whether a mechanism for the discovery of the address of the hPCRF from the Serving Gateway performing the bearer binding is needed and what the mechanism is applied is FFS .The same mechanisms like the ones used to discover the PDN GW address might be applicable.

Editor's Note: The alignment of the handover procedure with the attach procedure over S2a is FFS.
End Fourth Change

Begin Fifth Change: modify TS 23.402, section 5.7.2

Figure 5.7.2.1-1: TAU with MME and Serving GW Relocation, PMIP S5/S8 variant

This procedure concerns both the non-roaming (S5) and roaming case (S8). In the roaming case, the vPCRF in the VPLMN forwards messages between the Serving GW and the hPCRF in the HPLMN.  In the case of Local Breakout, the vPCRF forwards messages sent between the PDN GW and the hPCRF as well.

The optional interaction steps between the gateways and the PCRF in the procedures in Figure 5.5.x.1-1 only occur if dynamic policy provisioning is deployed.  Otherwise policy may be statically configured with the gateway.

A.1
The Target Serving GW send the PCRF a Gateway Control and QoS Policy Rules Request in order to obtain policy rules. Otherwise, the Target Serving GW shall use preconfigured rules.

Editor’s Note: It is FFS how the Target Serving GW obtains the address of the PCRF that the Source Serving GW was using for that UE’s session.

A.2
 The PCRF sends an Gateway Control  and QoS Policy Rules Reply message to the Serving GW including QoS policy rules for the Serving GW. 

NOTE: 
The Target Serving GW preserves the Bearer Binding that has already been established by the Source Serving GW.  How this is achieved is FFS.

A.3
The new Serving GW performs a PMIPv6 Proxy Binding Update in order to re-establish the user plane as a result of the Serving GW relocation.

A.4
The PDN GW acknowledges the Binding Update by sending a Proxy Binding Ack message to the Serving GW.  A PMIP tunnel is established at this point between the PDN GW and the Serving GW.

Steps between A.4 and B.1 are described in TS 23.401, Section 5.3.3.1.

B.1

The old Serving GW sends a Gateway Control Session Termination(MN-NAI) to the PCRF to indicate that all bearer for the UE have been released at the S-GW.  In any case, the Serving GW ceases to perform Bearer Binding and associated policy controlled functions.

B.2

The PCRF sends an Acknowledge Gateway Control Session Termination message to the Serving GW indicating the result of the removal of the control session between the PCRF and the Serving GW.

End Fifth Change

Begin Sixth Change: modify TS 23.402, section 5.7.3

Figure 5.7.3-1: Transition between EUTRAN and UTRAN or GERAN, a TAU with PMIP-based S5/S8

This procedure concerns both the non-roaming (S5) and roaming case (S8). In the roaming case, the vPCRF in the VPLMN forwards messages between the Serving GW and the hPCRF in the HPLMN.  In the case of Local Breakout, the vPCRF forwards messages sent between the PDN GW and the hPCRF as well.

The optional interaction steps between the gateways and the PCRF in the procedures in Figure 5.7.3-1 only occur if dynamic policy provisioning is deployed.  Otherwise policy may be statically configured with the gateway.

A.1
The Serving GW informs the PCRF about the change of RAT type. The Serving Gateway sends a Gateway Control and QoS Policy Rules Request message(RAT Type) to the PCRF.  

A.2
The PCRF acknowledges the request in step A.1, and returns rules to be used by the Serving GW by sending an Gateway Control and QoS Policy Rules Reply acknowledgement message.

A.3
If the PCRF determines that the PCC rules at the PDN-GW need to be updated, the PCRF sends a Policy and Charging Rules Provision message to the PDN GW with the new PCC rules.

Editor's Note: It remains FFS how uplink signalling of change of RAT is performed in case the PCRF infrastructure is not deployed.

A.4
The PDN GW acknowledges that it has accepted and employed the provisioned PCC rules by returning a Policy and Charging Rules Provision acknowledge message to the PCRF.
End Sixth Change

Begin Seventh Change: Modify TS 23.402, section 5.4.4.5

Figure 5.4.4.5-1: E-UTRAN Detach Procedure for PMIP-based S5/S8

The optional interaction steps between the gateways and the PCRF in Figure 5.4.4.5-1 only occur if dynamic policy provisioning is deployed.  Otherwise policy may be statically configured with the gateway.

The figure covers both the non-roaming (S5) and roaming case (S8). In the roaming case, the vPCRF in the VPLMN acts as an intermediary between the Serving GW and the hPCRF in the HPLMN.  The vPCRF forwards messages in both directions.  In the case of Local Breakout, the PDN GW exchanges messages with the hPCRF by way of the vPCRF.  The vPCRF forwards messages between the PDN GW and the hPCRF in this case.

A.1)
The Serving GW sends a Gateway Control Session Termination (MN-NAI) to the PCRF to clean up after the active bearers that are no longer required.

A.2)
The PCRF sends an Acknowledge Gateway Control Session Termination message to the Serving GW indicating the result of the removal of the Gateway Control session.

A.3) 
The Serving GW sends a Proxy Binding Update to the PDN GW (lifetime=0) to de-register the UE at the PDN-GW.

Editor's note:  How the Proxy Binding Update message is secured is FFS.

A.4)
The PDN GW responds to the Serving GW with the result of the deregistration with Proxy Binding Update Acknowledgement

A.5)
The PDN GW deletes the IP CAN session associated with the UE and sends an Indication of IP CAN Session Termination message to the PCRF.

A.6)
The PCRF sends an Acknowledge IP CAN Session Termination message to the PDN GW indicating the result of the removal of the IP CAN session.
End Seventh Change
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