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Introduction
The contribution analyses the need for a differentiation between the Initial Attach procedure and the Attach procedure triggered due to Handover from a non-3GPP access system and proposes the principle of differentiating between the Initial Attach and Handover Attach to EPS over LTE or non-3GPP Access network.
Discussion/Problem statement
At the moment the handover procedures from non-3GPP to 3GPP (LTE) assumes that the a normal “Attach” procedure (as defined in section 5.3.2 of TS 23.401) executed when the UE is triggered to move the 3GPP(LTE) access system. Nevertheless this presents the following drawbacks:

· For the 3GPP Access network, the MME requires to select the PDN GW according to the APN received from the HSS during Initial Attach. The MME retrieves PDN GW addresses used by the UE in non-3GPP network from the HSS during Handover Attach.

· For the 3GPP Access network, if the UE’s context (e.g. UE’s Subscription Data) exists in the MME, authentication and Location Update procedure aren’t mandatory during Initial Attach. Therefore, the MME may not communicate with the HSS. The MME must communicate with the HSS in order to retrieve PDN GW addresses used by the UE in non-3GPP network during Handover Attach.

· For the 3GPP Access network, the EPS will create one or multiple default bearers for the UE during the Initial Attach. The EPS will also potentially initiate the dedicated bearer activation procedure to establish dedicated bearers according to the PCC rules information that were active for the UE in the non-3GPP network during Handover Attach.
· For Initial attach, the PDN GW needs to assign a new IP address to the UE. For Handover attach, the PDN GW does not assign a new IP address to the UE.
· The establishment of dedicated EPS bearers in the case of (non-optimised) handover to 3GPP (LTE) has been agreed to be initiated from the PDN-GW subject to the PCC rules delivered with the PCC “Acknowledgement of IP-CAN Session Modification” message. The S-GW will need to switch the tunnels (PMIP) when all the dedicated in addition to the default EPS bearers have been established. This will effectively require that the S-GW will have a trigger for the completion of the dedicated EPS bearer establishment. As a result in order for this “trigger” to be provided the initial attach and attach as a result of the handover from non-3GPP IP Access procedures in the S-GW will need to differ.
Potential solutions

The MME in the EPS network should differentiate the two attach scenarios mentioned above. A number of different solutions are possible to allow the MME to differentiate between “initial” and “handover” attach:

1. The information is retrieved from the AAA as part of the authentication procedure or from the HSS as part of the location update procedure.

2. An indication from the UE in the “Attach” Request to the MME that this is HO procedure rather initial attach.

(1) will require that the MME will always interact with the HSS (and possibly the AAA) which may not always be the case in case the MME has already the UE’s context. 

Therefore, the UE should send one indication on the type of attach (e.g. Initial Attach or Handover Attach) to the network during Attach procedure, and the network will have different handling behaviour according to this indication from the UE. For 3GPP access network, the UE may include Attach Type in Attach Request message to indicate the EPS which type of attach is to be performed, e.g. Initial Attach, or Handover Attach. 
The equivalent procedure in the opposite direction (i.e. from 3GPP to non-3GPP) may be necessary but this is out of scope of the present contribution. 

Proposal
It is proposed to adopt the following changes in TS 23.402.

******************************Begin the first modification in TS 23.402********************************
5.6.1.2 
Handovers without Optimizations Between 3GPP Accesses and Trusted Non-3GPP Accesses

5.6.1.2.1
Trusted Non-3GPP IP Access to 3GPP Access Handover with PMIPv6 on S2a
5.6.1.2.1.1
General Procedure for GTP or PMIP S5/S8
The steps involved in the handover from a trusted non-3GPP IP access to 3GPP Access connected to EPC are depicted below for both the non-roaming and roaming cases and when PMIPv6 is used on S2a. It is assumed that while the UE is served by the trusted non-3GPP IP access, a PMIPv6 tunnel is established between the non-3GPP access network and the PDN GW in the EPC.

[image: image1.wmf]Old MME/

SGSN 

PDN GW 

AAA 

Proxy

UE

Trusted 

Non

-

3GPP 

IP Access 

3GPP 

Access 

MME/

SGSN 

Serving 

GW 

vPCRF

1. PMIPv6 Tunnel

3. Attach

4. Access 

Authentication

4. Access Authentication (PDN GW)

5. Location Update and Subscriber Data Retrieval

6. Create 

Default 

Bearer 

Request 

(PDN GW)

7. Create Bearer Request

10. Create Bearer Response

13 Update Bearer Request

14. Update Bearer Response

11. Create 

Default 

Bearer 

Response 

(IP 

Addr

)

12. Radio and Access Bearer Establishment

15. PMIPv6/GTP  Tunnel

15. Radio and Access Bearer

2. UE 

discovers 

3GPP access 

system and 

initiates HO

8. Modification of 

IP

-

CAN Session

9. 

Ack

of IP

-

CAN 

Session Modification

(A)

(B)

hPCRF

AAA/HSS 

Roaming Scenarios

16. non

-

3GPP EPS Bearer release

16. non

-

3GPP EPS Bearer release

(C)


Figure 5.6.1.2.1.1-1: Handover from Trusted Non-3GPP IP Access to 3GPP Access with PMIPv6 on S2a and GTP or PMIP on S5/S8 interfaces
NOTE:
All steps outside of (A) and (B) are common for architecture variants with GTP based S5/S8 and PMIP based S5/S8. Procedure steps (A) and (B) for PMIP based S5/S8 are described in Section 5.6.1.2.1.2.

NOTE:
The flow here assumes that this is an initial attach of the UE and no bearers for the UE exists in UTRAN/E-UTRAN.

Editor's Note: The alignment of the handover procedure with the attach procedure over PMIP based S5/S8 is FFS.

Editor’s Note: The documentation of handover from trusted non-3GPP IP Access to legacy 2G/3G is FFS.

The steps involved in the handover are discussed below.

1)
The UE uses a trusted non-3GPP access system and is being served by PDN GW (as PMIPv6 LMA).

2)
The UE discovers the 3GPP Access system (UTRAN or E-UTRAN) and determines to transfer its current sessions (i.e. handover) from the currently used non-3GPP access system to the discovered 3GPP Access system. The mechanisms that aid the UE to discover the 3GPP Access system, are specified in section 5.3 (Network Discovery and Selection).

3)
The UE sends an Attach Request to the MME/SGSN with an indication of a setting the Attach Type to Handover Attach. The message from the UE is routed by 3GPP Access to the MME/SGSN as specified in TS 23.401 (E-UTRAN) or TS 23.060 (UTRAN).

4)
The MME/SGSN contacts the HSS and authenticates the UE. As part of the authentication procedure, the IP address of the PDN GW that needs to be used is conveyed to the MME/SGSN.

5)
After successful authentication, the MME/SGSN performs location update procedure and subscriber data retrieval from the HSS as specified in TS 23.401 or TS 23.060. The PDN GW address is conveyed to the MME/SGSN with the subscriber data as described in TS 23.401

No further modifications are required in this section.
******************************End first modification in TS 23.402********************************
******************************Begin second modification in TS 23.402********************************
C.2

Handovers involving S2b interface
C.2.1

Untrusted Non-3GPP IP Access with PMIPv6 to E-UTRAN Handover in the Non-Roaming Scenario
This section shows a call flow for a handover when a UE moves from an untrusted non-3GPP access network to the E-UTRAN.  PMIPv6 is assumed to be used on the S2b interface.

C.2.1.1
Using GTP based S5 Interface
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Figure C.2.1.1-1: Untrusted Non-3GPP IP Access to E-UTRAN Handover in Non-Roaming case
NOTE:
All steps outside of (A) and (B) are common for architecture variants with GTP based S5 and PMIP based S5. Procedure steps (A) and (B) for PMIP based S5/S8 are described in Section C.2.1.2.
1)
The UE is initially connected to the untrusted non-3GPP access.  There is an IPsec tunnel between the UE and the ePDG and a PMIPv6 tunnel between the ePDG and the PDN GW.

2)
The UE moves and attaches to an E-UTRAN network. The UE sends an Attach Request to the MME/SGSN with an indication of a Handover Attach. The message from the UE is routed by 3GPP Access to the MME/SGSN as specified in TS 23.401 (E-UTRAN) or TS 23.060 (UTRAN).
3)
The UE next performs access authentication with the MME.  The MME would contact the HSS for authentication the UE.  As part of the authentication procedure, the PDN GW that needs to be used is conveyed to the MME.

Editor's Note:
How the HSS/3GPP AAA server ensures the same PDN GW that was being used while the UE was attached to the ePDG is used by the MME also is FFS.

4)
The MME performs location update procedure and subscriber data retrieval from the HSS.  See TS 23.401 for more details on these procedures.

5)
Once the MME authenticates the UE, it sends a Create Default Bearer Request message to the Serving GW.  In this message, the MME includes the UE's identifier (NAI) and the PDN GW that needs to be used.

No further modifications are required in this section.

******************************End second modification in TS 23.402********************************
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