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1 Introduction

This contribution proposes to address some terminology issues related to S2c present in 23.402
In 23.402, the terms “MIPv6” and “DSMIPv6” are occasionally used in a somewhat unclear manner for what pertains S2c.

Since DSMIPv6 is an extension of MIPv6, and therefore the DSMIPv6 specification does point to the MIPv6 specification, it is proposed to correct the text by mentioning only DSMIPv6 whenever possible.

Note that there are other occurrences of the term “MIPv6” in the context of PMIP-related sections. This contribution is not proposing to change those.
2 P-CR to 23.402
**** Start Proposed Change #1 ****
5.1.1.3
Protocol options for S2c

The following protocol shall be supported on S2c:

-
DSMIPv6

Editor's note:
Support for MIPv4 CCoA mode is considered for further study.

The figure below illustrates the control plane for Mobility Management (MM) and the user plane.
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Figure 5.1.1.3-1: Protocols for MM control and user planes of S2c for the DSMIPv6 option

Legend:

-
According to terms defined in DSMIPv6 [10], the functional entities terminating both the control and user planes are denoted MN (Mobile Node) in the UE, and HA (Home Agent) in the Gateway.

-
The MM control plane stack is DSMIPv6 [10] IPv6 packets may be encapsulated in IPv4 when an IPv4 transport network is employed.

-
The user plane carries remote IPv4/v6 packets over either an IPv4 or an IPv6 transport network.

-
The tunnelling layer implements IP encapsulation applicable for MIPv6 as defined in DSMIPv6 [10]]. In some cases the tunnelling layer may be transparent.
****End Proposed Change #1 ****

**** Start Proposed Change #2 ****
5.6.1.2.3
Trusted Non-3GPP IP Access to 3GPP Access Handover with DSMIPv6 over S2c

In this scenario, the session starts in a trusted non-3GPP access system  using DSMIPv6 and subsequently, the session hands over to a 3GPP access system.

The steps involved in the handover from a trusted non-3GPP IP access to 3GPP Access connected to EPC are depicted below when DSMIPv6 is used on S2c over non-3GPP system.
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Figure 5.6.1.2.3-1: Trusted Non-3GPP S2c (DSMIPv6) to 3GPP with S5 handover
1)
The UE uses a trusted non-3GPP access system. It has a DSMIPv6 session with the PDN GW.
2)
The UE discovers and attaches to the 3GPP access as defined in Step (C) of Figure 5.6.1.2.1.1-1. 
3)
The UE sends a BU to the PDN GW to de-register its DSMIPv6 binding, as defined in [10] that was created while the UE was in non-3GPP access system. The PDNGW responds with a BA message as defined in [10]. 
****End Proposed Change #2 ****













2. 3GPP Attach and Bearer Setup as defined in Step (C) of Figure 5.6.1.2.1.1-1
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