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Abstract of the contribution:

Changes to implement the IEs proposed in [S2-074833] are proposed here.

Proposal

Begin First Change: Modify TS 23.402, section 5.4.3.5

Figure 5.4.3.5-1: Initial E-UTRAN attach with PMIP based S5 or S8b
This procedure applies to the Non-Roaming (Figure 4.2.1-1), Roaming (Figure 4.2.1-2) and Local Breakout (Figure 4.2.3-4) cases.  For the Roaming and Local Breakout cases, the vPCRF forwards messages between the Serving GW and the hPCRF.  In the Local Breakout case, the vPCRF forwards messages between the PDN GW and the hPCRF.

The optional interaction steps between the gateways and the PCRF in the procedures in Figure 5.4.2.6-1 only occur if dynamic policy provisioning is deployed.  Otherwise policy may be statically configured with the gateway.

A.1)
The Serving GW sends a Gateway Control Session Termination to the PCRF to clean up after the active bearers that are no longer required.
A.2)
The PCRF sends an Acknowledge Gateway Control Session Termination message to the Serving GW indicating the removal of the Gateway Control session.

A.3) 
The Serving GW sends a Proxy Binding Update(MN NAI, lifetime=0) message to the PDN GW.   The MN NAI identifies the UE.  The lifetime field indicates that the message is used to de-register the UE at the PDN-GW.

Editor's note:  How the Proxy Binding Update message is secured is FFS.

A.4)
The PDN GW deletes the IP CAN session associated with the UE and sends an Indication of IP CAN Session Termination message to the PCRF.

A.5)
The PCRF sends an Acknowledge IP CAN Session Termination message to the PDN GW indicating the removal of the IP CAN session.

A.6)
The PDN GW responds to the Serving GW with the result of the deregistration with Proxy Binding Acknowledgement message.
Steps between A.3 and B.1 are described in TS 23.401, Section 5.4.2.

Steps B.1 through B.6 are the same as Steps A.1 through A.6.

C.1)
The Serving GW sends a Proxy Binding Update(MN NAI, Lifetime, APN, Additional Parameters) to the PDN GW in order to establish the new registration.  The MN NAI identifies the UE for whom the message is being sent.  The Lifetime field must be set to a nonzero value in the case of a registration.  The APN may be necessary to differentiate the intended PDN from the other PDNs supported by the same PDN GW. The optional Additional Parameters may contain information, for example, protocol configuration options.
Editor's note:  How the Proxy Binding Update message is secured is FFS.
Editor's note: It is FFS how the PDN GW determines IP CAN type when PCC is not supported.
Editor's note: How Static IP Address information is conveyed to the PDN GW is FFS.
C.2)
The PDN GW sends an Indication of IP CAN Session Establishment (MN-NAI, APN,  IP CAN Type, IP Address(es)) message to the PCRF.  The MN NAI is used to identify the subscriber.   The APN enables identification of the session along with the subscriber.  The IP CAN Type identifies the type of access from which the IP CAN the Session is established. The IP Addresses are used to establish policy rules.
Editor's Note: The details of this section may be more appropriately added to TS 23.203 than TS 23.402.
C.3)
The PCRF responds to the PDN GW with an Acknowledge of IP CAN Session Establishment(PCC Rules, Event Triggers) message.  This message includes the Policy and Charging rules provisioned to the PDN GW initially and triggers for events that must be reported by the PDN GW.
Editor's Note: The details of this section may be more appropriately added to TS 23.203 than TS 23.402.

C.4)
The PDN GW responds with a PMIP Binding Acknowledgement(MN NAI, Lifetime, UE Address Info, Additional Parameters) message to the Serving GW.  The MN NAI is identical to the MN NAI sent in the Proxy Binding Update.  The Lifetime indicates the duration the binding will remain valid.  The UE address info returns the IP Address assigned to the UE.  The optional Additional Parameter information element may contain other information, including for example Protocol Configuration Options.
Editor's note: It is FFS how to handle deferred IP Address Allocation when PMIP-based S5/S8 is employed.
C.5)
The Serving GW sends a Gateway Control Session Establishment(IP CAN Type, MN NAI, APN, RAT Type, IP Address(es), Subscribed QoS, AMBR) message to the PCRF to obtain the rules required for the Serving GW and establish a control session.  The Serving GW sends information, including the IP CAN Type supported by the Serving GW; the UE’s MN NAI to identify the subscriber; the APN requested, to be used in hPCRF selection to locate the PCRF function with the corresponding IP CAN session established by the PDN GW; the RAT-type; the IP Address(es) of the UE; the Subscribed QoS information sent to the Serving GW from the MME; and the AMBR.  These information elements are needed by the PCRF to determine PCC rules for the UE’s IP-CAN session established in step C.2 above.
Editor's Note: The details of this section may be more appropriately added to TS 23.203 than TS 23.402.
C.6)
The PCRF sends a Policy and Charging Rules Provision(PCC Rules, Event Triggers) message to the PDN GW to update PCC rules based on information sent by the S-GW in the preceding step.  PCC Rules define the policy handling the PCEF is required to enforce. 
C.7)
The PDN GW responds to the PCRF with a PCC Decision Ack(Result) indicating whether the PDN GW was successful deploying the PCC rules.

C.8)
The PCRF sends an Acknowledge Gateway Control Session Establishment(QoS Rules, Event Triggers) message to the Serving GW including QoS policy rules for the Serving GW to perform Bearer Binding and other functions described in Section 5.5.  The Event Triggers indicate events that the Serving GW will report to the PCRF, such as subsequent change of RAT Type.
Editor's Note:  PDN GW address and Serving GW address selection is as described in the clause "GW selection" in TS23.401

End First Change

Begin Second Change: modify TS 23.402, section 5.6.1.2.1.2


Figure 5.6.1.2.1.2-1: Trusted Non-3GPP IP Access to 3GPP Access Handover over PMIPv6 based S2a and using PMIPv6 based S5/S8

A.1)
The Serving GW sends a Gateway Control Session Establishment(IP CAN Type, MN NAI, APN, RAT Type, IP Address(es)) message to the PCRF to obtain the rules required for the Serving GW to perform the bearer binding for all the active sessions the UE may establish as a result of the handover procedure. The Serving GW sends information, including the IP CAN Type supported by the Serving GW; the UE’s MN NAI to identify the subscriber; the APN requested, to be used in hPCRF selection to locate the PCRF function with the corresponding IP CAN session established by the PDN GW; the RAT-type; and the IP Address(es) of the UE. The figure applies to all supported scenarios:

-
In case of non-roaming this message is sent to the hPCRF in the HPLMN.  

-
In case of roaming this message is relayed through the vPCRF in the VPLMN to the hPCRF in the HPLMN.
Editor’s Note: The IP Address that the UE has had in the the trusted non-3GPP IP Access system should be known to the Serving GW at this stage. The mechanism that the IP Address will be known to the Serving GW is FFS.


A.2)
The PCRF sends to the Serving GW an Acknowledge GW Control Session Establishment(QoS Rules, Event Trigger) message including QoS policy rules enabling the Serving GW to perform the bearer binding.  The Event Trigger specifies which events will result in the Serving GW to sending event reports to the PCRF. The figure applies to all supported scenarios:

-
In case of non-roaming this message is sent to the hPCRF in the HPLMN.  

-
In case of roaming this message is relayed through the vPCRF in the VPLMN to the hPCRF in the HPLMN. 

 
If the updated PCC rules require establishment of dedicated bearer for the UE, the establishement of those bearers take place before step B1 It is FFS how the establishment of the default and dedicated bearers is synchronized.
NOTE:
PDN GW address a selection is as described in TS 23.401

Steps between A.2 and B.1 are described in Section 5.6.1.2.1.1.
B.1)The Serving GW sends a PMIPv6 Proxy Binding Update(MN NAI, Lifetime, IP Address Requested, APN, Additional Parameters) message to the PDN GW. The MN NAI identifies the UE for whom the message is being sent.  The Lifetime field must be set to a nonzero value in the case of a registration.  The APN may be necessary to differentiate the intended PDN from the other PDNs supported by the same PDN GW. The optional Additional Parameters may contain information, for example, protocol configuration options.

Editor's Note:
How the Proxy Binding Update message is secured is FFS.

B.2)The PDN GW sends a Request Policy and Charging Rules message to the PCRF to obtain the rules required for the PDN GW to function as the PCEF for all the active IP sessions the UE has established with new IP-CAN type. The figure applies to all supported scenarios:

-
In case of non-roaming this message is sent to the PCRF in the HPLMN. 

-
In case of roaming this message is relayed through the vPCRF in the VPLMN to the hPCRF in the HPLMN.

B.3)The PCRF sends to the PDN GW Policy and Charging Rules Provision(PCC Rules, Event Trigger, Event Report) message optionally including PCC rules for the new IP-CAN type as well as triggers to indicate the Events that the PCEF must report to the PCRF.  The Event Report indicates the change of RAT Type. The figure applies to all supported scenarios:

-
In case of non-roaming this message is sent to the hPCRF in the HPLMN.  

-
In case of roaming this message is relayed through the vPCRF in the VPLMN to the hPCRF in the HPLMN.

B.4)The PDN GW responds with a PMIPv6 Binding Ack(MN NAI, Lifetime, UE Address Info, Additional Parameters) to the Serving GW. .  The MN NAI is identical to the MN NAI sent in the Proxy Binding Update.  The Lifetime indicates the duration the binding will remain valid.  The UE address info returns the IP Address assigned to the UE.  The optional Additional Parameter information element may contain other information, including for example Protocol Configuration Options.  The Serving GW acts as the MAG (in terms of PMIPv6).

Editor's Note:
The IP Address that the UE has had in the the trusted non-3GPP IP Access system should be known to the Serving GW at this stage. The mechanism that the IP Address will be known to the Serving GW is FFS.


Editor's Note: The alignment of the handover procedure with the attach procedure over S2a is FFS.
End Second Change

Begin Third Change: modify TS 23.402, section 5.7.3

Figure 5.7.3-1: Transition between EUTRAN and UTRAN or GERAN, a TAU with PMIP-based S5/S8

This procedure concerns both the non-roaming (S5) and roaming case (S8). In the roaming case, the vPCRF in the VPLMN forwards messages between the Serving GW and the hPCRF in the HPLMN.  In the case of Local Breakout, the vPCRF forwards messages sent between the PDN GW and the hPCRF as well.

The optional interaction steps between the gateways and the PCRF in the procedures in Figure 5.7.3-1 only occur if dynamic policy provisioning is deployed.  Otherwise policy may be statically configured with the gateway.

A.1
The Serving GW informs the PCRF about the change of RAT type. The Serving Gateway sends a Gateway Control and QoS Policy Rules Request message(Event Report) to the PCRF.  The Event Report indicates the change in RAT Type.
A.2
The PCRF acknowledges the request in step A.1, and returns rules to be used by the Serving GW by sending an Gateway Control and QoS Policy Rules Reply(QoS Rules, Event Trigger) message.  Note that there may be neither QoS Rules nor Event Triggers returned in this acknowledgement.
A.3
The PCRF sends a Policy and Charging Rules Provision(PCC Rules, Event Triggers, Event Report) message to the PDN GW with the new PCC rules. Note that there may be neither PCC Rules nor Event Triggers in this message.  The Event Report indicates the new RAT Type.
Editor's Note: It remains FFS how uplink signalling of change of RAT is performed in case the PCRF infrastructure is not deployed.

A.4
The PDN GW acknowledges that it has accepted and successfully deployed the provisioned PCC rules by returning a Policy and Charging Rules Provision Acknowledge(Result) message to the PCRF.
End Third Change
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