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Abstract
This contribution proposes flow charts for S8a to non-3GPP access.

Introduction

At the Kobe (3GPP#60) meeting a architecture for S8a to non-3GPP access has been agreed and included in the TR 23.402. This contribution proposes further details and flow charts to the agreed architecture. 
Discussion

Proposal

Agree to the proposal and include the flow charts in TR 23.402.  

*** Start 1st change ***
Annex H (Normative): 
S8a roaming to non-3GPP access 

This annex describes the scenario with S8a-based roaming for non-3GPP accesses.  It supports QoS differentiation between subscribers on the default bearer (i.e QoS subscription based). In case multiple PDN’s are supported QoS differentiation per PDN can apply (i.e multiple default bearers). The principles for this scenario include: 

-
Does not require PCC in visited network

-
Does not require S9 for roaming

-
Default EPS bearer support over S8a

-
The assumption is that MME is not involved when UE is attached in non-3GPP access

-
Same S8a roaming interface is used as in 23.401

-
No dynamic QoS policy control in non-3GPP access

-
Subscriber based QoS differentiation in the non-3GPP access 

Editor’s note: It is FFS if the S-GW needs the subscriber’s QoS profile to create the default bearer on S8a. It is FFS how S-GW receives the QoS profile (if needed).
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Figure H-1. S8a roaming to non-3GPP access
Default Bearer establishment over S8a for chained S2a/b – S8a case
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Figure x: Default Bearer establishment for S8a – S2a/b chained scenario 

1. The initial access authentication and authorization is performed as described in steps 1-3 in clause 5.4.3.2.3 (for trusted non-3GPP access) and step 1 in clause 5.4.3.3.2 for untrusted non-3GPP access. As part of this procedure a static QoS profile for the subscriber may be sent to the non-3GPP access / ePDG.
2. The Trusted Non-3GPP IP Access / ePDG sends a Proxy Binding Update message (MN_NAI) to the Serving GW in the vPLMN.
Editor's note: How the Proxy Binding Update message is secured is FFS.
Editor’s note: Serving GW selection is FFS. 

3. The Serving GW requests the QoS profile for the subscriber/PDN pair from the AAA Proxy.

4. The Proxy AAA request the QoS profile for the subscriber/PDN pair from the home network.

5. The AAA proxy responses with the QoS profile for the subscriber/PDN pair to the Serving GW. 

NOTE: Steps 3-5 are not needed for retrieval of QoS information if the S-GW is configured with a static default bearer QoS.

Editor’s note: How the S-GW receives the PDN-GW address is FFS. Alignment of steps 3-5 with the method to deliver PDN GW address to the S-GW is FFS.
Editor’s note: It is FFS how S8 protocol choice is provided to the Serving GW. 

6. The Serving GW sends a Create Default Bearer Request (Serving GW address for the user plane, Serving GW TEID for the user plane, Serving GW TEID of the control plane, RAT type, Default Bearer QoS, PDN Address Allocation, AMBR) to the PDN GW.

7. PDN-GW may interact with the PCRF for provisioning of PCC rules.

8. The PDN GW Sends a Create Default Bearer Response (PDN GW address for the user plane, PDN GW TEID of the user plane, PDN GW TEID of the control plane, PDN Address Information; Default Bearer QoS) to the Serving GW.  This results in the establishment of a GTP-C and GTP-U tunnel between the two gateways.

Editor’s note: Details on alternatives for IP address allocation in the chained S2a/b – S8a case is FFS.

9. The Serving GW sends a Proxy Binding Ack message (MN_NAI, PDN Address Information) to the Trusted Non-3GPP IP Access / ePDG. A PMIPv6 tunnel is established between the Trusted Non-3GPP IP Access /ePDG and the Serving GW.  To this is concatenated a GTP tunnel between the Serving GW and the PDN GW.

*** End 1st change ***
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