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This document further continues the description of the coexistence of ICS UE and non ICS UE solutions 
Discussion

The home operator may deploy both ICS UE based solution and VMSC-enhanced-for-ICS solutions. Alternatively, the home operator may deploy only ICS UE solution, but have a roaming agreement with an operator that supports ICS in VMSC for roaming subscribers. 

In these scenarios, the VMSC should still be able to offer the ICCC connectivity for ICS UEs. This means the ICS UE that roams under eMSC should still receive ICS services from the home IMS operator, thus the ICS functionality in the VMSC should not prevent the ICCC connectivity from the ICS UE. 
Technically speaking either ICS UE or VMSC-enhanced-for-ICS could be seen as a primary mechanism when both are supported in the network, thus fallback could occur to either direction depending on the operator policy. However, it is assumed that primary mechanism should be the one that can offer most of the features, if the operator has invested to ICS UE, and the corresponding home network functions, the operator is assumed to wish to use that one as a primary.

On the other hand, the home operator may want to use the ICS functionality in the VMSC to offer the ICS for the subscribers e.g. when the ICCC connectivity is not possible e.g. due to radio conditions (no WCDMA or DTM for I1-ps). Thus this means that the ICS functionality should be disabled on need basis; for ICS UE whose home operator offers UE based ICS, and which has the ICCC connectivity, the ICS functionality should be disabled in the VMSC. 
The VMSC that has been enhanced for ICS may safely assume that the ICS user always uses a non ICS UE, even when the user uses ICS UE. In fact, the VMSC sees the ICS UE as a non ICS UE that never uses any supplementary service. This means the ICS functionality in VMSC is not completely disabled for the ICS UE, but the VMSC still performs the 24.008-SIP interworking for the basic call. If the ICS UE invokes any supplementary service, the ICS UE and ICCF uses the ICCC connection for this, and ICCC by-passes the ICS function in VMSC. Thus VMSC is not aware that a supplementary service was invoked.   
The ICS user that is allowed to connect to ICS services using ICS UE has the ICCF configured as a first Application Server in the originating Initial Filter Criteria. When this user uses a non ICS UE and connects to the ICS services via VMSC that has been enhanced for ICS, the ICCF receives the UE initiated session from the VMSC. From the ICCF point of view the session is initiated in similar manner to the session that the IMS UE initiates while in IP-CAN; in both cases the ICCF does not perform any action in addition to regular B2BUA functionality.

If the ICS UE uses ICCC for call initiation while connected via ICS enhanced VMSC, the ICS UE initiates a call using the ICCF PSI, in which case the VMSC initiates a SIP session towards IMS, and the session is routed to ICCF. From ICCF point of view this is similar to calls initiated from ICS UE using ICCC via regular VMSC; based on the PSI the ICCF knows to wait for the ICCC initiation from the UE. If the ICS UE does not use ICCC when it initiates a call, the UE uses the target B party address as a destination address, and VMSC that has been enhanced for ICS initiates a SIP session towards IMS using B party address in the request URI. Again, from ICCF point of view the session is similar than the one ICS UE initiates via regular VMSC; since the target address is not the ICCF PSI the ICCF knows not to wait for the ICCC initiation. 

Conclusion 1: ICS enhanced VMSC initiates SIP sessions to route the UE initiated calls to IMS. 

Conclusion 2: VMSC that has been enhanced for ICS does not need to be aware of the UE type.

Conclusion 3: ICCF does not need to be aware whether the session has been initiated via ICS enhanced VMSC.
Proposal

It is proposed to add the following changes to the chapter 5.5.4 in TR 23.892:

5.5.4
Session scenarios for co-existence of ICS UE and Non ICS UEs solutions
Co-existence of ICS UE and non ICS UE in the same network shall be supported. A network with a VMSC enhanced for support of non-ICS UE shall be able to support call originations, terminations and Domain Transfer scenarios for ICS UE as specified in Section 5.5.3.1 Session Scenarios for an ICS UE.

Roaming of ICS users to a network with a VMSC enhanced for non ICS UE shall be supported. A visited network with a VMSC enhanced for support of non ICS UE shall be able to support call originations, terminations and Domain Transfer scenarios for ICS UE as specified in Section 5.5.3.1 Session Scenarios for an ICS UE when an ICS user with a ICS UE roams into this network.
ICS UE that connects to the ICCF via VMSC that has been enhanced for ICS will use the ICCC to access the ICS services unless ICCC connectivity is not available in HPLMN or VPLMN. However, when the ICS UE is not able to use ICCC (e.g. due to lack of UTRAN in case of I1-ps), the ICS UE falls back to non-ICS UE behaviour.
Editor’s Note: It is FFS whether the IMSC needs to know whether the UE is an ICS UE or non ICS UE for the support if I1-cs which terminates on the IMSC.

When it serves the ICS user, the VMSC enhanced for ICS initiates SIP session to route the UE initiated calls to IMS, regardless whether the user uses ICS UE or non ICS UE, hence the VMSC enhanced for ICS does not perform CAMEL service execution to reroute the UE initiated calls. 

ICCF does not need to be aware whether the session has been initiated via ICS enhanced VMSC or regular VMSC.
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