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Abstract:
This paper presents a proposal for a unified architecture for ICS applicable to all device and access types to provide co-existence of ICS UE and non ICS UE.  
Discussion
The ICS TR 23.892 currently documents two different architecture models, one based on the UE and the other based on CS network. The two solutions have been studied in isolation with not much consideration to interaction and co-existence of the two. 
A unified architecture that combines the two models is introduced here. The ICS UE and non ICS UE solutions currently documented in the TR are combined without much impact to the individual solutions to provide a common consolidated approach that enables co-existence of ICS UE and non ICS UE. The architecture provides the following capabilities:

· Consistency and continuity of operator services with an ICS UE that uses both I1-ps and I1-cs.
· ICCC transport change between I1-ps and I1-cs based on access network capabilities for ICS UE.

· IMS service control and R7 VCC based Domain Transfers with a non ICS UE.

· Facilitate Session Continuity according to 3GPP TR 23.893.
Additionally, the unified architecture addresses the following issues with the current eMSC approach of non ICS UE which have not been fully resolved:

· Terminating ADS: An Application Server with a B2BUA that maintains access network information for all sessions resolves this issue.
· Service Continuity: An Application Server with a B2BUA that maintains end-to-end SIP state machine for all sessions resolves this issue.
· Co-existence with ICS UE: The ICCF provides T-ADS and enables service continuity for ICS UE. It’s recommended that the ICCF is used for an ICS User which may use a ICS UE and/or a non ICS UE to provide consistent service behavior and ADS logic. Use of ICCF for all ICS User sessions also alleviates issues with factoring in device information in iFC execution. The ICCF is not required when using non ICS UEs which are capable of receiving voice telephony services only over GSM/UMTS CS access.
· Fallback for ICS UE to non ICS UE and vice versa: Use of ICCF for non ICS UE resolves this issue.
Proposal/Recommendation
Add the following text to TR 23.892.
*** begin new text*** 
3.1 Definitions

ICS Enhanced VMSC: A VMSC which has been enhanced with ICS capability.

3.3 Abbreviations
IMSC
ICS Enhanced VMSC.
6.x ICS Architecture for ICS UE and non ICS UE
This architecture alternative combines the architectures in Section 6.2 and 6.3 for a unified ICS solution that provides the following capabilities for ICS UE and non ICS UE:

1. Consistency and continuity of operator services with an ICS UE that uses both I1-ps and I1-cs.
2. ICCC transport change between I1-ps and I1-cs based on access network capabilities for ICS UE.

3. IMS service control and R7 VCC based Domain Transfers with a non ICS UE.

4. Facilitate Session Continuity according to 3GPP TR 23.893.
6.x.1 IMS CS Control Channel (ICCC)

Same as defined in Section 6.1.1 with the following difference:
I1-cs runs transparently to the VMSC when the ICS UE is attached to a standard VMSC. I1-cs may not be transparent to the VMSC when the ICS UE is attached to an ICS Enhanced VMSC; i.e. the ICS capabilities of the ICS Enhanced VMSC may be used to interwork I1-cs with SIP at the ICS Enhanced VMSC for signalling efficiencies; e.g. to avoid unnecessary HSS hop when processing USSD messages.

6.x.2 Reference architecture diagram
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Figure 6.x-1 ICS Architecture for ICS and non ICS UE
This architecture introduces new logical functions as described below.

6.x.2.1
IMS CS Control Function (ICCF)

Same as defined in Section 6.2.

The R-CAAF is employed only when using I1-cs which is established via a standard VMSC.
For ICS UE using I1-ps and I1-cs established via an IMSC and for non ICS UE, the RUA of the ICCF is inserted in the ICS User session path as part of the originating and terminating iFC execution. For I1-cs established via a standard VMSC, the RUA is invoked via USSD or through PSI routing. 

The RUA provides UA behaviour for all ICS User sessions; the ICS UE or a IMSC enables the RUA in the ICCF, with a SIP UA also running on the ICS UE or the IMSC.

The RUA maintains the access network information required to enable the T-ADS; it also maintains the end-to-end SIP session state for all ICS User sessions to enable Service Continuity and change of ICCC transport while maintaining an active session.
The ICCF is not required when using non ICS UEs which are capable of receiving voice telephony services only over GSM/UMTS CS access.
6.x.2.2
ICS Enhanced VMSC (IMSC)
Selected from one of the approaches in Section 6.3 or a combination.
6.x.2.3
ICS UE

Same as defined in Section 6.2.

ICS UE receives ICS when using an ICS Enhanced VMSC or a standard VMSC. 
6.x.2.5
Reference Points

6.x.2.5.1
I1 Reference Points
Same as defined in Section 6.4 with the following difference:

I1-ps is established using the Gm reference point as in Section 6.4.

When I1-cs is established via standard VMSC, it is transparent to the serving CS network.

When I1-cs is established via an IMSC, it is not transparent to the IMSC in that the IMSC interworks I1-cs with the I6 reference point.

The I1 reference points are used only for ICS UE.
6.x.2.5.2
I2 Reference Point

Same as defined in Section 6.4.
The I2 reference point is used for ICS UE and non ICS UE.

6.x.2.5.3
I6 Reference Point

To be defined using the I6 reference point as defined in Section 6.4 as the baseline. The I6 reference point is used for routing of session control signalling to IMS, with the ICCF inserted in the session path via iFC execution.
The I6 reference point is used for ICS UE when using I1-cs via an IMSC and for non ICS UE.  
Editor’s note: Use of the I4 reference point for ICS capability exchange between the ICCF and the ICS Enhanced VMSC is FFS.
Editor’s note: Use of RPC and the I5 reference point or any other alternative for User Configuration of Service data for CS-only access will be added upon closure of the respective issue in the TR.
6.x.3     Signalling and Bearer Architecture for ICS UE: I1-ps with Bearer Control Signalling Path established via standard VMSC
Same as in Section 6.5.1 Signalling and bearer architecture for full duplex speech over CS access.
6.x.4     Signalling and Bearer Architecture for ICS UE: I1-ps with Bearer Control Signalling Path established via IMSC

The signalling and bearer setup for I1-ps when using an IMSC for CS bearer setup is the same as when using a standard VMSC with a difference that the IMSC sets up the Bearer Control Signalling Path as a standard SIP session towards home IMS. 
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Figure 6.x.x: Signalling/Bearer Paths for PS transport of ICCC; CS bearer setup via IMSC
6.x.5     Signalling and Bearer Architecture for ICS UE: I1-cs using a standard VMSC
Same as in Section 6.6.1 Signalling and bearer architecture for full duplex speech over CS access.
6.x.6     Signalling and Bearer Architecture for ICS UE with I1-cs using an IMSC and non ICS UE

When attached to an IMSC, the ICS UE or a non ICS UE may receive IMS services as enabled by interworking of CS Access Signalling for the I6 reference point by the IMSC.
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Figure 6.x.x: Signalling/Bearer Paths for I1-cs of ICS UE and non ICS UE attached to a IMSC
In this model ICS is enabled by the ICS Enhanced MSC interworking the CS Access Signalling with 3GPP IMS SIP. New procedures over the I6 reference point are used to set up the Session Control Signalling Path between the IMSC and remote end with the RUA inserted in the session path using originating and terminating iFCs. The media is established between the UE and the remote end through a MGW controlled by the IMSC. The SDP information related to the media is carried in the Session Control Signalling Path. The RUA maintains the end-to-end session state and access specific information to enable Service Continuity and T-ADS.

Interworking of CS Access Signalling with 3GPP SIP for session setup for this model enables the capability to provide all services exclusively by IMS.
6.x.7     Signalling and Bearer Architecture for an ICS User who only owns a non ICS UE which is capable of receiving voice telephony services only over GSM/UMTS CS access
Same as in Section 6.8.a.1.1.
*** end new text***
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