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Abstract of the contribution:

This document discusses the information elements exchanged over PMIP based S5/S8 and recommends how these should be transmitted.  In addition, agreements are sought for the basic IEs used for S7, S7a, S7b, S7c and PMIP signalling.

Discussion

Please see [1] for discussion and justification for the changes proposed here.  This document is the result of drafting discussions and is meant to convey SA2 SAE WG consensus on the content and signalling of information on PMIP-based S5/S8 as well as S7, S7c (S7a and S7b are considered in [2]).

ADDITIONAL WORK TO DO:

· Investigate additional information carried on Gn/Gp as described in [3] such as TRACE parameters, Timezone and others that go into CDRs as well as what goes into those

· Ensure the use of names of messages for S7a, S7b and S7c are used consistently throughout 23.402 and the agreements below

Table 1 is shown to aid in discussion of Principle 1, below.

	Parameter Name / Description
	Where this Parameter is applicable
	How to handle this parameter for PMIP based S5/S8

	Configuration PCO for the UE, such as DNS server, P-CSCF Server.  This method is used ‘instead of using DHCP.’
	In the result of an attachment request or UE requested PDN connectivity
	• These parameters are included in extensions to PMIPv6. 

• Where the list of PCOs is mentioned, it will be accompanied by a statement: "The precise list of PCOs to include and their interpretation is FFS."

	APN String for selection of the PDN by the PDN GW
	Sent in attach and UE requested PDN connectivity
	• These parameters are included in extensions to PMIPv6.

	APN restrictions
	Sent in create PDP context and secondary context requests. Thus it would be present in Create Default Bearer and Dedicated Bearer Request
	• These parameters are included in extensions to PMIPv6.

	Charging ID to correlate charging records between the S-GW and PDN GW
	In rel-7: Sent from GGSN to SGSN at “primary” PDP context activation. Used for the auditing of accounting records from two operators (roaming case).
	• These parameters are included in extensions to PMIPv6 if these are sent as part of mobility management events.

• These parameters are signalled at any time besides , these should be signalled off-path.

• Where this is mentioned it will be added that "It is FFS whether the Charging ID will be needed, what it refers to or how it would be appropriate to transfer it."

	HA address for use with S2c
	As part of attachment or HO from a non-3GPP access
	In extensions to PMIPv6.

	DHCP parameters for subsequent authentication and authorization with an external PDN allocation procedure
	On attach or UE requested PDN connectivity
	In extensions to PMIPv6.


Table 1: Discussion of Protocol Configuration Options

Proposal

It is proposed to agree on 

1. Principles concerning the use of PMIPv6 extensions to carry additional information to better match GTP based S5/S8, though without violating the PCC/QoS signalling agreements from SA2 #59.

2. Information elements needed for S7, and S7a, S7b, S7c interactions

3. Information elements needed for PMIPv6 BU and BA interaction

1. Principles concerning the use of PMIPv6 extensions to carry additional information to better match GTP based S5/S8, though without violating the PCC/QoS signalling agreements from SA2 #59.

Additional parameters may be signaled along with operations on PMIP-based S5/S8 using extensions to PMIPv6 in order to bring PMIP-based S5/S8 operation capabilities closer to those of GTP-C based interactions.  Protocol configuration options and other information as shown in table 1 above, shall occur either

· On-path, concurrently with Proxy Binding Update and Proxy Binding Ack messages included in procedures to support PMIP-based variants to S5/S8 defined in 23.401

OR

· Off-path, employing the PCC architecture.  (Note: We deciced in SA2 #59 to signal QoS parameters using the off-path mechanism for S7c).

Where there is a choice possible between the two alternatives, reasonable effort will be made not to duplicate mechanisms that have already been established for use on the other approach.  For example, since RAT-type change event reporting is already agreed as a supported by event reporting using S7c and S7, it would be redundant to also include RAT-type change signalling on-path.

2. It is proposed to agree that the following tables document the Information elements needed for S7, and S7c interactions

Messages and IEs for S7

This text will go into the PCC/QoS section in the 'implementation' tdoc S2-075370:


Stage 2 use of the Session ID should not limit the way stage 3 implementation of the corresponding function.  The Session ID is intended to allow identification of an established session without including additional information elements that are otherwise not relevant for a particular message exchange.
Text will be added to the PCC/QoS section of 23.402
The following categories of information are sent on the interfaces to the PCRF (or vPCRF).
Result: Indicates the success or failure of an operation.
PCC Rules: These are as defined in 23.203.  These are sent from the PCRF (or vPCRF) to the PCEF on S7.
QoS Rules: These are rules required to establish S1 bearers and access specific QoS resource control on a per SDF basis. These are sent from the PCRF (or vPCRF) to the Serving GW, ePDG or Trusted Non-3GPP Access on S7a, S7b or S7c.
Events: This is information sent to indicate that a PCC action should be performed, subject to policy.  These messages may be sent on S7, S7a, S7b or S7c either from or to the PDN GW.  An example of an Event is a notification of a change of RAT as sent from the S-GW to the PCRF.  This will trigger an action by the PCRF, for instance, notifying the PCEF of this condition.  Another example of an event from the Serving GW would be UE requested resources.
Conditions: A condition is used to relay information from the PCEF to the GW control session or visa versa using off-path signalling in a manner which is distinct from PCC.  These conditions are used to convey messages that were included in GTP-C but cannot be conveyed on-path, using PMIP extensions.  The following example illustrates the use of conditions.  
Example: Due to a decision taken by an operator, a PDN may no longer be available for use to a subscriber.  
1.  The PDN GW initates a Change of APN Restriction by sending a Request Policy and Charging Rules message to the PCRF including a Condition indicating the list of restricted APNs.  
2. The PCRF then sends a GW Control and QoS Rules Provision to the Serving GW including the Condition.

3. The Serving GW now will not allow UE initiated connectivity to the PDN specified in the Condition.

4. The UE will respond with a GW Control and QoS Rules Provision Ack indicating the Result, that is, whether it was able to successfully respond to the Condition.
5. The PCRF will respond to the PDN GW with a Policy and Charging Rules Provision message.  This message will not include Rules, Events or Conditions, but instead only indicate the Result of the operation.
	Message
	Parameters
	Description & Notes

	Indication of IP CAN Session Establishment
	MN NAI, APN, IP Address(es), IP CAN Session ID
	PCEF => PCRF

MN NAI: to identify the subscriber

Add an FFS: the MN NAI is included if available, if it is not available, we must in this case use the IP address(es) to link the IP CAN session with the relate GW Control session - 

APN: to identify the session along with the subscriber

IP Address: to establish policy rules.  In some cases, the address(es) are used to identify sessions that already exist, for example when a Gateway Control Session has already been established for the same UE attaching to the same PDN.

	Acknowledge IP Can Session Establishment
	IP CAN Session ID, PCC Rules
	PCRF => PCEF

Result: whether it was successful, if not the error

IP CAN Session ID: to be used in future operations 

PCC Rules: includes TFTs and actions, as defined in 23.203

	Indication of IP CAN Session Termination
	IP CAN Session ID
	PCEF => PCRF

IP CAN Session ID: to know which one to terminate

	Ack of IP Can Session Termination
	IP CAN Session ID
	PCRF => PCEF

IP CAN Session ID: to know which one was terminated

	Policy and Charging Rules Provision
	IP CAN Session ID, PCC Rules, Event, Condition
	PCRF => PCEF


IP CAN Session ID: to identify which session.  Note this is from the PCRF, so it will be useful for the recipient PDN GW to differentiate which session it pertains to
Either the Rules or the Condition IEs or both are included in this message.
Rules: as per 23.203
Event: a trigger for an action, as per 23.203.
Condition: A Condition notifies the PCEF of additional information due to a change of condition or event known to the PCRF.  For example, change of RAT may be signalled to the PDN GW by means of this information element.

	Ack
	IP CAN Session ID, Result
	PCEF => PCRF

Result: success or error information

	Request Policy and Charging Rules
	IP CAN Session ID, Event, Condition
	PCEF => PCRF


Session ID: to identify which session. Note this is from the PDN GW, so it will be useful for the PCRF to sort out which session is being referred to.
Either the Event or Condition or both are included in this message.
Event:  a trigger for an action by the PCRF, including for example, responding to the PCEF with revised rules.
Condition: indicates what happened and what rules were effected, for example a particular rule could no longer be enforced or a new condition applied. 

	Policy and Charging Rules Provision
	IP CAN Session ID, PCC Rules, Event, Condition
	PCRF => PCEF


Session ID: to identify which session. 

PCC Rules: as defined in 23.203
At least one Event or Condition is included in this message, though more can be included as well.
Event: a trigger for an action by the PCEF, including for example, prompting the PCRF to send additional Request Policy and Charging Rules messages.
Condition: The delivery of information not related to PCC for off-path signalling associated with a PMIP-based S5/S8 when mobility management messages are not sent, and thus PMIP extensions cannot be used to convey the information.


Messages and IEs for S7a, S7b and S7c

Differences between S7a, S7b and S7c are noted below.

	Message
	Parameters
	Description

	GW Control Session Establishment
	IP CAN Type, MN NAI, APN, RAT Type, IP Address(es), GWC Session ID, GW Identifier,  Subscribed QoS, AMBR
	GW => PCRF

MN NAI: to identify the subscriber

APN: to identify the session along with the subscriber (not if the non-3GPP type doesn't support APNs or in the case of S2c as the GW Control Session Establishment is sent ahead of time) .  Note that in the case of S2c, there is currently no APN identifier defined.

RAT Type: Indicates the type of access network used (only relevant for S7c)

IP Address(es): to establish policy rules. .  In some cases, the address(es) are used to identify sessions that already exist, for example when a Gateway Control Session has already been established for the same UE attaching to the same PDN.

GWC Session ID: Assigned by the UE and used to identify the session in the future.

GW Identifier: an identifier indicating the S-GW, ePDG or Trusted Non-3GPP IP Access sending this message.  This could be used by the PCRF to determine whether the GW is in the HPLMN, VPLMN, non-3GPP access, etc.

Subscribed QoS: This applies only to S7c.

AMBR: Indicates the Aggregate Maximum Bit Rate for the PDN connection (defined in 23.401)  Subscribed QoS: QoS profile as stored in HSS

	Acknowledge GW Control Session Establishment
	GWC Session ID, QoS Rules
	PCRF => GW

Result: whether it was successful, if not the error

Session ID: to be used in future operations

Rules: includes TFTs and actions, as defined in 23.203

	GW Control Session Termination
	GWC Session ID
	GW => PCRF

Session ID: to know which one to terminate

	Ack GW Control Session Termination
	GWC Session ID
	PCRF => GW

Session ID: to know which session was terminated

	GW Control and QoS Rules Provision
	GWC Session ID, QoS Rules, Event, Condition
	PCRF => GW

Session ID: to identify which session.  Note this is from the PCRF, so it will be useful for the recipient ePDG or trusted non3GPP IP access to differentiate which session it pertains to

QoS Rules: required to provide QoS policy controlled behavior in the Serving GW, ePDG or Trusted Non-3GPP IP Access.
Either Events or Conditions or both are included in this message.

Event: As per 23.203 - an event is a trigger for an action that is part of the PCC system.
Condition: A notification of additional information required at the Trusted Non-3GPP access, ePDG or Serving GW due to a change of condition or event known to the PCRF. This allows delivery of information not related to PCC for off-path signalling associated with a PMIP-based S5/S8 when mobility management messages are not sent, and thus PMIP extensions cannot be used to convey the information.

	GW Control and QoS Rules Provision Ack
	GWC Session ID, Result
	GW => PCRF

Session ID: to identify which session.

Result: success or error information

	GW Control and QoS Rules Request


	GWC Session ID, Event, Condition
	PCRF => GW

Session ID: to identify which session. Note this is from the epdg or trusted non-3GPP ip access, so it will be useful for the PCRF to sort out which session is being referred to


Condition: indicates some information known at the GW must be sent to the PDN GW by means of off-path signalling.  This allows delivery of information not related to PCC for off-path signalling associated with a PMIP-based S5/S8 when mobility management messages are not sent, and thus PMIP extensions cannot be used to convey the information.

	GW Control and QoS Rules Reply
	GWC Session ID, QoS Rules, Event, Condition
	Session ID: to identify which session.  Note this is from the PCRF, so it will be useful for the recipient ePDG or trusted non3GPP IP access to differentiate which session it pertains to

Rules: as per 23.203
Either Events or Conditions or both may be included in this message.

Event: As per 23.203 - an event is a trigger for an action that is part of the PCC system.
Condition: A notification of additional information required at the Trusted Non-3GPP access, ePDG or Serving GW due to a change of condition or event known to the PCRF. This allows delivery of information not related to PCC for off-path signalling associated with a PMIP-based S5/S8 when mobility management messages are not sent, and thus PMIP extensions cannot be used to convey the information.


3. Information elements needed for PMIPv6 BU and BA interaction

PMIP Procedures should not include parameters in-line in the text, but rather there should be a list of IEs in the procedure description. In every case the Proxy Binding Update should have the following parameters

Proxy Binding Update(MN-NAI, Lifetime, IP Addr Req, APN, Additional Parameters) message. The MN NAI identifies the UE for whom the message is being sent.  The Lifetime field must be set to a nonzero value in the case of a registration and a zero value in the case of a de-registration.  The optional IP Addr Req is an optional parameter identifying the address previously assigned to the UE.  

how to document the APN parameter

Proxy Binding Ack(MN NAI, Lifetime, PDN Address Info, Additional Parameters) message.  The PDN Address Info includes one or more IP addresses in the case where a registration occurs.  It is not necessary to transmit this information when the Proxy Binding Update message has a zero lifetime (a deregistration).
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