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Abstract of the contribution:

This contribution proposes handover procedure between 3GPP and non-3GPP IP access for chained S8a/S2a. Principles agreed for the chained case: 

· There is only one IP CAN session in the PDN GW and a Gateway Control Session in the non-3GPP access - but none in the Serving GW. 

· This means that normal 'PDN attached'/roaming case for non-3GPP access procedures should apply from the perspective of PCC/QoS signalling.
· When GTP is used for S8, we do not have to support non-default QoS.
Begin first change: Modify 23.402, transfer to 5.6.1.2.x
5.6.1.2 
Handovers without Optimizations between 3GPP Accesses and Trusted Non-3GPP Accesses

5.6.1.2.x
Trusted Non-3GPP IP Access to 3GPP Access Handover with chained S8a/S2a

The steps involved in the handover from a trusted non-3GPP IP access to 3GPP Access connected to EPC are depicted below for roaming cases with chained S8a/S2a. It is assumed that while the UE is served by the trusted non-3GPP IP access, a PMIPv6 tunnel is established between the non-3GPP access network and the Serving GW in the EPC and a GTP tunnel between the Serving GW and the PDN GW.
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Figure 5.6.1.2.x-1: Handover from Trusted Non-3GPP IP Access to 3GPP Access with chained S8a/S2a anchored in the visited network
NOTE:
The flow here assumes that this is an initial attach of the UE and no bearers for the UE exists in UTRAN/E-UTRAN.

Editor's Note: The alignment of the handover procedure with the attach procedure over PMIP based S5/S8 is FFS.

Editor’s Note: The documentation of handover from trusted non-3GPP IP Access to legacy 2G/3G is FFS.
Note: The following procedure assumes that the S-GW that was anchoring the non-3GPP IP Access is not necessarily anchoring the target 3GPP Access after the handover completes. 

Editor’s Note: The  case of using the same Serving Gateway is FFS..
The steps involved in the handover are discussed below.

1)
The UE uses a trusted non-3GPP access system. A PMIPv6 tunnel is established between the trusted non-3GPP access and the Serving GW.  To this is a GTP tunnel concatenated between the Serving GW and the PDN GW.
2-14) The same procedures as described in Figure 5.6.1.2.1-1 apply.

15)
The UE initiates access and sets up the connection(s) to the 3GPP accesses. The procedures as defined in Section 4.7.3.2 apply. 
16)    The PDN GW triggers resource release in the non-3GPP access. The exact signalling messages used in order to release the EPS bearers in the 3GPP Access are FFS.
5.6.1.2.x
3GPP Access to Trusted Non-3GPP IP Access Handover with PMIPv6 on S2a 

The steps involved in the handover for chained S8a/S2a from 3GPP Access connected to the EPC to trusted non-3GPP IP access are depicted below for the case of roaming with home routed traffic with anchoring in the Serving Gateway in the VPLMN. It is assumed that while the UE is served by the 3GPP Access, a PMIPv6 or GTP tunnel is established between the S-GW and the PDN GW in the evolved packet core.
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Figure 5.6.1.2.x-1: Handover from 3GPP Access to Trusted Non-3GPP IP Access with chained S8a/S2a anchored in the visited network
Note: The following procedure assumes that the S-GW that was anchoring the 3GPP Access is not necessarily anchoring the target non-3GPP IP Access after the handover completes. 

Editor’s Note: The  case of using the same Serving Gateway after the handover is FFS.


1)
The UE is connected in the 3GPP Access and has a GTP tunnel on the S8 interface.

2)
The UE discovers the trusted non-3GPP IP access system and determines to transfer its current sessions (i.e. handover) from the currently used 3GPP Access to the discovered trusted non-3GPP IP access system. 
The mechanisms that aid the UE to discover the trusted non-3GPP IP access system are specified in section 5.3 (Network Discovery and Selection).

3)
The UE performs access authentication and authorization in the non-3GPP access system. The 3GPP AAA server authenticates and authorizes the UE for access in the trusted non-3GPP system.  T    he appropriate Serving is selected  The 3GPP AAA server returns the S-GW address to the trusted non-3GPP access system at this step (upon successful authentication and authorization). 
The authentication credentials are relayed from the AAA proxy in the visited PLMN to the HSS/AAA in the HPLMN.
Editor’s note: Serving GW selection is FFS. 


4)
After successful authentication and authorization, the L3 attach procedure is triggered.

Editor's Note: The IP Address that the UE has had in the 3GPP system should be known to the entity in the Trusted non-3GPP IP Access performing the bearer binding at this stage. The mechanism that the IP Address will be known to the Serving GW is FFS.
5)
The entity in the Trusted non-3GPP IP Access acting as a MAG sends a PMIPv6 Proxy Binding Update message (MN_NAI).  As the traffic is anchored in the Serving GW, the entity in the Trusted non-3GPP IP Access acting as a MAG sends the “Proxy Binding Update” to the Serving GW in the VPLMN. 



Editor's Note: Whether additional functionalities are required in the Serving GW for binding the PMIP tunnel to the GTP tunnel is FFS
6) The Serving GW requests the QoS profile for the subscriber/PDN pair from the AAA Proxy.

NOTE: Alternatively the S-GW may be configured with a static default bearer QoS.

7) The Proxy AAA request the QoS profile for the subscriber/PDN pair from the home network.

8) The AAA proxy responses with the QoS profile for the subscriber/PDN pair to the Serving GW. 

Editor’s note: How the Serving GW receives the PDN GW address is FFS. Alignment of steps 3-5 with the method to deliver PDN GW address to the S-GW is FFS.
Editor's Note: How the Proxy Binding Update message is secured is FFS.

9) 
The Serving GW sends a Create Bearer Request message to the PDN-GW in the HPLMN as described in TS 23.401. The PDN GW should not switch the tunnel from non-3GPP IP access to 3GPP access system at this point.

10)
PDN GW may interact with the PCRF for provisioning of PCC rules.

. 


11)
The PDN GW responds with a Create Bearer Response message to the Serving GW as described in TS 23.401.The Create Bearer Response contains the IP address or the prefix that was assigned to the UE while it was connected to the non-3GPP IP access.

12)
The PDN-GW may interact with the 3GPP AAA server to perform authorization function, e.g. authorization of the new MAG.

13)
The S-GW processes the proxy binding update and updates the binding cache entry for the UE. It confirms the IP address (es) for the UE sending a “Proxy Binding Acknowledgement (PBA)” to the MAG function in Trusted Non-3GPP IP Access, including the IP address (es) allocated for the UE. 
14)
L3 attach procedure is completed at this point. The IP address (es) assigned to the UE by the PDN-GW is conveyed to the UE.

15)
The PMIPv6 tunnel is set up between the Trusted Non-3GPP IP Access and the Serving GW and a GTP tunnel is established between the Serving GW and the PDN GW. The UE can send/receive IP packets at this point.

16)
It is FFS if the PCRF or the S-GW/PDN GW releases the resources in the 3GPP access. The exact signalling messages used in order to release the EPS bearers in the 3GPP Access are FFS,

End of first change
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2 – 14 Procedure as per Figure 5.6.1.2.1.1-1 Step (C) 
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