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Abstract of the contribution:

This contribution discusses removal of support in procedures for S7b from TS 23.402.  The interface itself remains, but is noted as not defined for release 8. 

Discussion

In SA2 SAE SWG #60b drafting, we arrived at how we cannot support S7b terminated in the untrusted non3GPP access ([S2-074889] was approved), nor in the UE ([S2-075265] and [S2-074906] were noted), and further that policy enforcement for the flows was only possible in the PDN GW.  For this reason it did not appear that the S7b interface was being used to effectively distributed dynamic QoS policy.  For the sake of not adding mechanisms requiring standardization without being able to agree to a complete solution, we do not specify S7b in release 8.

Proposal

Begin First Change: TS 23.402, section 4.5.1

S7a:
It provides transfer of (QoS) policy information from PCRF to the Trusted Non-3GPP accesses.

S7b:
This interface is not specified within this release of the specification.
S7c:
It provides transfer of (QoS) policy information from PCRF to the Serving Gateway
End First Change

Begin Second Change: TS 23.402, Section: 5.4.3.3.2

5.4.3.3.2

Initial Attach procedure with PMIPv6 
In the non-roaming case, PMIPv6 [8] is used to setup a PMIPv6 tunnel between the ePDG and the PDN GW. It is assumed that MAG is collocated with ePDG. The IPsec tunnel between the UE and the ePDG provides a virtual point-to-point link between the UE and the MAG functionality on the ePDG.
In the non-roaming case (as in Figure 4.2.2-1), none of the optional entities in Figure 5.4.3.4.2-1 are involved.  

The optional entities are involved in other cases.  

-
In the roaming cases, however, the 3GPP AAA Proxy mediates all interaction between the 3GPP AAA Server in the PLMN and entities in the vPLMN and non-3GPP access. 

-
In the LBO case, interaction between hPCRF in the HPLMN and the PDN GW in the vPLMN and non-3GPP access occurs by way of the vPCRF in the vPLMN.  In both these cases, messages are relayed by the optional entities towards and from the hPLMN.  
[image: image1]
Figure 5.4.3.3.2-1: Initial attachment when Network based MM mechanism are used over S2b for roaming, non-roaming and LBO.

NOTE:
Before the UE initiates the setup of an IPsec tunnel with the ePDG it configures an IP address from an untrusted non-3GPP access network. This address is used for sending all IKEv2 [9] messages and as the source address on the outer header of the IPsec tunnel.

If dynamic policy provisioning is not deployed, the optional steps in the procedure are not applied.

1)
The IKEv2 tunnel establishment procedure is started by the UE. The UE may indicate in a notification part of the IKEv2 authentication request that it supports MOBIKE. The ePDG IP address to which the UE needs to form IPsec tunnel is discovered via DNS query as specified in section 5.4.2.2. After the UE is authenticated, UE is also authorized for access to the APN. The procedure is as described in 3GPP TS 33.234 [7]. The PDN GW address is determined at this point as described in section 5.4.2.1. The PDN GW information is returned as part of the reply from the 3GPP AAA Server to the ePDG. This may entail an additional name resolution step, issuing a request to a DNS Server.

2)
The ePDG sends the Proxy Binding Update message to the PDN GW. The proxy binding update message shall be secured.

Editor's note:
How the Proxy Binding Update message is secured is FFS.

3)
The PDN GW sends an Indication of IP CAN Session Establishment message to the PCRF.  Otherwise, the PDN GW may employ configuration information to establish policy. In the case of LBO, the PDN GW sends the message to the vPCRF in the VPLMN. The vPCRF then forwards the message to the hPCRF in the HPLMN.
Editor's Note: It is FFS how the PDN GW selects the hPCRF.
4)
The hPCRF responds with an Acknowledge IP CAN Session Establishment message, including the policy the PDN GW will enforce. In the case of LBO, the hPCRF sends the message to the vPCRF in the VPLMN.  The vPCRF then forwards the message to the PDN GW in the VPLMN.
5)
The selected PDN GW informs the 3GPP AAA Server of the PDN GW address.
Editor's note:
It is FFS whether this step can be avoided, e.g. if the PDN GW address is already known by the AAA/HSS by other means.

6)
The PDN GW processes the proxy binding update and creates a binding cache entry for the UE. The PDN GW allocates an IP address for the UE. The PDN GW then sends a proxy binding Update ack to the ePDG, including the IP address allocated for the UE. A PMIPv6 tunnel is set up between the ePDG and the PDN GW (shown in Step 11)

NOTE:
If UE requests for both IPv4 and IPv6 addresses, both are allocated. If the UE requests for only IPv4 or IPv6 address only one address is allocated accordingly.

Editor's note:
It is FFS which entity stores the allocated PDN GW IP Address.






7)
After the BU is successful, the ePDG is authenticated by the UE.

8)
The ePDG sends the final IKEv2 message with the IP address in IKEv2 Configuration payloads.

9)
IP connectivity from the UE to the PDN GW is now setup. Any packet in the uplink direction is tunnelled to the ePDG by the UE using the IPSec tunnel. The ePDG then tunnels the packet to the PDN GW. From the PDN GW normal IP based routing takes place. In the downlink direction, the packet for UE (HoA) arrives at the PDN GW. The PDN GW tunnels the packet based on the binding cache entry to the ePDG. The ePDG then tunnels the packet to the UE via proper IPsec tunnel.

End Second Change

Begin Third Change: TS 23.402, Section: C.2.2

C.2.2

E-UTRAN to Untrusted Non-3GPP IP Access with PMIPv6 Handover in the Non-Roaming Scenario
This section shows a call flow for a handover when a UE moves from a E-UTRAN to an untrusted non-3GPP access network. PMIPv6 is assumed to be used on the S5 and S2b interfaces.
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Figure C.2.2-1: E-UTRAN to Untrusted Non-3GPP Access Handover in Non-Roaming case

1)
The UE is initially attached to the E-UTRAN network.

2)
The UE moves and attaches to an untrusted non-3GPP IP access network.

3)
The IKEv2 tunnel establishment procedure is started by the UE. The ePDG IP address to which the UE needs to form IPsec tunnel with may be discovered via DNS query or can be statically configured. The exact mechanism is left FFS. After the UE is authenticated, UE is also authorized for access to the APN. The procedure is as described in 3GPP TS 33.234 [5]. As part of access authentication the PDN GW information is sent to the ePDG by the 3GPP AAA server.

Editor's Note:
How the HSS/3GPP AAA server ensures the same PDN GW that was being used while the UE was attached to the E-UTRAN is used by the ePDG also is FFS.





Editor's Note:
How the ePDG enforces QoS in the Untrusted non-3GPP IP Access is FFS.

5)
The ePDG sends the Proxy Binding Update message to the PDN GW with the MN-NAI ID and a request for IP address.

6)
If PCC is supported, the PDN GW sends an Indication of "Modification of IP CAN Session" message to the PCRF to obtain any changes to QoS policy or the PCC rules related to the IP-CAN session.

7)
If step 7) is performed, the PCRF responds to the PDN GW with an "Acknowledge of IP CAN Modification" message including any changes to the QoS policy or the PCC rules.

8)
The PDN GW processes the proxy BU message from the ePDG, updates the binding cache entry for the UE and responds with a proxy Binding Ack. In the proxy Binding Ack, the PDN GW replies with the same IP address or prefix that was assigned to the UE earlier. At this point a PMIPv6 tunnel exists between PDN GW and ePDG.

9)
The ePDG and the UE continue the IKEv2 exchange and IP address configuration.

10)
At the end of the handover procedure there is a default bearer for the UE that consists of an IPsec tunnel between the UE and the ePDG and a PMIPv6 tunnel between the ePDG and the PDN GW.

Editor's Note:
E-UTRAN bearer teardown is for FFS.

End Third Change
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