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Abstract of the contribution: This paper discusses the necessity of QoS support for non-3GPP IP accesses which do not support PCC, and proposes that TS 23.402 supports additional QoS control procedures.

1. Introduction

In TS 23.402, dynamic policy control for the S2a and S2c interface over trusted non-3GPP IP access is described. However, this mechanism only addresses cases in which the access network supports the PCC framework. If the access network does not support PCC, the policy control information, e.g. QoS Information, needs to terminate at the PDN GW. Similarly, when the UE attaches to an untrusted non-3GPP IP access, the PCC, i.e. QoS support, is terminated at the ePDG in the EPC.

It should be noted that in the latter two cases mentioned above, the UE may suffer from QoS interruptions because the PCC rules could not be enforced, or only static QoS policy is provided in the trusted/untrusted non-3GPP IP accesses (that do not support PCC). For example, if another user sends bulk data in the non-3GPP IP accesses, the UE’s available bandwidth would be squeezed, as there is no proper QoS reservation/guarantee for the UE’s session. 
This document discusses the necessity of proper QoS support between the UE and the 3GPP network through trusted/untrusted non-3GPP IP accesses which do not support PCC. Based on the discussion, it is proposed that TS 23.402 support additional QoS control procedures for these cases.
2. Discussion
According to TS 23.402, the UE is able to access the 3GPP network via non-3GPP accesses. This is an important feature that allows the 3GPP network/operator to extend the existing 3G services to a much wider reach. QoS support from the UE to the 3GPP network through these networks is crucial to guarantee the successful deployment of the 3G services, e.g. IMS service. The QoS support is provided in the form of PCC in TS23.402 defined procedures, which requires the non-3GPP IP access to support PCC.
However, , there are two types of scenarios where a non-3GPP IP access does not support PCC. The first scenario is that the trusted non-3GPP IP access does not support PCC. This scenario includes the case where the UE attaches to a logically constructed personal network (based on TS 22.259 and TS23.259) that is connected to a trusted non-3GPP network with PCC support (Figure 1). The other scenario is that the UE attaches to an untrusted non-3GPP IP access which does not have PCC support (i.e. S7 interface) (Figure 2). In both scenarios, QoS support is terminated either at the PDN-GW or at the ePDG or at the AGW. It should be noted that in these scenarios there is no guarantee of QoS over the last mile. 
In some cases a user, attached to a non-3GPP IP access without PCC, requires full QoS support between the UE and the 3GPP network. One exemplary scenario is that a user accesses an operator real-time service (such as Video Streaming). Another scenario is that a user requests a non-operator controlled service (such as on-line game). In the former case, it is required that dynamic QoS is provisioned to the non-3GPP IP access; and in the latter case, the required QoS needs to be informed to the 3GPP network. It should be noted that If QoS is provisioned in the 3GPP network and non-3GPP IP access independently, QoS from the UE to the 3GPP network will not be sufficient since there is no QoS policy mapping between them and thus confliction would happen.

Without user's satisfaction for QoS support, successful business will not be expected. 

It should be noted that regardless of the mobility scheme in use, the QoS support in non-3GPP IP accesses needs to be provided, as it is addressing the actual transport of the packets (with whatever encapsulations). 
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3. Conclusion
In order for QoS to be provisioned, a proper QoS negotiation is necessary between a 3GPP network and a non-3GPP IP access even it does not have S7 interface. Therefore, a 3GPP network should be required to: 

- Provide proper QoS policy to the non-3GPP IP access without S7 interface.

- Accept required QoS from non-3GPP, and provide relevant QoS for 3GPP network when requested by a UE.

4. Proposal

TS23.402 contains the following proposed text.

***** Start of the second change *****

4.6.2
Application of PCC in the Evolved Packet System

EPS supports both static and dynamic PCC deployment options as specified in TS 23.401 [4].

NOTE: 
The local configuration of PCEF static policy and charging control functionality is not subject to standardization and is not based on subscription information.

In case of non-3GPP access that does not support an S7a/b or S9 interface, static QoS policies (e.g. based on subscription QoS parameters for default connectivity) may be provided to the non-3GPP access through the AAA infrastructure. Dynamic QoS policy may also be supported if the 3GPP network or the UE is able to know what kind of QoS mechanisms are supported in the non-3GPP access. To perform policy enforcement according to the subscription QoS parameters for default connectivity, additional information may be provided to the PDN GW in one of the following ways:

-
from the PCRF, if present and if the PDN GW supports the S7 interface,

-
from the 3GPP AAA Server through the S6c interface in the form of a static QoS profile.

NOTE: 
In the latter case the PCEF may change the provided values based on interaction with the PCRF or based on local configuration.

***** End of second change *****

***** Start of the second change *****

5.5.1
PCC/QoS Principles

The following are the principles around PCC/QoS functionality:

1)
Full PCEF with service-aware end-user charging is located only in PDN-GW.

2)
Bearer binding for the S1 interface in case of S5/S8(PMIP) is to be performed in the SGW. This does not impact SGW relocation.

3)
To enable S1 bearer binding in case of S5/S8(PMIP), off-path signalling is applied from the PCRF to SGW. The information transferred across this signalling interface is assumed to be using S7 as a basis.

4)
To enable bearer binding for non-3GPP accesses, off-path signalling is applied from the PCRF to the non-3GPP bubble in case the non-3GPP access supports PCC. The information transferred across this signalling interface is assumed to be using S7 as a basis. For the roaming case this interface can also terminate in the ePDG, it is FFS if this signalling interface would also terminate in the ePDG for the non-roaming case.

5)
The visited network has the capability to reject the QoS authorized by the home network based on the visited network operator policies.

6)
The signalling interface described in 3) and 4) is assumed to be the same.
7)    Proper QoS provisioning for non-3GPP IP accesses that do not support PCC shall be supported.
***** End of second change *****
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