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Abstract of the contribution: This contribution clarifies the text on the storage of PDN GW address information during initial attach to 3gpp. 
1. Introduction

It was agreed in the last meetings that PDN GW address is stored in HSS/AAA server during initial attach for the network to retrieve information about existing connectivity for a particular UE when UE handovers from 3GPP to non-3GPP access networks. However the current procedures in TS 23.401 and TS 23.402 do not include this step for initial attach procedures on 3GPP network.
This document clarifies the text for initial attach procedure on PMIP based EUTRAN access, to include this text and also adds a section on initial attach procedure with GTP based EUTRAN to include the procedure mentioned above.

2. Discussion

When the UE attaches to EUTRAN access during initial attach, then the PDN GW address information needs to be stored in the HSS/AAA server so that upon handover to non-3GPP access the information about the existing PDN GW connectivity can be retrieved by the access network. This is true also for the case of multiple PDN gateways, where PDNs other than the default PDNs can be connected when attached on EUTRAN access. The connectivity to all the PDNs need to be maintained upon handover to non-3GPP access. Hence all the PDN GW addresses needs to be stored in HSS/AAA along with their APN information, so that target access network can identify the PDNs corresponding to APNs and provide connectivity accordingly. 
TS 23.402 proposes to store PDN GW address information during initial attach procedure for non-3gpp access network. 
This document proposes to add same functionality when obtaining initial connectivity over EUTRAN access. 

3. Proposal
Start of first change to TS 23.402
5.4.3.5
Initial E-UTRAN Attach with PMIP based S5 or S8b
This section is related to the case when the UE powers-on in the LTE network with PMIP based S5 or S8b interface and includes the case of roamers from a GTP network into a PMIP network when PMIP based S5 is used to connect the Serving GW and the PDN GW of the visited PLMN. Proxy Mobile IP is used on S5 or S8b interface. It is assumed that the MAG is collocated with the Serving GW for the PMIPv6 procedure between the Serving GW and the PDN GW.
When only GTP based S5 or S8a connections are established for roamers from a GTP network into a PMIP network the procedure as described in 3GPP TS 23.401 applies.
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Figure 5.4.3.5-1: Initial E-UTRAN attach with PMIP based S5 or S8b
This procedure applies to the Non-Roaming (Figure 4.2.1-1), Roaming (Figure 4.2.1-2) and Local Breakout (Figure 4.2.3-4) cases.  For the Roaming and Local Breakout cases, the vPCRF forwards messages between the Serving GW and the hPCRF.  In the Local Breakout case, the vPCRF forwards messages between the PDN GW and the hPCRF.

The optional interaction steps between the gateways and the PCRF in the procedures in Figure 5.4.2.6-1 only occur if dynamic policy provisioning is deployed.  Otherwise policy may be statically configured with the gateway.

A.1)
The Serving GW sends a Gateway Control Session Termination (MN-NAI) to the PCRF to clean up after the active bearers that are no longer required.

A.2)
The PCRF sends an Acknowledge Gateway Control Session Termination message to the Serving GW indicating the result of the removal of the Gateway Control session.

A.3) 
The Serving GW sends a Proxy Binding Update to the PDN GW (lifetime=0) to de-register the UE at the PDN-GW.

Editor's note:  How the Proxy Binding Update message is secured is FFS.

A.4)
The PDN GW deletes the IP CAN session associated with the UE and sends an Indication of IP CAN Session Termination message to the PCRF.

A.5)
The PCRF sends an Acknowledge IP CAN Session Termination message to the PDN GW indicating the result of the removal of the IP CAN session.

A.6)
The PDN GW responds to the Serving GW with the result of the deregistration with Proxy Binding Update Acknowledgement message

Steps between A.3 and B.1 are described in TS 23.401, Section 5.4.2.

Steps B.1 through B.6 are the same as Steps A.1 through A.6.

C.1)
The Serving GW sends a Proxy Binding Update to the PDN GW in order to establish the new registration.
Editor's note:  How the Proxy Binding Update message is secured is FFS.

C.2)
The selected PDN GW informs the HSS/AAA server of the PDN GW address along with the corresponding APN information.
C.3) The PDN GW sends an Indication of IP CAN Session Establishment (MN-NAI, UE’s IP address) message to the PCRF.

C.4)
The PCRF responds to the PDN GW with an Acknowledge of IP CAN Session Establishment.  This message includes the Policy and Charging rules provisioned to the PDN GW initially.

C.5)
The PDN GW responds with a PMIP Binding Update to the Serving GW.

C.6)
The Serving GW sends a Gateway Control Session Establishment to the PCRF to obtain the rules required for the Serving GW.  The Serving GW sends information, e.g., RAT-type, needed by the PCRF to determine PCC rules for the UE’s IP-CAN session.

C.7)
The PCRF sends a PCC Decision Provision message to the PDN GW to update PCC rules based on information sent by the S-GW in the preceding step.

C.8)
The PDN GW responds to the PCRF with a PCC Decision Ack indicating whether it was successful deploying the PCC rules.

C.9)
The PCRF sends an Acknowledge Gateway Control Session Establishment message to the Serving GW including QoS policy rules for the Serving GW to perform Bearer Binding and other functions described in Section 5.5.

Editor's Note:  PDN GW address and Serving GW address selection is as described in the clause "GW selection" in TS23.401
End of first change to TS 23.402
Start of second change to TS 23.402
5.4.3.6
Initial E-UTRAN Attach with GTP based S5 or S8b
This section is related to the case when the UE powers-on in the LTE network with GTP based S5 or S8b interface. This section is added here to provide an additional step 13-b for storage of PDN GW address information into the initial attach procedure of TS 23.401 section 5.3.2.1. 
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Steps 1 to 13 are described in TS 23.401, Section 5.4.2.
13b.
On receiving the Create default Bearer request, The selected PDN GW informs the HSS/AAA server of the PDN GW address along with the corresponding APN information.
Steps 14 to 24 are described in TS 23.401, Section 5.4.2.

End of second change to TS 23.402
Start of third change to TS 23.402
5.8.1
HSS

The data held in the HSS when non 3GPP accesses are not used is defined in 3GPP TS 23.401 [4].

The additional  data held in the HSS when non 3GPP accesses are used is defined in Table 5.8.1-1 below.

Table 5.8.1-1: HSS EPS Data (additional aspects for non 3GPP accesses )
	Field
	Description
	Status

	Serving node IP address
	The IP address of the node serving the UE in the current Non 3GPP system.
	

	Current access system RAT Type
	RAT type of the Last known access system
	FFS

	QoS profile per access 
	The quality of service profile subscribed for a particular access for a specific APN
	FFS

	ODB 
	Indicates that the status of the operator determined barring for a specific access.
	FFS

	Access Restriction
	Indicates the access restriction subscription information. 
	FFS

	PDN Gateway address(es)
	This indicates which PDN GWs the UE is connected with.
	FFS

	APN information
	APN information corresponding to each PDN GW address
	FFS


Editor’s Note: The “Status” columns will be removed when the FFS’s are resolved.

End of third change to TS 23.402
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C.1 Proxy Binding Update











B.6 Proxy Binding Ack











B.5 Acknowledge IP-CAN Session Termination











B.2 Acknowledge Gateway Control Session Termination











B.3 Proxy Binding Update
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A.5 Acknowledge IP-CAN Session Termination
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Attach procedure as in TS 23.401, Figure 5.3.2-1, before step (A)





Attach procedure as in TS 23.401, Figure 5.3.2-1, between steps (A) and (B)





Attach procedure as in TS 23.401, Figure 5.3.2-1, between steps (B) and (C)





Attach procedure as in TS 23.401, Figure 5.3.2-1, after step (C)
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C.2 Update PDN GW address
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14. PCRF Interaction

















15. Create Default Bearer Response





13. Create Default Bearer Request








13.b Update PDN GW address





























16. Create Default Bearer Response











UE





eNodeB 








PDN GW








HSS





PCRF





Serving GW





old MME





new MME








Attach procedure as in TS 23.401, Figure 5.3.2-1, from steps 17 to 24





12. Create Default Bearer Request





Attach procedure as in TS 23.401, Figure 5.3.2-1, from steps 1 to 11
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