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This paper proposes to use PMIP Proxy Binding Update and Proxy Binding Ack messages to exchange unique PDN identifiers for GRE Keys on S5 / S8. 
1. Introduction


In SA2_#60, it was agreed that [1]: 

 The PMIP-based interfaces (S5, S8b, S2a, and S2b) shall support Generic Routing Encapsulation (GRE) RFC 2784 [23] including the Key field extension RFC 2890 [24]. The Key field value of each GRE packet header uniquely identifies the PDN that the GRE packet payload is associated with.
However, it is still left FFS that how these unique identifiers are exchanged.  This is stated in editor’s note that “how to correlate signaling on S9, S7, or S7x with the corresponding PMIP/GRE tunnel on S5/S8.”
2. Discussion
It is also suggested in the above quoted editor’s note that “the signaling on S9, S7, or S7x may need to include a parameter that uniquely identifies the corresponding PDN”.
However, taking the PCC-less architecture into the account, the availability of S9, S7 or S7x interfaces are not guaranteed.  Therefore, a method for exchanging PDN identifiers without using interfaces is required.
Considering the above situation, the option available is to use the signalling over S5 / S8 / S2a / S2b.  A method to enable such functionalities has been under specification work in IETF [2].  It is hence proposed to follow the principles specified in [2], which is to use Proxy Binding Update and Proxy Binding Ack message to exchange PDN identifiers between LMA and MAG.
3. Proposal

It is proposed to add the following text to TS23.402:
Start of 1st change
4.5.1
List of Reference Points
… … … … …
-
The PMIP-based interfaces (S5, S8b, S2a, and S2b) shall support Generic Routing Encapsulation (GRE) RFC 2784 [23] including the Key field extension RFC 2890 [24]. The Key field value of each GRE packet header uniquely identifies the PDN that the GRE packet payload is associated with.  These keys are exchanged using PMIP Proxy Binding Update and Proxy Binding Ack messages on S5 / S8, S2a and S2b [X].


-
Wu* interface is based on IKEv2 [9] and MOBIKE [18].
Editor's note: It is FFS if MOBIKE support on ePDG is mandatory.

The EPS shall allow the operator to configure a type of access (3GPP or non-3GPP) as the "home link" for Client Mobile IP purposes.

NOTE:
Redundancy support on reference points S5 and S8b should be taken into account.

End of 1st change
Start of 2nd change
4.4.3.2
Serving GW

The functionality of the Serving GW is described in TS 23.401 [4]. In addition to the functions described in TS 23.401 [4] the Serving GW includes the following functionality:

-
A local non-3GPP anchor for the case of roaming when the non-3GPP IP accesses connected to the VPLMN.

-
Event reporting (change of RAT, etc.) to the PCRF.

-
Uplink and downlink bearer binding towards 3GPP access as defined in TS 23.203 [19].

-
Uplink bearer binding verification with packet dropping of "misbehaving UL traffic".

NOTE:
The term 'Uplink bearer binding verification' is defined in TS 23.401[4].

-
Mobile Access Gateway (MAG) according to [8] if PMIP based S5 or S8 is used.
-
Allocation of a unique GRE key, which is exchanged using PMIP protocol over PMIP-based S5 / S8 / S2a / S2b for overlapping IP address support [X].  In case of S8-S2 chaining, the Serving-GW allocates two keys, one for uplink (S2a/b), one for downlink (S8)
4.4.3.3
PDN GW

PDN GW functionality is described in TS 23.401 [4]. In addition to the functions described in TS 23.401 [4], the PDN GW functions includes user plane anchor for mobility between 3GPP access and non-3GPP access.

PDN GW includes the function of a LMA according to [8], if PMIP- based S5 or S8 is used.
PDN GW allocates a unique GRE key, which is exchanged using PMIP protocol over S5 / S8 / S2a / S2b for overlapping IP address support [X].
4.4.4
ePDG

The functionality of ePDG includes the functionality defined for the PDG in TS 23.234 for the allocation of an IP address local to the ePDG to UE. 
ePDG allocates a unique GRE key, which is exchanged using PMIP protocol over S2b for overlapping IP address support [X].
Editor’s Note: The detailed list of functionality of the PDG defined in TS 23.234 [5] that is reused for the ePDG is FFS.

End of 2nd change
Start of 3rd change
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