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Abstract of the contribution: Analysis the impacts of the two options: (a) passing hPCRF address to nodes, (b) Diameter-switch.
Discussion

In Kobe, two options were presented to solve the problem of re-selection of hPCRF for a UE IP CAN connection:

1. hPCRF-FQDN Passing Scheme: In this scheme the selected hPCRF-FQDN is passed to all the nodes that require to have PCC session with the hPCRF. This also requires the storage of the hPCRF-FQDN in the HSS/AAA for some nodes to get access to the hPCRF-FQDN (example to pass this information to MME). This scheme was proposed by Telecom Italia in contribution [1].

2. Diameter Switch Scheme: In this scheme there is a specialized function in the Diameter server realm that manages getting all PCC session for a particular UE IP-CAN connection (eg based on MN-NAI, APN, UE IP address information) to the selected hPCRF server. An internal data-base maybe used to store this information, but other nodes outside the PCRF-realm do not need to be aware of this database or access the database. In that way all the hPCRFs deployed in the home domain would be seen as a single logical hPCRF by the PCEF.

What was not shown in Kobe meeting was feasibility of the hPCRF-FQDN passing schemes, i.e the messages that need to be modified to carry the hPCRF-FQDN and would the scheme work for handover situation. In the annex we provide a summary of such an analysis that we performed based on flows existing in TS 23.402. The analysis shows that the scheme is feasible provided extensions to messages identified below are carried out. The key ones are #3 and #4 below. 
Standardization impacts of hPCRF Reselection based on FQDN passing scheme

Impacts:

1. Will need a new interface between PCRF and HSS/AAA for storing the hPCRF address for a MN-NAI. 

For non-3GPP access without S2c, the PGW can store this in AAA-server (and  then to the HSS). But for E-UTRAN, there is no interface from PGW to the AAA-server/HSS. Hence, the only option is for PCRF->HSS. For S2c, the hPCRF can be stored in HSS using Ta* or Wm* interface.
2. (PMIP) Will require new AVP option in PBA (not in PBU) to pass the hPCRF-FQDN to MAG.

3. Will require new AVP option during authentication/authorization in non-3GPP accesses to pass the hPCRF-FQDN.

4. (For PMIP S5/S8) Will require HSS to provide hPCRF-FQDN to MME for HO. Will require MME to pass hPCRF-FQDN to SGW during “Create Default Bearer Request” message.

5. (s2c) Will require new AVP option during MIPv6 authentication/authorization to pass the hPCRF-FQDN to the PDN-GW.

CONCLUSIONS

What we essentially show here is that both the schemes, “hPCRF-FQDN Passing” and “Diameter Switch” can work and use Diameter realm-based routing to get to the Diameter-realm of the hPCRF. The re-selection of the hPCRF-host within the hPCRF realm, can be either left as an implementation requirement of the Diameter hPCRF realm as in the “Diameter Switch” proposal (eg based on MN-NAI, APN, UE IP address(es)), or use Diameter routing requiring the hPCRF-FQDN to be stored in HSS/AAA server and passed on several interfaces (eg S5/S8, S2a, S2b, Ta*, Wa*, S6a, S6c) to get to the EPC nodes.

NOTE: Re-selection of hPCRF by non-IMS AF may require the AF either to have interface to HSS/AAA to map from UE IP address to hPCRF-FQDN mapping or use the “Diameter Switch” function to get to the hPCRF.
ANNEX: Impacts of PCRF-FQDN passing scheme on messages

Red are steps that need new parameters.

1.0   GTP  E-UTRAN Case

1.1 Intial Attach (23.401):

Non-roaming: Figure 5.3.2.1, Step 14, PDN-GW->PCRF (MN-NAI), hPCRF Selected, hPCRF FQDN stored in HSS/AAA (new interface reqd). 

Roaming LBO: Figure 5.3.2.1, Step 14, PDN-GW->vPCRF->hPCRF (MN-NAI), hPCRF Selected, hPCRF FQDN stored in HSS/AAA.

1.2 GTP->S2a HO (23.402):

Figure 5.6.1.2.2-1, Step 3, hPCRF FQDN returned to non-3gpp access and provided to AGW.  Step 5  Gateway control setup (MN-NAI, hPCRF-FQDN). Step 8 (PDN-GW->PCRF), PDN-GW already has stored hCRF-FQDN from UE’s iinitial GTP attach.

1.3 GTP ->S2b HO (23.402)

Figure C.2.2-1, Step 2, as part of authentication authorization hPCRF FQDN is returned to the ePDG. Step 4  Gateway control setup (MN-NAI, hPCRF-FQDN). Step 7 (PDN-GW->PCRF), PDN-GW already has stored hCRF-FQDN from UE’s iinitial GTP attach.
1.4 GTP-> S2c HO (23.402)

Figure 5.6.1.2.4-1: Same as above.

2.0 PMIP E-UTRAN Case

2.1 Initial Attach (23.402)

Figure 5.4.3.5-1: Step A.1 (S-GW->PCRF). This is a delete bearer request. In this case the SGW should have stored the hPCRF-addr. If not, the SGW does not contact the hPCRF. Step A.3 (SGW-> PGW) the PGW will have the hPCRF addr. If not it does not contact the hPCRF.

Figure 5.4.3.5-1: Step B. Same as step A.
Figure 5.4.3.5-1: Step C. This is create default bearer. C.2  (PGW->PCRF). hPCRF selected and stored in HSS. Step C.4 (PGW-> SGW) will need to piggyback hPCRF-addr in PBA to PDN-GW. New PBA option.

2.2 PMIP E-UTRAN to non-3GPP handover. 

Same as GTP case in 1.0

3.0 S2a starting case

3.1 S2a Initial Attach

Figure 5.4.3.2.3: Step 2 (authentication) no hPCRF-addr is returned to AGW. Step 5 (PGW->PCRF) hPCRF is selected and stored in HSS. (Note this could be stored by the PGW to HSS as part of storing the PGW addr). Step 8 (PGW->SGW) will need to piggyback hPCRF-addr in PBA to PDN-GW. New PBA option.

3.2 S2a to E-UTRAN (GTP) HO

Figure 5.6.1.2.1.1-1: Step 8 (PGW->hPCRF). PGW should have the hPCRF-FQDN already stored for UE. 

3.3 S2a to E-UTRAN (PMIP) HO

Figure 5.6.1.2.1.2-1: Will require MME to provide SGW with the hPCRF-addr in “Create Default bearer request”. Will require HSS to provide hPCRF-addr to MME during authentication/location update.
Other HO cases same as in Section 2
4.0 S2b starting case

Same as 3.0

5.0 S2c starting case

5.1 S2c attach in trusted/untrusted non-3GPP access

Figure 5.4.3.4.1-1: Step 3 (AGW->PCRF). hPCRF Selected, hPCRF FQDN stored in HSS/AAA (new interface reqd). Step 4 (authentication/authorization). hPCRF-addr provided to PDN-GW as a new AVP.
5.2 S2c to E-UTRAN (GTP/PMIP) HO

Figure 5.6.1.2.3-1: Same as in 3.0
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