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Abstract of the contribution: This contribution discusses aspects of PDN GW selection to support multiple PDN connections when using S2a. 
Introduction

At last SA2 meeting procedures for establishment of additional PDN connectivity for trusted non-3GPP access when using S2a (S2-074646) was included in TS 23.402. The details for PDN GW selection for the additional PDN connection were however left FFS. This contribution discusses solutions related to PDN GW selection for multiple PDN cases and proposes to support a case where multiple PDN can be supported by the same PDN GW.

Architecture alternatives

Two alternatives related to PDN GW selection for multiple PDN connectivity with S2a have already been briefly discussed at previous meeting.

Solution 1: One solution would be to assign multiple LMA addresses to PDN GWs serving multiple APNs – one LMA address for each APN. In this case the LMA address and the UE IP address together can uniquely be mapped to the UE. When PDN GW selection is done by the PDN GW selection function, the actual PDN would be implicitly selected at the same instant. 

A drawback with this approach is that the network planning becomes dependent on the properties of supported PDNs and that it doesn’t scale well with the number of PDNs; e.g. an operator that adds a new corporate APN/PDN must ensure that a LMA IP address is assigned at each PDN GW supporting this APN and that DNS servers, firewalls etc. (e.g. for roaming) are updated accordingly. These issues are most significant for IPv4 transport networks. This solution also has issues in the chained S2a-S8b case as discussed in S2-073332. Nevertheless, if desired, an operator always has the possibility to deploy a network such that there is a 1:1 mapping between a PDN GW IP address and an APN/PDN.
Solution 2: Another solution is to allow an architecture where a single LMA can support multiple PDNs. In this case a PDN identifier (e.g. APN) is signalled to the PDN GW at default bearer creation and PMIP binding establishment to allow the PDN GW to select the appropriate PDN and to assign a UE IP address from that PDN. The PDN identifier can e.g. be signalled in a 3GPP vendor specific mobility option [1] or in a Service Selection mobility option [2]. (The details for how this is done should be left to stage 3.) Furthermore, at SA2#60 it was agreed to use GRE for user-plane tunnelling with the PMIP-based reference points. The Key field value of each GRE packet header uniquely identifies the PDN that the GRE packet payload is associated with. In this way the same LMA address can be used for multiple PDN, also if the PDNs have overlapping IP address ranges. IP address planning will thus be unaffected by PDN configurations. This model is similar to the one used for GPRS and GTP-based EPS.

Proposal

To enable a deployment where a single LMA supports multiple PDN, it is proposed that the PDN identifier (APN) is sent in the PBU for all PMIP-based reference points to allow the PDN GW to establish connection with the appropriate PDN and to allocate a UE IP address accordingly.

*** Beginning of 1st change ***
5.11.2.1
UE initiated connectivity to additional PDN over S2a interface using PMIPv6
Establishment of connectivity to an additional PDN over trusted access with S2a is supported only for the accesses that support such feature and the UEs that have such capability. 

PMIPv6 [8] is used to setup a IP connectivity between the trusted non-3GPP IP access and the EPC during initial attach. In both roaming and non-roaming cases, S2a is present. It is assumed that MAG exists in the trusted non-3GPP IP access.


[image: image1]
Figure-5.11.2.1-1: Additional PDN connectivity with Network based MM mechanism over S2a for non-roaming and roaming

The steps in the procedure which are marked as optional occur only if dynamic policy provisioning has been deployed.

In the roaming case, messages are forwarded between the Trusted Non-3GPP IP Access and the hPCRF via the vPCRF. In the case of LBO, messages are forwarded between the PDN GW and the hPCRF via the vPCRF also.  Further, in the case of LBO, messages between the PDN GW and the 3GPP AAA Server are sent via the 3GPP AAA Proxy.

1)
The UE performs initial attach to the trusted non-3gpp access and gets IP connectivity to a default PDN served by a certain PDN GW, as indicated by the user profile.

2)
When the UE wishes to connect to an additional PDN, it sends a trigger indicating that connectivity with that specific PDN is desired. The UE provides information about the new PDN by using an APN.

Editors Note: The definition of the trigger that the UE provides to the access network (MAG) is out of scope for 3GPP

3).  
When the MAG receives this trigger for additional PDN connectivity, it selects a suitable PDN GW based on the APN information in the indication from the UE and it sends a Proxy Binding Update (MN-ID, IP Address Request, APN) message to it. PDN GW selection is performed as described in clause 5.4.2.1.

4) 
Upon successfully processing the Proxy Binding Update from the MAG, the PDN GW allocates an IP address to the UE. The PDN GW sends an Indication of IP CAN Session Establishment message to the hPCRF.

Editor's note: It is FFS how the PDN GW selects the hPCRF.

5)
The hPCRF responds with an Acknowledge IP CAN Session Establishment message, including the policy that the PDN GW needs to enforce.

6)
The PDN GW designated to provide connectivity to the additional PDN (the same PDN GW that received the PBU) updates the AAA server with the PDN GW address and the corresponding APN information.

7)
After creating the binding cache entry for the UE, the PDN GW responds with a Proxy Binding Acknowledgement to the MAG. 

8)
The Trusted non-3GPP access system sends a Gateway Control Session Establishment message.  

Editor's note:
It is FFS how the vPCRF determines the same hPCRF as was selected by the PDN GW.

9)
If the Gateway Control Session Establishment message sent by the Trusted non-3GPP access implies any change to the policy provisioned to the PDN GW in step 5, the hPCRF sends an updated policy to the PDN GW by means of a Policy and Charging Rules Provision message.

10)
The PDN GW acknowledges back to the hPCRF.

11)
The hPCRF responds to trusted non-3GPP access system by sending an Acknowledge Gateway Control Session Establishment message.  The reply contains QoS policy rules for use by the Trusted Non-3GPP access system.

12)
The trusted non-3GPP access system sends the reply message to the UE with the allocated IP address from the PDN that the UE indicated at 2. Since UE requested for additional PDN connectivity, the UE configures the IP address received from the MAG without deleting its configuration for connectivity with any other previously established PDN.

Editors Note: It is FFS that which message will be used to carry the new connectivity information to the UE and it may be out of scope of 3GPP.

13)
The PMIPv6 tunnel is thus set up between the Trusted Non-3GPP IP Access and the PDN GW corresponding to the requested additional PDN while maintaining tunnels previously established for other PDNs.

*** End of 1st change ***
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