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Abstract: It’s proposed to move the applicable parts of RUA registration to the section of I1-cs AS approach. 
1. Introduction

Though I1-cs IMS adaptor approach will be not further pursued in general, RUA registration parts need to be kept since it’s also applicable for I1-cs AS approach. To improve the legibility and facilitate the future editorial work, it’s proposed to move the relevant parts to the section of I1-cs AS approach, instead of referencing them from the section.
2. Proposal
*** Begin 1st Change ***
6.6.2a.1
IMS Registration via CS access
6.6.2a.1.2
IMS Registration via CS access using ISC – RUA registration
6.6.2a.1.2.1
Assumptions

-
ICCF is a home IMS node, hence considered a trusted node. 

-
General assumptions related to roaming relationships apply for SS7 connectivity between the home IMS network and the visited CS network.

-
The CS subscription is issued by an operator trusted by the IMS operator.
-
The ICS user is authenticated with the home CS network via the visited CS network.

-
The user is authenticated in CS prior to when the UE establishes the ICCC-cs with the ICCF for registration in IMS. The user does not need to be re-authenticated as part of IMS Registration because it has been authenticated by the CS network.

-
It is assumed that the identities that the UE and network uses for CS domain access using ICS are based on IMSI or derived from IMSI (for IMS). Note that the IMSI is required for CS service.
-
It is assumed that the ISC interface is used for the IMS Registration procedure with the ADS executed as part of the ICCF.

6.6.2a.1.2.2
Example Information flow

An example information flow for a user registering in IMS via the CS access is provided in the figure below.

NOTE: This procedure only applies to the Trusted Registration performed by the ICCF; as a pre condition CS authentication is assumed.
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Figure: ICS UE IMS Registration via CS Access 

1.
After the UE has performed Location Update in the CS network, it may request the RUA of the ICCF to perform the IMS registration as trusted registration for the UE. To do so, the UE sends the content of SIP Register encoded in ICCP, in a USSD message to the ICCF using IMSI as the identity. Alternatively CAMEL mobility triggers may be used to inform the ICCF about the CS attach of the ICS user.

2.
Upon receipt of the register information flow, the ICCF initiates a Trusted Registration for the user by sending the Register to the I‑CSCF with required information (e.g. Public User Identity derived from IMSI, ICCF IP address as “Contact” address, etc). The Register message from the ICCF does not include an Authorization header field or the header fields or header field values as required by RFC3329. This is same as the registration procedures used with early IMS security [TR 33.978]. 

3.
The I‑CSCF performs User Authorization Request /User Authorization Answer with the HSS to authorise the Register request and locate the S-CSCF if already assigned to the user or allocate an S-CSCF otherwise. Note that the private identity is obtained from the IMSI (which is contained in the T-IMPU).

4.
The I‑CSCF forwards the Register to the S-CSCF.

5.
The S-CSCF identifies the Register as a Trusted Registration from the ICCF which is a trusted Application Server (either based on a dedicated network interface for the ICCF or based on a  Security Association with the ICCF, such as IPSec SA as in NDS/IP TS 33.210 ). The S-CSCF then checks the contact address against a configured list of transport address/range associated with the ICCF Application Servers. If there is a match, then, the S-CSCF skips any further authentication procedures as it is assumed that the user has already been authenticated in the CS domain prior to contacting the ICCF. 

      The S-CSCF performs the Server Assignment Request/Server Assignment Answer with the HSS resulting in the user status as “registered” and the S-CSCF name stored in the HSS, if initial registration, and download of the user profile data (e.g. the registered and unregistered iFCs). The S-CSCF also obtains the Implicitly Registered IMPUs from the HSS as part of the SAR/SAA. The S-CSCF stores the user information as downloaded from the HSS. The S‑CSCF stores the RUA’s address/name, as supplied by the RUA for each of the implicitly registered IMPUs. This represents the address/name that the home network forwards the subsequent terminating session signalling to the ICS UE. If the user is already in “registered” state for the same IMPU, but with a different contact address (e.g., due to IMS registration using IP-CAN), then the S-CSCF creates another record for the IMPU with the contact address with the RUA’s address for that IMPU.

      If a Register request is received with an Authorization header anytime during/afterwards, then, the S-CSCF behaves according to clause 5.4.1.2 of TS 24.229. 
6.
Service control execution at the S-CSCF is performed according to the standard procedures.

7.
The S‑CSCF returns the 200 OK to the I‑CSCF.

8.
The I‑CSCF sends the 200 OK to the ICCF.

9.    The ICCF processes this information and relays via the CAAF, the result back to the UE in a USSD message.
6.6.2a.1.2.3
Triggers for RUA Registration / De-registration

The following table contains possible triggers to start / stop RUA registration. In addition, the table contains information whether this trigger is of use for ICS UE or non ICS UE, respectively:
	Possible trigger to start / stop RUA registration
	ICS UE
	non ICS UE

	Push by UE: using ICCP to ICCF
	Yes
	No

	Push by network: Using CAMEL ph3 M-CSI (only attach / detach)
	Yes
	Yes

	Push: new HSS functionality (attach / detach)
	FFS
	FFS

	Pull: CAMEL ph2 ATI poll to retrieve attach / detach status
	Yes
	Yes

	Registration Timeout in ICCF
	Yes
	Yes


Table 6.7.1a.1.1-1: Possible triggers to start / stop RUA registration

Some of the above-listed triggers are combined into a solution for ICS UEs which can be enhanced to support non ICS UEs as well: -
-
To support ICS UEs: -
-
Registration trigger using ICCP from the UE to the ICCF right after IMSI attach; de-registration trigger via ICCP if possible before detach

-
Timeout in the ICCF to de-register in IMS (e.g., in case the UE could not de-register via ICCP). 

-
If registration timeout occurs, and the user is engaged in a call, the ICCF re-registers the ICS user in IMS
-
If registration timeout occurs, and the user is not engaged in a call, the ICCF performs a Sh or MAP ATI poll to HSS to check CS status of an ICS user. 

-
If an ICS user is detached, then the ICCF de-registers the ICS user in IMS. 
-
If an ICS user is attached, then the ICCF re-registers the ICS user in IMS and starts a registration timer again.
NOTE: the higher the value of the registration timeout timer is, the lower the signalling load.
-
To support non ICS UEs, either of the following solutions should be applied:
-
M-CSI attach / detach trigger to inform the ICCF in case the UE has attached / detached (note: this requires CAMEL PH3 support in VPLMN and HPLMN)
-
The HSS pushes attach / detach trigger to inform the ICCF in case the UE has attached / detached (note: details of solution are FFS, especially how to detect detach in VPLMN)
6.6.2a.1.2.4
RUA Registration procedure
The RUA in the ICCF performs a trusted registration on behalf of the UE. The solution for trusted registration by the RUA in the ICCF is similar to Early IMS security as specified in 3GPP Rel-6 TR 33.978 (see S2-071863 for details). In summary, the trusted registration allows the ICCF to register on behalf of a CS UE, based on the fact that it can be verified that the UE has been authenticated in the CS domain (this could be checked e.g., at the ICCF or at the HSS).

Similar to Early IMS, the RUA in the ICCF registers using a Temporary-IMPU based on the IMSI, which allows the I-CSCF and S-CSCF to derive the IMPI based on this T-IMPU. 

When a register request is received without the Authorization-Header, the S-CSCF first checks the IP address in the “Contact” header field as well as the received IP address of the first Via header with the list of pre-configured ICCF IP addresses. If there is a match, it is considered as an ICS Registration and the UE is considered authenticated. 

It has been concluded by SA3 that the overall procedures provide sufficient security for the purposes of ICS and does not impose any new threats and risks to the IMS system, assuming that the ICCF is within the same security domain as the S-CSCF and that it also exists within the same IMS trust domain.
The registered contact address is the ICCF, i.e., if the Request-URI would be matched, then a terminating call would be routed to the ICCF.

The RUA Registration provides the following information into the contact in the S-CSCF
-
Feature tag to indicate capability audio only. A terminating SIP INVITE which is indicating other capabilities would not match the CS contact.

-
Indicate in CS access characteristics (details are stage 3 issue). Possible solutions are:

-
Indicates CS access in P-Access-Network-Info as new access network type (e.g., “GERAN-cs”, “UTRAN-cs”). 

-
New feature tag indicating CS access
NOTE: CS access characteristics is only set by ICCF.
To select between PS contact and CS contact bound to one IMPU, DSF will provide sufficient information in the request message sent to S-CSCF to indicate if it should select PS or CS contact. So with RUA registration there is no possibility that S-CSCF will fork to both PS and CS contact, i.e. the possibility to fork to one terminal twice. Standard measure can be applied here, such as Accept-Contact, Reject-Contact etc.
On reception of a REGISTER request, the S-CSCF sends a third-party REGISTER request to each Application Server that matches the Filter Criteria sent from the HSS for the REGISTER request. If it is necessary to match only the initial filter criteria for ICCF registration but not for UE registration (or vice versa), the content of a PANI header or a contact headers could be used to differentiate those cases as criteria, e.g. if an AS always assumes that a UE is accessible via PS when registered, a third-party REGISTER request should not be sent to the AS when the UE is registered via ICCF from CS. But in the light of ICS principle to provide the IMS services both in CS access and PS access in the similar manner, the requirements to differentiate those cases have to be further studied and understood.  The Application Server can use the RegEvent package as specified in RFC 3680 to see whether a user is IMS registered and to know all of the registered public IDs which are in the same implicit registered set.

NOTE: In case the ICS UE would also register in IMS over Gm reference point, then the S-CSCF maintains for both the registration over Gm and the RUA registration a contact with a unique IMPI/IMPU binding. Each contact can be de-registered individually.
6.6.2a.1.2.5
Originating / terminating call handling upon RUA registration
CS Originating session
If a session is originated in CS access, it is routed via PSI routing directly to the ICCF. The ICCF routes then the INVITE to the S-CSCF using standard call origination procedures.
Considering that a call originated in PS access does not need to involve ICCF in the originating session, ICCF is not included in originating iFC. 

Followed the ICCF, the S-CSCF is trying to match the filter criteria for that SIP request according to their priority for other Application Servers. Only if the filter criteria are matched then the application server is invoked. The first AS to be invoked after ICCF for VCC capable ICS-UE would be DTF.

Terminating session
ICCF is included in terminating iFC and would be invoked via iFC. The ICCF is the last AS and collocates with DSF. It is invoked via the filter criteria and is always involved whether ICS UE is in CS access or in PS access. There are two cases here:

-
If CS access is selected, the INVITE message is routed to CS access (either via DSF fetching CSRN or using ICCP).

-
If PS access is selected, DSF indicates sufficient information in the INVITE message only to select PS contact in the S-CSCF.
6.6.2a.1.2.6
RUA De-Registration by the ICCF

The ICCF will de-register the contact for the ICS UE if it receives a corresponding trigger, as discussed in section 6.7.1a.1.1. In case the ICCF does not re-register on behalf of the ICS UE, the RUA registration will time out.

6.6.2a.1.2.7
Network De-Registration

In case the S-CSCF initiates network de-registration, as the ICCF has subscribed to reg-event package, the ICCF will be notified by the network and it can subsequently inform the ICS UE via USSD.

6.6.2a.1.2.8
RUA registration use cases

Use case 1: RUA registration

This example exemplifies the case in which the trigger for registration is sent by UE (see also section 6.6.2a.1.2.2 which describes the same use case).
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Figure 6.7.1a.1.6-1: RUA registration

1
ICS UE attaches to CS access.
2
Upon CS attachment, ICS UE sends ICS registration request towards HLR using USSD via MSC.
3
HLR forwards the request to targeted ICCF.
4
The RUA in ICCF composes the SIP REGISTER message based on the received USSD message as described in 6.7.1a.1.2, and sends it to IMS network.
5
IMS Registration is done. It should be noted that since ICCF is a trusted node, there is no need to return SIP 401 response. Instead SIP 200 OK is sent back to ICCF.
6
ICCF sends a USSD message back to HLR, informing the result of the registration request.
7
HLR sends the USSD message to the ICS UE via MSC.

Use case 2: RUA registration followed by IMS registration


[image: image3]
Figure 6.7.1a.1.6-2: RUA registration followed by IMS registration

1
When the ICS UE attaches to CS access, it does the RUA registration as shown in Use Case 1.

2
After the RUA registration, the CS contact, which points to the ICCF, is now bound with the IMPU of the ICS UE in S-CSCF.

3
Now the ICS UE obtains PS access, it executes the standard IMS registration in IMS.

4
After the IMS registration, the PS contact is now also bound with the IMPU of the ICS UE.
Use case 3: IMS registration followed by RUA registration


[image: image4]
Figure 6.7.1a.1.6-3: IMS registration followed by RUA registration

1
When the ICS UE attaches to PS access, it does the IMS registration.

2
After the IMS registration, the PS contact is now bound with the IMPU of the ICS UE in S-CSCF.

3
Now the ICS UE obtains CS access, it executes the RUA registration as shown in Use Case 1.

4
After the RUA registration, the CS contact, which points to the ICCF, is now also bound with the IMPU of the ICS UE in S-CSCF.
Use case 4: RUA de-registration

This example exemplifies the case in which the trigger for de-registration is sent by UE.

[image: image5]
Figure 6.7.1a.6-4 RUA de-registration

1
ICS UE sends ICS de-registration request towards HLR using USSD via MSC.
2
HLR forwards the request to targeted ICCF.
3
The RUA in ICCF composes the SIP REGISTER message, with the Expire header’s value set to zero, based on the received USSD message, and sends it to IMS network.
4
IMS deregistration is done. SIP 200 OK is sent back to ICCF.
5
ICCF sends a USSD message back to HLR, informing the result of the de-registration request.
6
HLR sends the USSD message to the ICS UE via MSC.

7
The ICS UE detaches from CS access.
*** End 1st Change ***
*** Begin 2nd Change ***





*** End 2nd Change ***
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