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1. Introduction

The following different solutions to support an emergency related Tel URI and PSAP call back using this Tel URI were described at SA2#60 in Kobe.

	Type of Solution
	Contribution
	Summary (may extend what was explicitly proposed in some cases) 

	(A) Temporary Tel URI
	S2-074231
	The HSS (or possibly S-CSCF) assigns a unique temporary Tel URI to any UE during an emergency registration. The emergency Tel URI and emergency public user SIP URI can belong to a unique Implicit Registration Set (IRS) for the duration of the emergency registration.

	(B) Emergency SIP URI in an existing IRS
	S2-074231
	The emergency SIP URI is located in an existing IRS along with (it is assumed) the normal SIP URI from which it is derived according to 23.003 and a Tel URI such as the MSISDN. Additional details in S2-074231 were not very clear although it is assumed that a normal registration (e.g. via a home network P-CSCF) would implicitly register the emergency SIP URI thereby enabling its use in an emergency call and that an emergency registration (e.g. via a visited network P-CSCF) might implicitly register all the other public identities in the IRS including the non-emergency SIP URI and associated Tel URI. Alternatively, although this would be an additional impact to the HSS and/or S-CSCF, just the emergency SIP URI and associated Tel URI constituents of the IRS might be registered by an emergency registration. Both normal and emergency registrations (referencing different contact IP addresses) would be permitted without extra support in Rel-8 via support of multiple contact addresses. A possible downside is backward compatibility with Rel-7 (e.g. due to not supporting multiple contact addresses) which would need to consider all combinations of Rel-7 versus Rel-8 capability in a UE, V-PLMN and H-PLMN.

	(C) Support of a Tel URI (e.g. MSISDN) in 2 IRSs 
	S2-074378
	Enable support of a permanent Tel URI such as the MSISDSN as follows:
 (a)
Add a new emergency IRS containing just the emergency public user SIP URI used by a UE for an emergency registration and the associated Tel URI. This can be temporary subscriber data and only assigned (in the HSS and S-CSCF) for the duration of an emergency registration.

(b)
Require a UE to consistently use the same emergency public user SIP URI in all IMS emergency related requests for the duration of an emergency registration. 

(c)
If the same Tel URI is registered in association with both the emergency implicit registration set and some non-emergency implicit registration set, allow the S-CSCF to decide (e.g. based on operator policy) which registration set should be associated with any terminating request indicating this Tel URI (e.g. for a call-back from a PSTN capable PSAP).

	(D) Support of a Tel URI (e.g. MSISDN)  without a 2nd IRS 
	S2-074322
	From the perspective of entities outside the H-PLMN, this solution can behave like the previous one (in S2-074378). From the perspective of the HSS and S-CSCF, the Tel URI for an emergency registration is stored and provided without the need for a 2nd IRS in the HSS.


2. Response from SA1 to questions from SA2

SA1 is expected to provide the following responses (in S1-071660) to questions from SA2 in S2-074772. Note that some less significant text in the SA1 response has been omitted here. In addition what is quoted was not agreed by SA1 as of 1 November 2007 (it was still in draft state). Thus, it is expected to revise this Tdoc if the SA1 LS changes significantly from what is quoted here.
· Question 1:

Is it required that the PSAP can perform a call-back?

Answer: Yes, where local regulation requires it, a call-back from a PSAP must be supported. This means that the identity supplied to the PSAP on emergency call origination must allow the PSAP to contact the same user/device on call-back.

· Question 2:

Is it acceptable to limit call-back duration to only a certain period following an emergency call release or is it preferable or necessary to enable call-back for a significantly long duration (e.g. more than just a few hours)?
Answer: There are no service requirements on a specific time period limitation for a call-back.

· Question 3  

For authenticated callers, is there a requirement that the Tel-URI provided to the PSTN-based PSAP must contain the user’s MSISDN – either in all cases or at least in some cases as an operator option?

Answer: Where local regulation requires that the PSAP use the MSISDN, then the IM CN Subsystem must provide the MSISDN to the PSAP.

· Question 4:

SA2 has been studying the issue of suppression of originating and terminating supplementary services for IMS emergency calls. This can be achieved for IP capable PSAPs but may not be possible, or at least completely possible, in the case of a PSTN capable PSAP (when MSISDN is used as a Tel URI). For the CS domain, SA2 is aware that while originating services can be suppressed by the VMSC, the same is not possible for terminating services in the case of PSAP call-back. 
Is there a specific requirement that states that services should not be executed on a call-back request from an IP-capable PSAP? 

Answer: 22.173 indicates that when the incoming call can be identified as a call-back to an emergency call (coming from a PSTN-capable or IP-capable PSAP) then terminating services should not be executed.
Is there a specific requirement that states that services should not be executed on a call-back request from a PSTN-capable PSAP?

Answer: As above
· Question 5:

Is it required that the PSAP can trace the call to prevent abuse of the emergency service? If yes, what information needs to be traced?
Answer: Yes, the PSAP should be able to trace the call using the supplied Number or URI that it uses to perform the call-back. The information that needs to be traced must include the user’s identity (supplied number or URI) and location.
3. Evaluation of Solutions versus SA1 requirements

The following table evaluates the 4 solutions (A, B, C and D) against the answers (requirements) provided by SA1 for each of the 5 questions from SA2. In each case, a “Y” indicates that the answer is fully supported and an “N” that it is not.

	SA1 Response
	Solution A
	Solution B
	Solution C
	Solution D

	Q1
	Y
	Y
	Y
	Y

	Q2
	N (note 1)
	Y
	Y
	Y

	Q3
	N
	Y
	Y
	Y

	Q4
	Y
	N (note 2)
	Y (note 3)
	Y (note 3)

	Q5
	N (note 4)
	Y
	Y
	Y



Note 1: a temporary Tel URI enables call back during the period of emergency registration but not afterwards

Note 2:
unless extra impacts are introduced, the terminating services associated with the IRS in which the emergency Tel URI is located would be executed for call back. It is possible this might be overridden by a modified version of this proposal, however. 


Note 3:
Y in the case the S-CSCF knows a call back is from a PSAP and can thus associate it with an emergency registration (e.g. for the Tel URI) in cases where both normal and emergency registration exist together


Note 4:
tracing a user long after an emergency call is over (or identifying a repeated emergency call from the same user) will be difficult or impossible

4. Conclusions

The response from SA1 definitely eliminates one solution (A) as being the only solution that needs to be supported but leaves all the others as possible candidates.
Due to the extensive time needed to prepare CRs and discuss proposals during an SA2 meeting, it is proposed that interested parties discuss solutions B, C and D offline with an intent to bring in CRs for one solution in the next January meeting of SA2 (or if that is not possible at least a full comparison of 2 or more alternatives). Suitable evaluation criteria, once each solution has been unambiguously defined, could include the following:
-
support of SA1 requirements

-
additional impact to UE, P-CSCF, S-CSCF, HSS versus non-emergency IMS support in Rel-7 (or Rel-8)

-
support of limited service as well as normal service scenarios (e.g. no roaming agreement case)

-
backwards compatibility for any solution restricted to Rel-8 
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