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1 Introduction

This contribution discusses additional steps for the definition of IP Mobility Mode Selection in EPS
2 Discussion
2.1 Default behavior

The default behavior for an access network is to connect an accessing UE to its default APN included in its subscriber profile. 
· This is done using network based mobility. 
· In the absence of any other information address preservation should not be provided.
In some cases, however, this default behavior should be modified depending on the availability of additional information, i.e. a mobility management indication from the UE with a corresponding authorization, or a requested APN.

CONCLUSION 1: the default behavior when no information is available is to connect the accessing UE to the default APN included in its subscriber profile with network based mobility
2.2 Mobility management indication

In order to perform network control related to the IP address preservation services, network based mobility, and host based mobility, the network needs to know what the UE indicates and what its subscriber profile and the local policy allows.
· If the UE is asking to use network based mobility for address preservation, assuming the access network supports it, and its subscriber profile allows it, the access network will connect the UE to its PDNGW and will attempt to preserve its IP address using network based mobility

· If the UE is asking to use host based mobility for address preservation, assuming the access network supports it and its subscriber profile allows it, the access network will provide “local connectivity” to the UE, i.e. an IP address to be used by the UE as a care-of address according to S2c procedures

In practice, the above can be summarized as follows 
· “UE asking to use host based mobility” = “UE asking for local connectivity”
· “UE asking to use network based mobility” = “UE NOT asking for local connectivity”

This can be indicated/coded by allocating an APN for that purpose (“local connectivity APN”). The advantage of this approach is to re-use existing 3GPP mechanisms based on the APN concept (e.g. to verify that usage of client-based mobility is authorized by the subscription)

CONCLUSION 2: an APN indicating “local connectivity” can cater for the network need to know what the UE is indicating, while re-using an already existing 3GPP mechanism. Presence of the special APN would mean that host-based mobility is asked for; absence would mean that network-based mobility is asked for
2.3 Which APN to connect to?
In order to provide connectivity, additionally, the entity generating the mobility signalling needs to be aware of the APN indicating where to connect. In case of network-based mobility, this entity is the network

· If network based mobility is used, the network needs to know the APN to which to connect the UE 

· If no other information is available, the “default” APN stored in the HSS/AAA is used

· If other information is available, and authorization policy allows it, a different APN than the stored one may be used

· If host based mobility is used, the UE does already know the APN it wants to connect to

CONCLUSION 3: when network-based mobility is used, the network connects the UE to either the “default” (stored) APN, or to an indicated APN, depending on available information and policies.
3 Conclusion

It is proposed to discuss and agree to the above points as working principles to progress IP Mobility Mode Selection in EPS. An implementation of these principles is proposed in Annex A
Annex A: Text Proposal for TS 23.402 

Start of 1st change
4.1.3.2
Networks supporting Multiple IP Mobility Mechanisms
4.1.3.2.1
General Principles
IP Mobility management Selection (IPMS) consist of two components:

-
IP MM protocol selection between Network Based Mobility (NBM) and DSMIPv6

-
Decision on IP address preservation if NBM is selected

Upon initial attachment to a 3GPP access, no IPMS is necessary since connectivity to a PDN GW is always established with a network based mobility mechanism. 

Upon initial attachment to a non-3GPP access and upon handoff from 3GPP to non-3GPP access, IPMS is performed before an IP address is allocated and provided to the UE. 

The UE support for a specific IP Mobility Management protocol  and/or IP address preservation mechanism for inter-access mobility may be known by the network based on explicit indication from the UE. 

Upon attachment to a non-3GPP access, if the access network (supporting at least PMIP6) is not aware of the UE capabilities and the home and access network’s policies allow the usage of PMIP6, then PMIP6 is used for establishing connectivity for the UE to the EPC. 

When a NBM mechanism is used for establishing connectivity in the target access upon inter-access mobility, IP address preservation for session continuity based on NBM may take place if the network is aware of the UE capability to support NBM for inter-access mobility. Such knowledge may be based on an explicit indication from the UE upon handoff that IP address preservation based on NBM management can be provided. 
IP address preservation for session continuity based on DSMIPv6 may take place if the network is aware of the UE capability to support DSMIPv6. In such a case, the access network provides the UE with a new IP address, local to the access network. Such knowledge may be based on an indication to the target non-3GPP access from the HSS/AAA (e.g. in case the UE performed S2c bootstrap before moving to the target non-3GPP access). 


The final decision on the mobility management mechanism is made by the HSS/AAA upon UE authentication in the non-3GPP access system (both at initial attachment and handoff), based on the information it has regarding the UE, local/home network capabilities and local/home network policies. 

NOTE:
The case of the UE initiating a new session on a second access while maintaining existing sessions on a first access is FFS and are not covered in these principles.
4.1.3.2.2
Interoperation of networks and terminals
Over those accesses that support the APN concept, the UE indication is provided re-using this concept. To this aim, an APN is allocated indicating “request for local connectivity”. Inclusion of this APN indicates a UE request to employ a host based IP Mobility Mechanism. Absence of this APN indicates a UE request to employ a network based IP Mobility Mechanism
When a NBM mechanism is used for establishing connectivity in the target access upon inter-access mobility, the APN towards which connectivity is requested may be included by the UE. 
If the UE does not provide any indication: 

· The access network default behavior is to connect the UE to the PDNGW corresponding to the default APN retrieved by the HSS/AAA without requesting address preservation services from the PDNGW.
If the UE indicates network based mobility not for address preservation: 

· If the access network supports it and its subscriber profile allows it,
the access network will connect the UE to the appropriate PDNGW (corresponding to either the requested or the default APN, depending on the UE indication and the related authorization) without requesting address preservation services from the PDNGW.
· If the access network does not support it and/or its subscriber profile does not allow it, either the access network rejects the UE or it reverts to default behavior, depending on local configuration/policy
If the UE indicates network based mobility for address preservation: 

· If the access network supports it and its subscriber profile allows it,
the access network will connect the UE to the appropriate PDNGW (corresponding to either the requested or the default APN, depending on the UE indication and the authorization) and will attempt to preserve its IP address using network based mobility

· If the access network does not support it and/or its subscriber profile does not allow it, either the access network rejects the UE or it reverts to default behavior, depending on local configuration/policy.

If the UE indicates host based mobility for address preservation: 

· If the access network supports it and its subscriber profile allows it, the access network will provide “local connectivity” to the UE, i.e. an IP address to be used by the UE as a care-of address according to S2c procedures

· If the access network does not support it, and/or the subscriber profile does not allow it, either the access network rejects the UE or it reverts to default behavior (see above), depending on local configuration/policy.

End of 1st change
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