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Abstract of the contribution:

IEs should be consistently included in non-3GPP procedures in TS 23.402.

Introduction

The following procedures are analyzed in order to suggest what IEs are needed for interactions on S2a, S2b and S2c, as well as over S7a and S7b.

5.4.3.2 Initial Attach on S2a

5.4.3.3 Initial Attach on S2b

5.4.3.4 Initial Attach on S2c

5.4.4.2 Detach for S2a

5.4.4.3 Detach for S2b

5.4.4.4 Detach for S2c

5.5.3 Dedicated Bearer Procedures for S2a and S2b [S2b is not yet in the TS]

5.5.4 Network initiated dynamic policy control for S2c over trusted and untrusted non-3GPP IP access

5.5.5.3 UE Initiated resource request and release for S2a

5.5.5.4 UE Initiated resource request and release for S2b [not yet in the TS]

5.5.5.5 UE Initiated resource request and release for S2c [release is not yet in the TS]

5.6.1.2.1.2 Trusted Non-3GPP IP Access to 3GPP Access Handover with PMIPv6 on S2a 

5.6.1.2.2 3GPP Access to Trusted Non-3GPP IP Access Handover with PMIPv6 on S2a
5.6.1.2.4 3GPP Access to Trusted Non-3GPP IP Access Handover with DSMIPv6 over S2c

IEs for S2a and S2b are to great extent covered by discussion in [S2-07zzzz] concerning IEs for PMIP-based S5/S8.  In that document, PMIPv6 based interactions between the S-GW and PDN GW are considered.  There are really quite similar to procedures defined over S2a and S2b.

Messages on S7a and S7b are assumed to have the same structure and requirements as those for S7c.  Please see the discussion on messages for S7c in [S2-07zzzz].

Interactions for MIPv4 FA with CoA are not considered in this document.
Discussion
1. Interaction on S7a and S7b
The rationale for this table is included in [S2-07zzzz], discussion section 5.

	Message (S7a and S7b)
	Parameters
	Description

	GW Control Session Establishment
	MN NAI, APN, RAT Type, IP Address(es)
	MN NAI: to identify the subscriber

APN: to identify the session along with the subscriber

RAT Type: Indicates the type of access network used

IP Address(es): to establish policy rules.  In some cases, the address(es) are used to identify sessions that already exist, for example when a Gateway Control Session has already been established for the same UE attaching to the same PDN.

	Acknowledge GW Control Session Establishment
	Result, Session ID, Rules
	Result: whether it was successful, if not the error

Session ID: to be used in future operations

Rules: includes TFTs and actions, as defined in 23.203

	GW Control Session Termination
	Session ID
	Session ID: to know which one to terminate

	Ack GW Control Session Termination
	Result
	Result: success or error information

	GW Control and QoS Rules Provision
	Session ID, Rules
	Session ID: to identify which session.  Note this is from the PCRF, so it will be useful for the recipient ePDG or trusted non3GPP IP access to differentiate which session it pertains to

Rules: as per 23.203

	GW Control and QoS Rules Provision Ack
	Result
	Result: success or error information

	GW Control and QoS Rules Request
	Session ID, RAT Type, Rules
	Session ID: to identify which session. Note this is from the epdg or trusted non-3GPP ip access, so it will be useful for the PCRF to sort out which session is being referred to

RAT Type: indicates the type of access network used

Rules: as per 23.203

	GW Control and QoS Rules Reply
	Session ID, Rules
	Session ID: to identify which session.  Note this is from the PCRF, so it will be useful for the recipient ePDG or trusted non3GPP IP access to differentiate which session it pertains to

Rules: as per 23.203


Table 1: Interactions on S7a and S7b

The following table details all interactions on S2a, S2b, S2c, S7a and S7b. 

In each case in bold type the list of information elements for S5/S8 for the protocol step is given.  Where additional information is sent off-path, this is noted.
	Section
	Procedure/Step
	IE
	Signalling Approach & Notes

	5.4.3.2.3
	Initial attach over S2a/4: PBU
	MN NAI, APN, Lifetime, IP Addr Request (Home Network Prefix Option), PCO 
	Trusted Non-3GPP IP Access => PDN GW

	5.4.3.2.3
	Initial attach over S2a/5: Indication of IP CAN Session Establishment
	MN NAI, APN, IP Address(es)
	PDN GW => PCRF

	5.4.3.2.3
	Initial attach over S2a/6: Acknowledge IP CAN Session Establishment
	Result, Session ID, Rules
	PCRF => PDN GW

	5.4.3.2.3
	Initial attach over S2a/8: PBA
	MN NAI, APN, IP Address(es), (Home Network Prefix Option), Lifetime, PCO 
	PDN GW => Trusted Non-3GPP IP Access

	5.4.3.2.3
	Initial attach over S2a/10: GW Control Session Establishment
	MN NAI, APN, RAT Type, IP Address(es)
	Trusted Non-3GPP IP Access => PCRF

	5.4.3.2.3
	Initial attach over S2a/11: Policy and Charging Rules Provision
	Session ID, Rules
	PCRF => PDN GW

	5.4.3.2.3
	Initial attach over S2a/12: Ack
	Result
	PDN GW => PCRF

	5.4.3.2.3
	Initial attach over S2a/13: Acknowledge GW Control Session Establishment
	Result, Session ID, Rules
	PCRF => Trusted Non-3GPP IP Access

	5.4.3.3.2
	Initial attach on S2b
	As above
	Replace ‘Trusted Non-3GPP IP Access’ with ePDG and the above applies entirely, though the message numbering is different

	5.4.3.3.3
	Initial attach on S2b, chaining case with S8b/2: PBU
	As 5.4.3.2.3, step 4
	ePDG => S-GW

	5.4.3.3.3
	Initial attach on S2b, chaining case with S8b/3: PBU
	As 5.4.3.2.3, step 4
	S-GW => PDN GW

	5.4.3.3.3
	Initial attach on S2b, chaining case with S8b/5: PBA
	As 5.4.3.2.3, step 8
	PDN GW => S-GW

	5.4.3.3.3
	Initial attach on S2b, chaining case with S8b/6: PBA
	As 5.4.3.2.3, step 8
	S-GW => ePDG

	5.4.3.4.1
	Initial Attach over Trusted Non-3GPP IP Access with DSMIPv6/3a: GW Control Session Establishment
	MN NAI, APN, RAT Type, IP Address(es)
	

	5.4.3.4.1
	Initial Attach over Trusted Non-3GPP IP Access with DSMIPv6/3b: Ack GW Control Session Establishment
	Session ID, Rules
	

	5.4.3.4.1
	Initial Attach over Trusted Non-3GPP IP Access with DSMIPv6/5: Binding Update
	MN NAI, APN, IP address (HoA: v4 and/or v6), Lifetime,  (Assuming IPsec based DSMIP6 security)
	

	5.4.3.4.1
	Initial Attach over Trusted Non-3GPP IP Access with DSMIPv6/6a: IP CAN Session Establishment
	MN NAI, APN, RAT Type, IP Address(es)
	

	5.4.3.4.1
	Initial Attach over Trusted Non-3GPP IP Access with DSMIPv6/6b: Ack IP CAN Session Establishment
	Result, Session ID, Rules
	

	5.4.3.4.1
	Initial Attach over Trusted Non-3GPP IP Access with DSMIPv6/7: Binding Ack
	IP Address(es) (HoA: v4 and/or v6), Lifetime (Assuming IPsec based DSMIP6 security)
	

	5.4.4.2.1
	UE/Trusted Non-3GPP IP Access Network Initiated Detach with PMIPv6/2: GW Control Session Termination
	Session ID
	

	5.4.4.2.1
	UE/Trusted Non-3GPP IP Access Network Initiated Detach with PMIPv6/3: Ack GW Control Session Termination
	Result
	

	5.4.4.2.1
	UE/Trusted Non-3GPP IP Access Network Initiated Detach with PMIPv6/4: PBU
	MN NAI, APN, Lifetime=0
	

	5.4.4.2.1
	UE/Trusted Non-3GPP IP Access Network Initiated Detach with PMIPv6/6: IP CAN Session Termination
	Session ID
	

	5.4.4.2.1
	UE/Trusted Non-3GPP IP Access Network Initiated Detach with PMIPv6/7: Ack IP CAN Session Termination
	Result
	

	5.4.4.2.1
	UE/Trusted Non-3GPP IP Access Network Initiated Detach with PMIPv6/8: PBA
	MN NAI, APN, Lifetime=0
	

	5.4.4.3.1
	UE/ePDG Initiated Detach with PMIPv6/...
	See 5.4.4.2.1
	S2b detach is essentially the same as S2a detach

	5.4.4.4.1
	UE-initiated S2c detach procedure/1: BU
	MN NAI, APN, Lifetime=0
	Trusted Non-3GPP IP Access => PDN GW

	5.4.4.4.1
	UE-initiated S2c detach procedure/2a: IP CAN Session Termination
	Session ID
	PDN GW => PCRF

	5.4.4.4.1
	UE-initiated S2c detach procedure/2b: Ack IP CAN Session Termination
	Result
	PCRF => PDN GW

	5.4.4.4.1
	UE-initiated S2c detach procedure/4: BA
	MN NAI, APN, Lifetime=0
	PDN GW => Trusted Non-3GPP IP Access

	5.4.4.4.1
	UE-initiated S2c detach procedure/5a: GW control session termination
	Session ID
	Trusted Non-3GPP IP Access => PCRF

	5.4.4.4.1
	UE-initiated S2c detach procedure/5b: Ack GW Control Session Termination
	Result
	PCRF => Trusted Non-3GPP IP Access

	5.5.3.1
	Trusted Non-3GPP Dedicated Bearer Signalling Procedure/1: PCC Rules Provision
	Session ID, Rules
	PCRF => PDN GW

	5.5.3.1
	Trusted Non-3GPP Dedicated Bearer Signalling Procedure/2: Ack
	Result
	PDN GW => PCRF

	5.5.3.1
	Trusted Non-3GPP Dedicated Bearer Signalling Procedure/3: GW Control and QoS Rules Provision
	Session ID, Rules
	PCRF => Trusted Non-3GPP IP Access

	5.5.3.1
	Trusted Non-3GPP Dedicated Bearer Signalling Procedure/5: GW Control and QoS Rules Provision Ack
	Result
	Trusted Non-3GPP IP Access => PCRF

	5.5.4.1
	Network-initiated dynamic policy control for S2c over Trusted Non-3GPP IP Access/...
	...
	As 5.5.3.1, steps 1,2 as steps 3, 4; steps 3,4 as steps 1,2.

	5.5.5.3
	UE initiated resource request with S2a/2:  GW Control and QoS Policy rules request
	Session ID, RAT Type, Rules
	Trusted Non-3GPP IP Access => PCRF

	5.5.5.3
	UE initiated resource request with S2a/3-4:  PCC Rules Provision/Ack
	...
	As 5.5.3.1, step 1 and 2

	5.5.5.3
	UE initiated resource request with S2a/2:  GW Control and QoS Policy rules request
	Session ID, Rules
	PCRF => Trusted Non-3GPP IP Access

	5.5.5.X
	UE initiated resource request with S2b/...
	...
	This will be the same as 5.5.5.3

	5.5.5.4
	UE initiated resource request with S2c/...
	...
	This is the same as 5.5.5.3

	5.6.1.2.1 .2
	Trusted Non-3GPP IP Access to 3GPP Access Handover with PMIPv6 on S2a/A.1: GW Control and QoS Policy Rules Request
	Session ID, RAT Type, Rules
	S-GW => PCRF

	5.6.1.2.1 .2
	Trusted Non-3GPP IP Access to 3GPP Access Handover with PMIPv6 on S2a/A.2: GW Control and QoS Policy Rules Reply
	Session ID, Rules
	PCRF => S-GW

	5.6.1.2.1 .2
	Trusted Non-3GPP IP Access to 3GPP Access Handover with PMIPv6 on S2a/B.1: PBU
	As 5.4.3.2.3, step 4
	S-GW => PDN GW

	5.6.1.2.1 .2
	Trusted Non-3GPP IP Access to 3GPP Access Handover with PMIPv6 on S2a/B.2: Modification of IP CAN Session
	Session ID, Rules
	PDN GW => PCRF

	5.6.1.2.1 .2
	Trusted Non-3GPP IP Access to 3GPP Access Handover with PMIPv6 on S2a/B.3: Ack of Modification of IP CAN Session
	Result
	PCRF => PDN GW

	5.6.1.2.1 .2
	Trusted Non-3GPP IP Access to 3GPP Access Handover with PMIPv6 on S2a/B.4: PBA
	As 5.4.3.2.3, step 8
	PDN GW => S-GW

	5.6.1.2.2
	3GPP Access to Trusted Non-3GPP IP Access Handover with PMIPv6 on S2a/5: GW Control and QoS Policy Rules Request
	Session ID, RAT Type, Rules
	S-GW => PCRF

	5.6.1.2.2
	3GPP Access to Trusted Non-3GPP IP Access Handover with PMIPv6 on S2a/6: GW Control and QoS Policy Rules Reply
	Session ID, Rules
	PCRF => S-GW

	5.6.1.2.2
	3GPP Access to Trusted Non-3GPP IP Access Handover with PMIPv6 on S2a/7: PBU
	As 5.4.3.2.3, step 4
	Trusted Non-3GPP IP Access => PDN GW

	5.6.1.2.2
	3GPP Access to Trusted Non-3GPP IP Access Handover with PMIPv6 on S2a/8: IP CAN Session Modification 
	Session ID, Rules
	PDN GW => PCRF

	5.6.1.2.2
	3GPP Access to Trusted Non-3GPP IP Access Handover with PMIPv6 on S2a/9: Ack of IPCAN Session Modification
	Result
	PCRF => PDN GW

	5.6.1.2.2
	3GPP Access to Trusted Non-3GPP IP Access Handover with PMIPv6 on S2a/11: BA
	IP Addr, PCO
	PDN GW => Trusted Non-3GPP IP Access

	5.6.1.2.4
	3GPP Access to Trusted Non-3GPP IP Access Handover with DSMIPv6 over S2c/5a: Gateway Control Session Establishement
	MN NAI, APN, RAT Type, IP Address(es)
	

	5.6.1.2.4
	3GPP Access to Trusted Non-3GPP IP Access Handover with DSMIPv6 over S2c/5b: Acknowledge Gateway Control Session Establishement
	Result, Session ID, Rules
	

	5.6.1.2.4
	3GPP Access to Trusted Non-3GPP IP Access Handover with DSMIPv6 over S2c/7: BU
	MN NAI, APN, HoA, CoA, Lifetime (Assuming IPsec based DSMIP6 security)
	

	5.6.1.2.4
	3GPP Access to Trusted Non-3GPP IP Access Handover with DSMIPv6 over S2c/8a: Modification of IP CAN Session Request
	Session ID, RAT Type, Rules
	

	5.6.1.2.4
	3GPP Access to Trusted Non-3GPP IP Access Handover with DSMIPv6 over S2c/8b: Modification of IP CAN Session Reply
	Session ID, Rules
	

	5.6.1.2.4
	3GPP Access to Trusted Non-3GPP IP Access Handover with DSMIPv6 over S2c/7: BA
	MN NAI, APN, HoA, CoA, Lifetime (Assuming IPsec based DSMIP6 security)
	


Table 2: Interactions on S2a, S2b, S2c, S7a and S7b
Proposal

It is proposed to agree that the IEs identified in Table 1 adequately capture what is necessary for S7a and S7b interaction.

It is proposed that the IEs as identified in Table 2 should be employed in the procedures listed in the Introduction, as well as any additional procedures that emerge for S2a, S2b or S2c.
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