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1 Introduction

This contribution proposes that to address and solve a number of Editor’s Notes, FFS’s and miscellaneous items in 23.402 related to the S2c reference point
2 Systematic list of items proposed to address
***** ITEM 1
4.4.3.3
PDN GW

PDN GW functionality is described in TS 23.401 [4]. In addition to the functions described in TS 23.401 [4], the PDN GW functions includes user plane anchor for mobility between 3GPP access and non-3GPP access.
PDN GW includes the function of a LMA according to [8], if PMIP- based S5 or S8 is used.

Discussion:


The PDN GW also terminates S2c and this should be reflected in its definition
Proposed resolution: 
Correct the sentence to indicate that the PDN GW has also the appropriate function for S2c termination

***** ITEM 2
4.5.1

List of Reference Points

S2c is based on Client Mobile IP co-located mode. (The exact protocol decision is FFS)

Discussion:

In other portions of the specification is correctly reported that S2c is based on DSMIPv6. 


Proposed resolution: 
Correct the sentence to indicate that S2c is based on DSMIPv6
***** ITEM 3
5.1.1.3
Protocol options for S2c

Editor's note:
Support for MIPv4 CCoA mode is considered for further study.

Discussion:


No further study has occurred on MIPv6 CCoA, nor requirements emerged for it

Proposed resolution: 
Remove the editor’s note
***** ITEM 4
5.4.3.4.1
Initial Attach Procedure in Trusted Non-3GPP IP Access with DSMIPv6

[…]
5)
The UE sends the MIP Binding Update message to the PDN GW as specified in [10].


The PDN GW processes the binding update. During the processing the PDN GW performs authentication and authorization of the user based on the information received from AAA infrastructure, and allocates an IP address or IP addresses for the UE.

[…]

The PDN GW informs the 3GPP AAA Server of the address of the selected PDN GW.

[…] 
Editor's Note:
It is FFS which entity stores the allocated PDN GW IP Address.

Discussion: 

It has been agreed that the HSS stores the allocated PDN GW IP Address (see 23.402 Section 5.4.2.1)

Proposed resolution: 

Remove the Editor’s Note
***** ITEM 5
5.6.1.1 
High-level flows

Handover to non-3GPP Accesses:
5.6.1.1.2

Client Based Mobility
[snip]

1)
The UE detects a Non-3GPP access system while the communication takes place on the 3GPP access system. The mechanisms that aid the UE to discover the trusted non-3GPP IP access system are specified in section 5.3 (Network Discovery and Selection).
2)
The UE first carries out the initial RAT-specific attach procedures with the non-3GPP access (these procedures are outside the scope of 3GPP). It then authenticates itself with the network. After successful authentication and authorization, L2/L3 connectivity between the UE and non-3GPP Access GW is established. This includes the establishment of an IPsec tunnel if necessary.

Editor's Note: The mechanism for mobility protocol selection is FFS. In case the network decides for client-based Mobile IP, it will assign the UE on the non-3GPP access interface a different IP address from the one currently assigned.

NOTE:
As part of the authentication procedure, the IP address of the PDN GW (HA) that anchors the UE is conveyed to the UE or FA (depending on the mode: Co-located CoA or FA-CoA).

3)
The UE performs the Mobile IP Binding Update procedure with the HA. In case of MIPv4-FA mode the RRQ/RRP messages are relayed via the FA.

4)
The interaction with PCRF is FFS if the PCC is applied.

5a)  It is FFS whether the PCRF or the PDN GW triggers the S-GW to release the old bearers if the PMIP based S5/S8 is used when the PCC is applied in the network. Radio Bearers associated with the PDN address are released if existing.

5b)  The PDN GW triggers the bearer release if the PCC is not applied in the network or the GTP based S5/S8 is used. Radio Bearers associated with the PDN address are released if existing.

NOTE: 
The bearer release procedure has no impact on the UE MM state in the MME, How to change the MM state in the old 3GPP access network refers to TS23.401.When the UE handover back to the 3GPP network, an attach procedure is always performed, even if the UE state in the network is in active or idle state.
Discussion: 


Editor’s Note

Mobility mode selection now enjoys a dedicated section. The rest of the content of the Editor’s Note is de facto already addressed by the flows themselves (i.e. how an IP address is assigned to the UE in case of client-based Mobile IP, and so on)
PDN GW discovery
This is described in a separate section

PCRF interaction


They have been addressed elsewhere, so the text is outdated

Proposed resolution: 
Remove the Editor’s Note




Rephrase the NOTE on PDN GW discovery





Reword the text on PCRF interactions
***** ITEM 6
5.6.1.1 
High-level flows
5.6.1.1.2

Client Based Mobility
For client-based mobility, the following principle is followed:
[snip]
Handover to 3GPP Accesses:

2)
The UE sends an Attach Request. In response, the network authenticates and authorizes the UE. After successful authorization, the MME or SGSN performs the location update procedure with HSS and the radio-bearer and access bearer is setup.

Editor's Note: This step includes the IP address assignment. The mechanism for mobility protocol selection is FFS. In case client-based Mobile IP is currently used and the UE returns "home", the network will assign the UE's "home address" on the 3GPP access interface.

Discussion: 

Same as item above
Proposed resolution: 
Remove the Editor’s Note
***** ITEM 7
5.6.1.2.4
3GPP Access to Trusted Non-3GPP IP Access Handover with DSMIPv6 over S2c 

In this scenario, the session starts in 3GPP access (e.g. E-UTRAN) using PMIPv6 or GTP over S5 or no S5 is used (co-located Serving GW and PDN GW). The session hands over to the trusted non-3GPP access system that does not use PMIPv6 where the UE will receive a different prefix than the one it was using in 3GPP access system. The UE subsequently initiates DSMIPv6 with the same PDN GW to maintain the IP session.

[snip]

10)
The UE continues with IP service using the same IP address.

Editor's Note:
The bearer and session teardown in the previous access system is FFS.

Discussion: 

The flow applies to both S5 and S8

This aspect is addressed in other flows indicating the fact that the Binding Update can trigger a bearer release in the 3GPP Access. This can be added here as well. 
Proposed resolution: 
Update text to indicate applicability to both S5 and S8

Add text indicating that the PDN GW may trigger the bearer release, and radio bearers associated with the PDN address may be released if existing.
3 Conclusion
It is proposed to review and agree to the above proposed resolutions

Annex A contains a P-CR implementing such resolutions

Annex: P-CR to 23.402
**** Start Proposed Change #1 ****

4.4.3.3
PDN GW

PDN GW functionality is described in TS 23.401 [4]. In addition to the functions described in TS 23.401 [4], the PDN GW functions includes user plane anchor for mobility between 3GPP access and non-3GPP access.
PDN GW includes the function of a LMA according to [8], if PMIP- based S5 or S8 is used.
The PDNGW includes the function of a DSMIPv6 Home Agent, as described in [10], if S2c is used.
**** End Proposed Change #1 ****
**** Start Proposed Change #2 ****

4.5
Reference Points

4.5.1
List of Reference Points
[snip]
Protocol assumption:

-
S2a interface and S2b interface are based on current or future IETF RFCs. S2a is based on Proxy Mobile IP. To enable access via Trusted Non 3GPP IP accesses that do not support PMIP, S2a also supports Client Mobile IPv4 FA mode. S2b is based on Proxy Mobile IP.

-
S2c is based on Dual Stack Mobile IPv6. 
-
The S5, S8b and S2a/S2b interfaces are based on the same protocols and differences shall be minimized. The S5 interface is based on current or future IETF RFCs. The GTP variant of S5 interface is described in TS 23.401 [4].

-
S8b interface is based on current or future IETF RFCs. The GTP variant interface (S8a) is described in TS 23.401 [4].

-
The PMIP-based interfaces (S5, S8b, S2a, and S2b) shall support Generic Routing Encapsulation (GRE) RFC 2784 [23] including the Key field extension RFC 2890 [24]. The Key field value of each GRE packet header uniquely identifies the PDN that the GRE packet payload is associated with.
**** End Proposed Change #2 ****
**** Start Proposed Change #3 ****

5.1.1.3
Protocol options for S2c

The following protocol shall be supported on S2c:

-
DSMIPv6


**** End Proposed Change #3 ****
**** Start Proposed Change #4 ****

5.4.3.4.1
Initial Attach Procedure in Trusted Non-3GPP IP Access with DSMIPv6

[snip]

C)
Binding Update

5)
The UE sends the MIP Binding Update message to the PDN GW as specified in [10].


The PDN GW processes the binding update. During the processing the PDN GW performs authentication and authorization of the user based on the information received from AAA infrastructure, and allocates an IP address or IP addresses for the UE.

NOTE:
The communication between the PDN GW and the AAA infrastructure during this step is optional, e.g., the PDN GW may have received all needed information for authentication and authorization in step 1.

NOTE:
The PDN GW allocates only the type(s) of IP address (IPv6 and/or IPv4) that were explicitly requested by the UE. An IPv4 HoA, if needed, may be allocated within the BU/BA exchange.

Editor's Note:
The details of IPv6 home address allocation are FFS. Additional methods for IPv4 home address allocation are FFS.


The PDN GW informs the 3GPP AAA Server of the address of the selected PDN GW.

Editor's Note:
This additional step is needed only if RFC 4285 [13] is used in step 4. In case RFC 4877 [22] is used in step 4, the PDN GW address is already known by the AAA/HSS by other means and therefore this step is not needed.


6)
If PCC is supported, the PDNGW requests a new PCC session towards the PCRF (6a). The message includes at least the HoA and the CoA. The message may also include a permanent UE identity.

Editor's Note: It is FFS if one or two PCC sessions are needed when both an IPv6 and an IPv4 HoA are assigned to the UE.

The PCRF decides on the PCC rules and completes the PCC session establishment towards the PDNGW (6b). The PDNGW installs the received PCC rules.


In this step, the PDNGW may be either in the hPLMN or in the vPLMN. When the PDNGW is in the vPLMN, the interaction between the PDNGW in the vPLMN with the PCRF in the hPLMN involves a visited PCRF.


If PCC is not supported, policy rules may be provisioned independent of this procedure.

NOTE:
The permanent UE identity to be used by the PDN GW to establish the session with the PCRF may be piggybacked by the AAA/HSS in step 4
7)
The PDN GW sends the MIP Binding Ack to the UE, including the IP address allocated for the UE as specified in [10].

NOTE: 
Rules related to the HoA can be sent to the Trusted Non-3GPP Access based on the procedure in Section 5.5.4.
**** End Proposed Change #4 ****
**** Start Proposed Change #5 ****

5.6.1.1.2

Client Based Mobility
For client-based mobility, the following principle is followed:

Handover to non-3GPP Accesses:
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Figure 5.6.1.1.2-1: High-level handover flow for handovers towards non-3GPP accesses for client-based mobility handling
1)
The UE detects a Non-3GPP access system while the communication takes place on the 3GPP access system. The mechanisms that aid the UE to discover the trusted non-3GPP IP access system are specified in section 5.3 (Network Discovery and Selection).
2)
The UE first carries out the initial RAT-specific attach procedures with the non-3GPP access (these procedures are outside the scope of 3GPP). It then authenticates itself with the network. After successful authentication and authorization, L2/L3 connectivity between the UE and non-3GPP Access GW is established. This includes the establishment of an IPsec tunnel if necessary.


NOTE:
The UE discovers the PDNGW (HA) according to Section 5.4.2.1. For FA mode the FA capability is advertised after this step.
3)
The UE performs the Mobile IP Binding Update procedure with the HA. In case of MIPv4-FA mode the RRQ/RRP messages are relayed via the FA.

4)
 Interactions with the PCRF occur if PCC is present
5a)  It is FFS whether the PCRF or the PDN GW triggers the S-GW to release the old bearers if the PMIP based S5/S8 is used when the PCC is applied in the network. Radio Bearers associated with the PDN address are released if existing.

5b)  The PDN GW triggers the bearer release if the PCC is not applied in the network or the GTP based S5/S8 is used. Radio Bearers associated with the PDN address are released if existing.

NOTE: 
The bearer release procedure has no impact on the UE MM state in the MME, How to change the MM state in the old 3GPP access network refers to TS23.401. When the UE handover back to the 3GPP network, an attach procedure is always performed, even if the UE state in the network is in active or idle state.
**** End Proposed Change #5 ****
**** Start Proposed Change #6 ****

5.6.1.1.2

Client Based Mobility
[snip]

Handover to 3GPP Accesses:
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Figure 5.6.1.2-2: High-level handover flow for handovers towards 3GPP accesses for client-based mobility handling
1)
The UE detects a 3GPP access system while the communication takes place on the non-3GPP access system. The mechanisms that aid the UE to discover the 3GPP access system are specified in section 5.3 (Network Discovery and Selection).
2)
The UE sends an Attach Request. In response, the network authenticates and authorizes the UE. After successful authorization, the MME or SGSN performs the location update procedure with HSS and the radio-bearer and access bearer is setup.


NOTE:
The IP address of the PDN GW (HA) that anchors the UE is conveyed to the UE as part of the attach procedure.

3)
The UE performs the Mobile IP Binding Update procedure with the HA. In case the UE return's home, the Mobile IP tunnel between the UE and PDN GW will not be maintained.

The detailed flows for handovers involving the S2c interface are provided as part of Annex C.3.
**** End Proposed Change #6 ****
**** Start Proposed Change #7 ****

5.6.1.2.4
3GPP Access to Trusted Non-3GPP IP Access Handover with DSMIPv6 over S2c 

In this scenario, the session starts in 3GPP access (e.g. E-UTRAN) using PMIPv6 or GTP over S5 or S8, or with no S5 being used (co-located Serving GW and PDN GW). The session hands over to the trusted non-3GPP access system that does not use PMIPv6 where the UE will receive a different prefix than the one it was using in 3GPP access system. The UE subsequently initiates DSMIPv6 with the same PDN GW to maintain the IP session.

Support of PCC for Trusted non-3GPP accesses is optional. The PCC interactions shown in Figure 5.6.1.2.4.-1 are omitted if the Trusted non-3GPP access does not support PCC. If PCC is not supported, policy rules may be configured by other means. 

In the non-roaming case, none of the optional entities in Figure 5.6.1.2.4-1 are involved.  

The optional entities are involved in other cases.  

-
In the roaming cases, however, the 3GPP AAA Proxy mediates all interaction between the 3GPP AAA Server in the PLMN and entities in the vPLMN and non-3GPP access. 

-
Similarly, interaction between hPCRF in the HPLMN and entities in the vPLMN and non-3GPP access occurs by way of the vPCRF in the vPLMN.  In both these cases, messages are relayed by the optional entities towards and from the hPLMN.  


[image: image3]
Figure 5.6.1.2.4-1: 3GPP S5 to Trusted Non-3GPP S2c (DSMIPv6) Handover
1)
The UE uses a 3GPP access system. It has an IP address that is supported over S5 interface.
2)
At this point the UE decides to initiate non-3GPP access procedure. The decision is based on any number of reasons e.g. local policies of the UE.

3)
The UE performs access authentication and authorization in the non-3GPP access system. The 3GPP AAA server authenticates and authorizes the UE for access in the non-3GPP system. In the roaming case signalling may be routed via a 3GPP AAA Proxy in the vPLMN, as specified in TS 23.234 [5].
4)
The UE performs L3 attach and gets an IP address that is different from the IP address it was using in 3GPP access system. 

5) 
The access gateway requests a new PCC session towards the PCRF (5a) by sending an Indication of IP-CAN session establishment (local IP address/prefix, IP-CAN type), where local IP address/prefix is the IPv4 address or IPv6 prefix allocated to the UE by the Trusted non-3GPP access.

NOTE: 
How the Trusted Non-3GPP IP Access System discovers the PCRF is FFS


Based e.g. on the UE identity and user profile, operator’s policies and the IP-CAN type, the PCRF decides on the QoS policy rules and completes the PCC session establishment towards the access gateway (5b) 


In the roaming case, PCC signalling is sent via a vPCRF server in the vPLMN

6)If bootstrapping was not performed prior to the handoff defined here, the UE may discover PDN GW address using MIPv6 bootstrapping procedures defined in Section 5.4.2.1.

7)
The UE sends a DSMIPv6 BU message to the PDN GW to register its CoA. 

8)
If PCC is supported, the PDNGW requests a modification to the PCC session towards the PCRF  by sending a Modification of IP-CAN Session Request (HoA, CoA) (9a). The message may also include a permanent UE identity. 


The PCRF decides on the PCC rules and completes the PCC session modification towards the PDNGW by sending a Modification of IP-CAN Session Reply (9b). The PDNGW installs the received PCC rules. 


In the roaming case, PCC signalling is sent via a vPCRF server in the vPLMN

9) 
The PDN GW sends the MIP Binding Ack to the UE. The PDN GW may trigger the bearer release in the 3GPP Access. In that case, Radio Bearers associated with the PDN address are released if existing.
The PDNGW may send message 9 before message 8b is received.

10)
The UE continues with IP service using the same IP address.


**** End Proposed Change #9 ****
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