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Abstract of the contribution: This contribution discusses the procedures for supporting dynamic policy control for S2c over untrusted non-3GPP IP access.
1. Introduction
In the current TS23.402 draft, there are only procedures for the dynamic policy control for S2c over trusted non-3GPP IP Access presented. For the completeness of the standard, the procedure for the untrusted non-3GPP IP Access should also be covered. Therefore, this paper discusses necessary steps for enforcing the dynamic policy control for S2c over the untrusted non-3GPP access, and proposes the changes to the TS23.402.
2. Discussion

In the untrusted non-3GPP IP Access case, the ePDG is used for connecting the non-3GPP IP access to the PLMN. An procedure for setting up the data plan connection using the S2c is presented in section 5.4.3.4.2. As shown in Figure 5.4.3.4.2-1, there is an IPSec Tunnel between UE and ePDG, and another CMIP Tunnel between the UE and PDN GW. Section 5.11.4.1 further provides details on multiple PDN support in this case. With the multiple PDN support, there could be multiple CMIP Tunnels within the IPSec Tunnel between UE and ePDG.

In the section 4.2.2, Figure 4.2.2-2 shows that the ePDG terminates the S7b interface and PDN GW terminates the S7 interface for the PCC. 

Therefore, based on the above architecture, it is obvious that the dynamic policy control for S2c over the untrusted non-3GPP IP access has two aspects: the QoS policy control for the CMIP tunnel between UE and PDG GW, and the QoS Policy control for the IPSec tunnel between UE and ePDG. With multiple PDN support, these two tunnels do not have a one to one relationship. In order to achieve meaningful QoS control, both the two tunnels need to provide QoS guarantee. For example, because the CMIP Tunnel is transported over the IPSec tunnel, if the IPSec tunnel (although in the non-3GPP IP Access) has no QoS guarantee, the UE would not be able to enjoy QoS specified in the PCC. 
Since the two tunnels terminate at ePDG and PDN GW respectively, cooperation between the ePDG and PDN GW is necessary. For the CMIP Tunnel, although it starts at the PDN GW, the ePDG needs to bind it to the correct IPSec tunnel for the UE, and update the QoS policy for the IPSec tunnel accordingly. 
Similar to other cases, there are two approaches to do the dynamic policy control, i.e. the network initiated approach and the UE initiated approach. Detail procedures involved in these approaches are presented in the proposal section of this paper.   

3. Conclusion

 As discussed above, the considerations for the dynamic policy control for S2c over untrusted non-3GPP IP access should also be covered in TS23.402. The following proposed text should be accepted to include into the TS.
4. Proposal:

Editorial Instruction:  
------------Start of Change 1------------------
5.5.x
Network-initiated Dynamic Policy Control for S2c over untrusted Non-3GPP IP Access

This section is related to the case when network-initiated dynamic QoS policy control is supported, and it is utilized for the S2c SDFs. 

The procedure described in this section may also be used subsequent to the S2c Attach procedure described in Section 5.4.3.4

In this case, the PCRF may push specific PCC rules to the PDN GW and QoS Policy rules to the ePDG.

Figure 5.5.x-1 depicts the procedure for roaming and the non-roaming cases.

In the non-roaming case none of the optional entities (vPCRF) are involved.  

In the roaming case, interaction between hPCRF in the HPLMN and entities in the vPLMN and non-3GPP access occurs by way of the vPCRF in the vPLMN.  
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Figure 5.5.x-1: Network-initiated dynamic policy control for S2c over untrusted Non-3GPP IP Access 

1. The PCRF receives an internal or external trigger for re-evaluate PCC and QoS Policy Rules. This is similar to the trusted non-3GPP IP access case.
2. The PCRF sends a QoS Policy Rule Provision message to the ePDG regarding the IPSec tunnel.
3. The ePDG sends an Ack message to the PCRF.

4. The PCRF sends a Policy and Charging Rule Provision message to the PDN GW regarding the CMIP Tunnel.

5. The PDN GW sends an Ack message to the PCRF.

6. The PDN GW enforces the QoS Policy for the CMIP Tunnel. This may includes signalling towards UE via ePDG, which helps the ePDG to bind the CMIP Tunnel to the IPSec tunnel correctly. 
     Note: In the multiple PDN support case, the rules sent to the ePDG from PCRF may be a aggregated rule. And, to differentiate the individual CMIP tunnel, this signalling may be crucial for the correct provisioning of QoS for different CMIP tunnels inside the IPSec tunnel.

7. The ePDG uses non-3GPP IP access specific mechanism to enforce the QoS Policy for the IPSec tunnel. 

Note: If necessary, ePDG also can provide differentiated treatment for different CMIP Tunnels in case of multiple PDN support.

In the roaming case, all the PCC signalling is via the vPCRF in the vPLMN.
------------End of Change 1------------------
------------Start of Change 2------------------
5.5.5.5
UE-initiated resource request for S2c over untrusted Non-3GPP IP Access 

This section is related to the case when UE-initiated resource request is supported, and it is utilized for the S2c SDFs. 

Figure 5.5.5.5-1 depicts the procedure for the roaming and non-roaming cases.

In the non-roaming case none of the optional entities (e.g. vPCRF) are involved.  
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Figure 5.5.5.5-1: UE-initiated resource request for S2c over untrusted Non-3GPP IP Access 

1. The UE sends a Policy and Charging Rule request to the PDN GW via the ePDG. 
Note: In the multiple PDN support case, one ePDG may serve multiple PDN GWs. Therefore, the signalling for the request should terminate at the PDN GW instead of the ePDG.

2. The PDN GW sends a Policy and Charging Rule Request to the PCRF.

3. The PCRF sends the PCC Rule Provision message to the PDN GW.

4. The PDN GW sends an Ack message to the PCRF.

5. The PCRF sends a QoS Policy Rule Provision message to the corresponding ePDG.
6. The ePDG sends an Ack message to the PCRF.
7. The PDN GW enforces the QoS Policy for the CMIP Tunnel to the UE. This is similar to that of the network initiated case shown in Figure 5.5.x-1.

8. The ePDG enforces the QoS Policy for the IPSec tunnel to the UE using non-3GPP IP access specific mechanism. This is similar to that of the network initiated case shown in Figure 5.5.x-1
In the roaming case, all the PCC signalling is via the vPCRF in the vPLMN.
------------End of Change 2------------------
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