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Abstract of the contribution: This is to cleanup the dedicated bearer establishment procedures. 
Proposal

We propose the following changes to TS 23.402:
/*************************** Start of First change ****************************/

5.5.2
Dedicated Bearer Procedures for E-UTRAN Access with PMIP based S5/S8

5.5.2.1
Dedicated Bearer Activation

When a dedicated bearer is activated, the IP CAN Session associated with the UE is modified to include all necessary configuration to support and enforce the policy associated with the dedicated bearer.

The procedure described in Figure 5.5.2.1-1 shows only the PMIP variant of the procedure given in TS 23.401 [4].
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Figure 5.5.2.1-1: Dedicated Bearer Activation Procedure, UE in Active Mode
If dynamic policy provision is not deployed, the steps shown in the figure are not taken. Instead, a configured static policy may be applied.
The figure covers both the non-roaming (S5) and roaming case (S8). In the roaming case, the vPCRF in the VPLMN acts as an intermediary between the Serving GW and the hPCRF in the HPLMN.  The vPCRF forwards messages in both directions.  In the case of Local Breakout, the PDN GW exchanges messages with the hPCRF by way of the vPCRF. The vPCRF forwards messages between the PDN GW and the hPCRF in this case.
A.1.
The PCRF sends a PCC decision provision message to the PDN GW. If the PCC architecture is not present, the PDN GW may apply a local policy.

NOTE:
There is no EPS Bearer ID in the PDN GW.

A.2.
The PDN GW indicates to the PCRF whether the requested PCC could be enforced or not by sending a Provision Ack message.

A.3.
The hPCRF sends a Gateway Control and QoS Policy Rules Provision message to the Serving GW. The Serving GW uses this QoS policy to assign the bearer QoS, i.e., it assigns the values to the bearer level QoS parameters (excluding AMBR); see clause 4.6.2 in 3GPP TS 23.401.

Steps between A.3 and B.1 are described in TS 23.401, Section 5.4.1.

B.1.
The Serving GW indicates to the PCRF whether the requested Gateway Control and QoS Policy Rules Provision could be enforced or not by sending a Gateway Control and QoS Policy Rules Ack message.





5.5.2.2
Dedicated Bearer Modification with QoS Update

When QoS modification occurs this may result in a dedicated bearer modification in the E-UTRAN access. The IP CAN Session associated with the UE is modified to include all necessary configuration to support and enforce the policy associated with the dedicated bearer.

The procedure depicted in Figures 5.5.2-1 applies to this procedure as well. They show only the differences to Dedicated Bearer Modification with QoS Update that arise when PMIP based S5 and S8 are employed instead of GTP based S5 and S8. The GTP variant of this procedure is given in 3GPP TS 23.401.

The message descriptions for A.1, A.2, A.3 and B.1 in section 5.5.2.1 apply to this procedure as well. The steps between A.3 and B.1 are described in 3GPP TS 23.401, section 5.4.2.

5.5.2.3
Dedicated Bearer Modification without QoS Update

When the set of packet filters for a QCI needs to be changed, the dedicated bearer is modified. The IP CAN Session associated with the UE is modified to include all necessary configuration to support and enforce the policy associated with the dedicated bearer.

The procedure depicted in Figures 5.5.2-1 applies to this procedure as well. They show only the differences to Dedicated Bearer Modification without QoS Update that arise when PMIP based S5 and S8 are employed instead of GTP based S5 and S8. The GTP variant of this procedure is given in TS 23.401.

The message descriptions for A.1, A.2, A.3 and B.1 in section 5.5.2.1 apply to this procedure as well. The steps between A.3 and B.1 are described in TS 23.401, section 5.4.3.

5.5.2.4
Dedicated Bearer Deactivation

When QoS modification occurs this may result in dedicated bearer deactivation. When a dedicated bearer is deactivated, the IP CAN Session associated with the UE is modified to remove all associated configuration meant to support and enforce the policy associated with the dedicated bearer.

The procedure depicted in Figures 5.5.2-1 applies to this procedure as well. They show only the differences to Dedicated Bearer Deactivation that arise when PMIP based S5 and S8 are employed instead of GTP based S5 and S8. The GTP variant of this procedure is given in TS 23.401.

The message descriptions for A.1, A.2, A.3 and B.1 in section 5.5.2.1 apply to this procedure as well. The steps between A.3 and B.1 are described in TS 23.401, section 5.4.4.
/*************************** End of First change ****************************/

/*************************** Start of Second change ****************************/

5.5.3

Dedicated Bearer Procedures for Trusted Non-3GPP Accesses with PMIP S2a

5.5.3.1
General
The procedure given in figure 5.5.3.1-1 applies to all dedicated bearer operations, though the actions associated with each step will differ. This is because in all cases the procedures are initiated by the PCRF in the home network (the hPCRF).

Editor's Note:
It is FFS whether and how UE initiated dedicated bearer operations may be supported from trusted non-3GPP accesses.
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Figure 5.5.3.1-1: Trusted Non-3GPP Dedicated Bearer Signalling Procedure





5.5.3.2
Dedicated Bearer Activation

Once this procedure completes, a Dedicated Bearer will exist from the Access GW to the UE in the non-3GPP access.

The Dedicated Bearer Activation Procedure is depicted in Figure 5.5.3.1-1. If dynamic provisioning of policy is not supported in the network, no interaction occurs between the PCRF in the HPLMN and the PDN GW, and between the PCRF in the HPLMN and the trusted non 3GPP Access system. Policy may still be provisioned to the PDN GW and the trusted non 3GPP Access system as static configuration. Steps 1, 2, 3 and 5 in the procedure below apply only if dynamic policy is deployed.
The figure covers both the non-roaming and roaming case. In the roaming case, the vPCRF in the VPLMN acts as an intermediary between the trusted non 3GPP Access System and the hPCRF in the HPLMN.  The vPCRF forwards messages in both directions.  In the case of Local Breakout, the PDN GW exchanges messages with the hPCRF by way of the vPCRF. The vPCRF forwards messages between the PDN GW and the hPCRF in this case.
1.
The PCRF in the home PLMN (the hPCRF) sends a Policy and Charging Rules Provision to the PDN GW.

2.
The PDN GW responds to the PCRF with the result of the rules provisioning received in step 1. The PCC Rules Provision Ack message indicates whether the PDN GW will be able to enforce the rules provisioned.

3.
The hPCRF sends a Gateway Control and QoS Policy Rules Provision message to the non-3GPP access. The non-3GPP Access must have a previously established IP CAN Session established with the PCRF in the HPLMN. The message must clearly identify the IP CAN session (e.g. through the NAI).

4.
The Non-3GPP Access will enforce the rules provisioned to it, and establish all necessary resources and configuration in the non-3GPP access system. The details of this step are out of the scope of this specification.

5.
The Non-3GPP Access will respond to the PCR with a Gateway Control and QoS Policy Provision Ack message indicating its ability to enforce the rules provisioned to it in step 3.
5.5.3.3
Dedicated Bearer Modifcation with QoS update

Once this procedure completes, an active Dedicated Bearer from the Access GW to the UE in the non-3GPP access will be modified. User plane traffic will be subjected to this new policy.

The Dedicated Bearer Modification with QoS Procedure is depicted in Figure 5.5.3.1-1. The signalling flows and steps are identical with section 5.5.3.1 except that the rules provisioned modify QoS policy aspects of the dedicated bearer as a result of step 3 instead of establishing the bearer.

5.5.3.4
Dedicated Bearer Modification without QoS update

Once this procedure completes, an active Dedicated Bearer from the Access GW to the UE in the non-3GPP access will be modified.

The Dedicated Bearer Modification without QoS Procedure is depicted in Figure 5.5.3.1-1. The signalling flows and steps are identical with section 5.5.3.1 except that the rules provisioned modify non-QoS policy aspects of the dedicated bearer as a result of step 3 instead of establishing the bearer.

5.5.3.5
Dedicated Bearer Deactivation

Once this procedure completes, an active Dedicated Bearer from the Access GW to the UE in the non-3GPP access will be released. All resources associated with the Dedicated Bearer will be freed.

The Dedicated Bearer Modification Deactivation Procedure is depicted in Figure 5.5.3.1-1. The signalling flows and steps are identical with section 5.5.3.1 except that the he dedicated bearer is deactivated as a result of step 3 instead of establishing the bearer.
/*************************** End of Second change ****************************/

/*************************** Start of Third change ****************************/
5.5.4
Network-initiated Dynamic Policy Control for S2c over Trusted Non-3GPP IP Access
This section is related to the case when network-initiated dynamic QoS policy control is supported, and it is utilized for the S2c SDFs. 

The procedure described in this section may also be used subsequent to the S2c Attach procedure described in Section 5.4.3.4

In this case, the PCRF may push specific PCC rules to the PDNGW and QoS Policy rules to the Trusted Non-3GPP Access system, in case the Access System supports PCC.

Figure 5.5.4-1 depicts the procedure for roaming and the non-roaming cases.

In the non-roaming case the vPCRFis not involved. 
In the roaming case, the vPCRF in the VPLMN acts as an intermediary between the trusted non 3GPP Access System and the hPCRF in the HPLMN. The vPCRF forwards messages in both directions. In the case of Local Breakout, the PDN GW exchanges messages with the hPCRF by way of the vPCRF. The vPCRF forwards messages between the PDN GW and the hPCRF in this case.
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Figure 5.5.4-1: Network-initiated dynamic policy control for S2c over Trusted Non-3GPP IP Access 

1)
The PCRF receives an internal or external trigger to re-evaluate PCC and QoS Policy Rules. A possible external trigger is a message from the AF over Rx reference point. The PCRF needs to link the Trusted Non-3GPP Access session and the DSMIPv6 session in the PDN GW. This can be done based on CoA-HoA mapping communicated to the PCRF by the PDNGW (see Section 5.4.3.4.1, step 6a).

NOTE: 
One possible trigger is the allocation of a Home Address by the PDN GW as described in step 6 of Section 5.4.3.4.1. In this case the PCRF may send a PCC Provision message only to the Trusted Non-3GPP Access in order to update the QoS Policy rules with the assigned Home Address (i.e. only steps 2a and 2b may be performed). 

2)
If dynamic provisioning of policy to the Trusted Non-3GPP Access is supported (i.e. S7a exists), the PCRF sends a PCC Rule Provision message to the PDN GW (2a). The PDN GW sends an PCC Rule Provision Ack in message (2b) 

3)
The PCRF sends a Gateway Control and QoS Policy Rules Provision message to the Trusted Non-3GPP Access (3a). The Trusted Non-3GPP Access sends a Gateway Control and QoS Policy Rules Provision Ack in message (3b).

/*************************** End of Third change ****************************/
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Dedicated bearer activation procedure as per TS 23.401, Figure 5.4.{1,2,3,4}-1, between A and B





PGW





MME





eNB





UE





B1. Gateway Control and QoS Policy Rules Ack





A2. PCC Rules Ack





A.3 Gateway Control and QoS Policy Rules Provision





A.1 PCC Rules Provision





vPCRF





SGW





Trusted Non-3GPP Access System





5. Gateway Control and QoS Policy Rules Provision Ack





2. PCC Rules Provision Ack





3. Gateway Control and QoS Policy Rules Provision





1. PCC Rules Provision











4. Access specific mechanism to enforce the policy





hPCRF





vPCRF























PDN GW





Trusted Non-3GPP Access System





Roaming Scenarios





hPCRF





Dedicated bearer activation procedure as per TS 23.401, Figure 5.4.{1,2,3,4}-1, between A and B
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Dedicated bearer activation procedure as per TS 23.401, Figure 5.4.{1,2,3,4}-1, between (A) and (B)
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