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Abstract of the contribution: This contribution provides a S2c handover flow between two Trusted non-3GPP Accesses
1. Discussion

The present paper introduces a new section dealing with S2c based handoff between Trusted non-3GPP accesses.
2. Proposal
The handoff procedure proposed in this document is similar to the handoff defined in Section 5.6.1.2.4 of TS 23.402 but this time the source access system is a Trusted non3GPP access rather than 3GPP access. 

The following section should be included in TS23.402.

*** Start of 1st change ***

5.6.1
Handovers without Optimizations

<This section contains flows for supporting handovers without optimizations>

The following subsections define handover flows between 3GPP and non-3GPP flows where at least one of the source and target access systems is a 3GPP access system. The same mechanisms defined here can be reused to perform handovers between non-3GPP accesses connected to the EPC. Some non-exhaustive examples of non-3GPP to non-3GPP handover flows are provided in Annex X.
*** End of 1st change ***

*** Start of 2nd change ***
5.6.1.2.4
3GPP Access to Trusted Non-3GPP IP Access Handover with DSMIPv6 over S2c 

Unchanged Text
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Unchanged Text
*** End of 2nd change ***

*** Start of 3rd change ***

Annex X (Informative):

Handover flows between non-3GPP accesses
This section describes examples of flows for handover between non-3GPP accesses connected to the EPC. The handover scenarios are based on the mechanisms defined in Section 5.6 of this document. 
X.X
Trusted Non-3GPP IP Access to Trusted Non-3GPP IP Access with DSMIPv6 over S2c Handover
In this scenario, the session starts in trusted non3GPP access using DSMIPv6 over S2c. The session hands over to another trusted non-3GPP access system. The UE subsequently initiates DSMIPv6 with the same PDN GW to maintain the IP session.

In the non-roaming case, none of the optional entities in Figure X.X-1 are involved.  
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Figure X.X-1 Trusted non-3GPP to Trusted non-3GPP handoff based on S2c
1) 
The UE uses a Trusted non3GPP access system. It has a local IP address from the non3GPP system which is used as a care-of address in the DSMIPv6 registration to the PDNGW. The UE maintains a security association with the PDNGW. 

2)
The UE decides to initiate an access procedure with a new Trusted non-3GPP access. The procedure continues with the steps defined in Figure 5.6.1.2.4-1 (A)

3)       The UE continues the ongoing session(s) via the same PDNGW maintaining the same IP address.

4)       Resources in the old Trusted Non-3GPP access may be released

*** End of 3rd change ***

4. Source Non-3GPP resources are released 





4. Source Non-3GPP resources are released 





2. The process continues as defined by steps marked as (A) in Figure 5.6.1.2.4-1  
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8b. Modification of IP-CAN Reply 





8a. Modification of IP-CAN Session  Request





5b. Acknowledge Gateway Control Session Establishment 





5a. Gateway Control Session Establishment 
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3. Access Authentication (PDN GW)
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